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1. Introduction
This pCR is proposed to introduce Lifetime for the EAS Profile that is provided via EAS discovery response and to replace several IEs in the Discovered EAS List with EAS profile. 

2. Reason for Change

Currently, it is not clarified if an Edge Enabler Client caches and reuses the result of EAS discovery for a certain time. When an Application Client is re-excuted, an Edge Enabler Client may reuse the result of the previous EAS discovery for the Application Client. An EEC temporarliy stores the result of the EAS discovery and reuse it during a specific period to reduce signaling overhead if UE mobility event or EAS information change event does not occur. 

Several IEs in the Discovered EAS List needs to be replaced with EAS Profile as discussed in the previous e-meeting.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558.
* * * First Change * * * *

8.5.2
Edge Application Server Discovery

8.5.2.1
General 

Edge Application Server discovery enables Edge Enabler Clients to obtain information about available Edge Application Servers of interest. The identification of the Edge Application Servers is based on matching query filters or Application Client Profiles provided in the request. 

8.5.2.2
Procedure

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the Edge Enabler Client


[image: image1.emf]Edge Enabler Client Edge Enabler Server

1. Edge Application discovery request

3. Edge Application discovery response

 

2. Authorization check


Figure 8.5.2.1-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, e.g. gaming applications. Query filters may also indicate a desired level of service permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), or desired location availability. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. If the discovery request contained query filters that indicated a desired level of service permissions, features, and/or location availability, then the Edge Enabler Server may also check if the discovered Edge Application Servers are able to provide the desired level of service permissions, features, and/or location availability.


The Edge Enabler Server determines a set of discovered Edge Application Servers that match the query filters (e.g. Application Client Profiles) provided in the request.

3.
The Edge Enabler Server sends an Edge Application Server discovery response including information about the discovered Edge Application Servers. For registered discovered Edge Application Servers, this includes endpoint information. Depending on the query filters or Application Client Profiles in the discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s). Also, the Edge Enabler Client may cache and reuse the Edge Application Server information (e.g. EAS endpoint for routing of the outgoing application data traffic to Edge Application Server) during the Lifetime such as time-to-live for the EAS endpoint information, if provided in step 3.  
NOTE: 
During the duration specified by the Lifetime, the cached Edge Application Server Profile may be updated (e.g. according to notifications from the Edge Enabler Server for changes of Edge Application Server information due to UE mobility or EAS status changed, etc.) 

* * * Next Change * * * *

8.5.2.3.2
Edge Application Server discovery response

Table 8.5.2.3.2-1 describes information elements for the Edge Application Server Discovery Response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.5.2.3.2-1: Edge Application Server discovery response

	Information element
	Status
	Description

	Discovered EAS list
	O
	List of discovered EAS. Each element includes the information described below.

	>EAS profile(s)
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	>Service permission levels
	O
	Supported level of service permissions e.g. trial, gold-class

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Editor's Note:
The use of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.
Editor's Note:
If and how complex Information Elements may be broken down into multiple elements is FFS


* * * Next Change * * * *

8.4.2.3.2
Edge Enabler Client Registration response

Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client Registration Response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.2.2-1: Edge Enabler Client Registration response

	Information element
	Status
	Description

	Result
	M
	Result of the registration operation



	Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	Authorization info
	O
	Information resulting from any authorization procedure performed by the EES based on the registration request, which can be used for future requests.

	Context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.  

	EAS Profile(s)
	O
	Profile of the EAS(s) registered to the EES. Each element is described in clause 8.2.4

	Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Editor's Note:
The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.
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Target Edge Enabler Server
Source Edge Enabler Server
1. UE location reporting API context request
0. EEC registration
5. Local context info release, or unsubscribe operation
2. UE  location reporting API context response
3. Subscribe to 3GPP network exposure service
4. Subscription notification



