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1. Introduction
In order to enable Application Context Transfer between two EAS supported by different Edge Enabler Servers, it has been agreed in SA6 that there must be data transfer between the supporting EESes. As this data tranfser is being standardised in TS 23.558, we need a formal interface definition and for this to be added to the Application Architecture. 

Summary of changes:
1. Addition of EDGE-9 to Application Architecture and removal of Editor’s Note (clause 6.2);

2. Addition of Application Context Transfer to the functional entity definition of the EES (clause 6.3.2);

3. Addition of EDGE-9 reference point description (new clause 6.4.10); and

4. Addition of EDGE-9 reference point cardinality (new clause 6.5.3.6).
2. Reason for Change
Procedures have been intruduced in TS 23.558 which require EES to EES communication in order to enable Application Context Transfer. More procedures are likely for the same feature. This paper formalises the EES to EES interface in the Application Architecture.
3. Proposal

It is proposed to agree the following changes to 3GPP TS23.558.
* * * First Change * * * *

6.2
Architecture

The Figure 6.2-1 shows the architecture for enabling edge applications.
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Figure 6.2-1: Architecture for enabling edge applications

The Edge Data Network is a local Data Network. Edge Application Server(s) and the Edge Enabler Server are contained within the EDN. The Edge Configuration Server provides configurations related to the EES, including details of the Edge Data Network hosting the EES. The UE contains Application Client(s) and the Edge Enabler Client. The Edge Application Server(s), the Edge Enabler Server and the Edge Configuration Server may interact with the 3GPP Core Network.

Editor's Note:
Need to split Edge Enabler Client into Edge Enabler Client and Edge Configuration Client is for further study.

Editor's Note:
Representation of the Edge Hosting Environment is for further study.


* * * End First Change * * * *

* * * Second Change * * * *

6.3.2
Edge Enabler Server
Edge Enabler Server (EES) provides supporting functions needed for Edge Application Servers and Edge Enabler Client.

Functionalities of Edge Enabler Server are:

a)
provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server;

b)
providing information related to the Edge Application Servers to the Edge Enabler Client; 
c)
support the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6]; and
d)
support the functionalities of Application Context Transfer.
* * * End Second Change * * * *

* * * Third Change * * * *

6.4
Reference Points

6.4.1
General

6.4.2
EDGE-1
EDGE-1 reference point enables interactions between the Edge Enabler Server and the Edge Enabler Client. It supports:

a)
registration and de-registration of the Edge Enabler Client to the Edge Enabler Server;

b)
retrieval and provisioning of Edge Application Server configuration information; and

c)
discovery of Edge Application Servers available in the Edge Data Network.

6.4.3
EDGE-2

EDGE-2 reference point enables interactions between the Edge Enabler Server and the 3GPP Core Network. It supports:

a)
access to 3GPP Core Network functions and APIs for retrieval of network capability information, e.g. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], 3GPP TS 29.522 [4], 3GPP TS 29.122 [5], and with the EES acting as a trusted AF in 5GC (see 3GPP TS 23.501 [2] clause 5.13).

NOTE:
EDGE-2 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models.

6.4.4
EDGE-3

EDGE-3 reference point enables interactions between the Edge Enabler Server and the Edge Application Servers. It supports:

a)
registration of Edge Application Servers with availability information (e.g. time constraints, location constraints);

b)
de-registration of Edge Application Servers from the Edge Enabler Server; and

c)
providing access to network capability information (e.g. location information).

NOTE:
Optimized distribution of events across the EDGE-3 interface is the responsibility of CT groups.

6.4.5
EDGE-4

EDGE-4 reference point enables interactions between the Edge Configuration Server and the Edge Enabler Client. It supports:

a)
provisioning of Edge configuration information to the Edge Enabler Client.

6.4.6
EDGE-5

EDGE-5 reference point enables interactions between Application Client(s) and the Edge Enabler Client. 
NOTE:
Detailed specification of this reference point is out of scope of this release of this specification. 
6.4.7
EDGE-6

EDGE-6 reference point enables interactions between the Edge Configuration Server and the Edge Enabler Server. It supports:

a)
registration of Edge Enabler Server information to the Edge Enabler Network Configuration Server.

6.4.8
EDGE-7

EDGE-7 reference point enables interactions between the Edge Application Server and the 3GPP Core Network. It supports:

a)
access to 3GPP Core Network functions and APIs for retrieval of network capability information, e.g. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], 3GPP TS 29.522 [4], 3GPP TS 29.122 [5], and with the EAS acting as a trusted AF in 5GC (see 3GPP TS 23.501 [2] clause 5.13).
NOTE:
EDGE-7 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models.

6.4.9
EDGE-8

EDGE-8 reference point enables interactions between the Edge Configuration Server and the 3GPP Core Network. It supports:

a)
access to 3GPP Core Network functions and APIs for retrieval of network capability information, e.g. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], 3GPP TS 29.522 [4], 3GPP TS 29.122 [5], and with the ECS acting as a trusted AF in 5GC (see 3GPP TS 23.501 [2] clause 5.13).
NOTE:
EDGE-8 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models.
6.4.10
EDGE-9
EDGE-9 reference point enables interactions between two Edge Enabler Servers. It supports:

a)
access to Edge Enabler Servers for discovery of target Edge Application Server to enable Application Context Transfer
Editor's Note:
Need extend this list with further Application Context Transfer procedures which require EES to EES interface when agreed.

6.4.x
<Reference point>
Add a copy of this clause to describe a reference point.

* * * End Third Change * * * *

* * * Fourth Change * * * *

6.5.3
Reference Point Cardinality

6.5.3.1
EDGE-1 (Between EEC and EES)
The following cardinality rules apply for EDGE-1:

a)
One EEC may communicate with one or more EES(s) for a single AC concurrently.

b)
One EES may communicate with one or more EEC(s) concurrently.

6.5.3.2
EDGE-3 (Between EAS and EES)
The following cardinality rules apply for EDGE-3:

a)
One EAS may communicate with only one EES.

b)
One EES may communicate with one or more EAS(s) concurrently.
6.5.3.3
EDGE-4 (Between EEC and ECS)
The following cardinality rules apply for EDGE-4:

a)
One EEC may communicate with one or more ECS(s) concurrently.

b)
One ECS may communicate with one or more EEC(s) concurrently.
6.5.3.4
EDGE-5 (Between AC and EEC)
The following cardinality rules apply for EDGE-5:

a)
One AC may communicate with only one EEC.

b)
One EEC may communicate with one or more AC(s) concurrently.
6.5.3.5
EDGE-6 (Between EES and ECS)
The following cardinality rules apply for EDGE-6:

a)
One EES may communicate with one or more ECS(s) concurrently.

b)
One ECS may communicate with one or more EES(s) concurrently.
6.5.3.6
EDGE-9 (Between EES and EES)
The following cardinality rules apply for EDGE-9:

a)
One EES may communicate with one or more EES(s) concurrently.

* * * End Fourth Change * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



