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1. Overall Description:

SA6 is working on MCData enhancements for Rel-17 and one major area of focus is the transmission and reception control on the data volume being transmitted. We have found the following relevant requirements from 22.282:
[R-6.2.2.1-003] The MCData Service shall provide a mechanism for the MCData Administrator to configure the maximum data size for automatic data transmission.

[R-6.2.3-005] The MCData Service shall have a configurable limit for the maximum amount of data or time that a Participant transmits from a single request to transmit.

[R-6.3.1.2-008] The MCData service shall provide a mechanism for an MCData Administrator to configure the maximum duration for MCData Private Communications for MCData Users within their authority.
SA6 would like to get clarifications from SA1 for the following issues:

1. Overall, what is the main goal of placing a limit on data size for transmission (i.e. maximum data size for transmission)? Is it to avoid situation where the network resources (i.e. transmission capacity) are dominated by a single transmission of a big size data and causing unwanted delay of the more critical small size data transmission? Or is it to control the size based on the application level priorities  (e.g. user priority, group priority), service type, emergency communication, etc.? Please note that for higher priority data transmission, the network would always process it first.
2. Normally, big size data transmission comes from file distribution (i.e. a large file) and we have defined the configurable file size to mitigate it. There are no requirements regarding the maximum file size (for upload and transmission) and we would like to get SA1’s opinion on the following:
a. Define a system wide maximum file size that can be used for both private and group communications; OR

b. Define two system wide maximum file sizes one for private communication and one for group communication; OR
c. Define per user maximum file sizes; i.e. each user will have a configuration parameter to limit how big of a file the user can share, and even more granular to have one size for private communication and one for group communication.
3. In stage 2 we have developed two different mechanisms to distribute files:

a. Real-time distribution: the file is distributed to the recipient(s) in real-time and the network resources (such as MCData client and MCData server) are tied up during the transmission. The size of the file transmission will have a major impact in MCData communications capacity as the MCData server is used in real-time and the limiting the size of a file to distribute makes sense.
b. Non real-time distribution: the file is uploaded to a Content server where the URL for that file is distributed to the recipient in a SDS transaction for download. In this mechanism the file size has less impact to the critical MCData communiation capacity as the MCData server is only used as SDS service. The upload and download of the distributed file use common HTTP protocol to the Content server that is different from the MCData communication SIP protocol and the MCData server is not involved. In this case shall a file size be imposed? If it shall, shall it be imposed and validated during the file upload or during the file transmisison?
4. Do we need to also limit how big of a file a user can receive in a private and group communication? If this requirement is needed how do we resolve the potential inconsistency resulting from maximum file size differences between the transmission and reception?

SA6 thanks SA1 to provide clarifications for the above issues in a timely manner so that appropriate MCData enhancements in Release 17 can be developed.
2. Actions:

To SA1 group.

ACTION: 
SA6 asks SA1 to kindly provide clarifications on the issues listed above to help guide SA6 in MCData stage 2 Technical Specification development.
3. Date of Next SA6 Meetings:

SA6#38 20th – 30th July 2020
e-meeting
