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1. Introduction
3GPP TR 23.700-24 has identified key issue #8 related to group management based on the following requirements in 3GPP TS 22.262:

	5.4
Group message
5.4.1
Description

In 5G IoT communication, there is a need that a group of devices can communicate with each other, which means the message sent by a device will be received by all the other devices in the group. The members of a group can be devices for persons and smart things that are located in different geographical areas.  Group management mechanism is required to support the members joining or leaving a group.
5.4.2
Requirements

[R-5.4.2-001] The MSGin5G Service shall support group message communication, i.e. a UE sends a message to a group of UEs. All the members in a group can send messages. The UEs in a group can be located in different geographical areas. 

[R-5.4.2-002] The MSGin5G Service shall support group management for message communication:

-
establishing/deleting a group 

-
adding UEs to the group or removing UEs from the group

-
configuration of a maximum number of members in a group


	5.8
Key Issue 8: group management

5.8.1
Description

The requirement of group management is specified in requirement [R-5.4.2-002] of 3GPP TS 22.262 [2]. However, it is not specified that who (e.g. all UEs or some specific UEs in the group, the MSGin5G server) has the capability of group management.  

Issues include:

-
Analyze who can have the capability of group management from the technical perspective.-
How to generate, manage and synchronize the group information on UE and MSGin5G server. The UE may include MSGin5G UE located in HPLMN, MSGin5G UE located in VPLMN, MSGin5G UE interconnected from other PLMN and non-3GPP message UE,-
How to manage non-3GPP UE in a MSGin5G group message group.
5.8.2
Identified Gaps

The following gaps have been identified to fulfil the identifier requirements:

-
Whether the existing mechanism, e.g. SEAL specified in 3GPP TS 23.434 [9] can fulfil the group management requirements specified in 3GPP TS 22.262 [2]. If gaps are identified, the following studies are needed:
-
The group information used for MSGin5G group management.

-
The procedures of MSGin5G group management.

-
The group management interworking in the MSGin5G gateway are needed to be defined

-
Technical requirements caused by the characters of UEs are needed to be fulfilled, e.g.:

-
UE may have the limitation of resource, some specified mechanism of managing the group data in the UE are needed.

-
Long latency may exist between UE and MSGin5G server due to the UE may be offline or in Power Saving Mode specified in 3GPP TS 23.682 [3]. The group data in the UE and the MSGin5G server may not be synchronized on time, so some abnormal scenarios are needed to be specified.


This contribution proposes solution for group management related requirements based on SEAL TS 23.434.

2. Reason for Change

SEAL TS 23.434 has specified procedures related to Group Management in Clause 10. 
SEAL functional model supports the following Group Management procedures:

1. "10.3.3 Group creation" - for establishing a group

	10.3.3
Group creation

Figure 10.3.3-1 below illustrates the group creation operations by authorized VAL user/UE/administrator to create a group. It applies to the scenario of normal group creation by a VAL administrator or by authorized user/UE.

Pre-conditions:

1.
The group management client, group management server, VAL server and the VAL group members belong to the same VAL system.

2.
The authorized VAL user/UE/administrator is aware of the users' identities which will be combined to form the VAL group.
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Figure 10.3.3-1: Group creation

1.
The group management client of the authorized VAL user/UE/administrator requests group create operation to the group management server. The identities of the users or UEs being combined and the information of the VAL services that are enabled on the group shall be included in this message.

2.
During the group creation, the group management server creates and stores the information of the group. The group management server performs the check on the policies e.g. maximum limit of the total number of VAL group members for the VAL group(s).
NOTE:
The exact policies are out of scope of the present document.
3.
The group management server may conditionally notify the VAL server regarding the group creation with the information of the group members.

4.
The VAL group members of the VAL group are notified about the newly created VAL group configuration data.

5.
The group management server provides a group creation response to the group management client of the administrator/authorized VAL user/UE.


2. "10.3.5.2
Group membership update by authorized user/UE/VAL server" – for adding UEs to the group or removing UEs from the group

	10.3.5.2
Group membership update by authorized user/UE/VAL server
Figure 10.3.5.2-1 below illustrates the group membership update operations by an authorized user/UE/administrator/VAL server to change the membership of a VAL group (e.g. to add or delete group members).
Pre-conditions:

1.
The group management server and VAL server serve the same VAL system;
2.
The initiator of this operation is aware of the current group membership of the VAL group;
3.
The authorized user/UE/administrator/VAL server is aware of the users' identities which will be added to or deleted from the VAL group.
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Figure 10.3.5.2-1: Group membership update by authorized user/UE/VAL server
1.
The group management client of the authorized user/UE/administrator or VAL server requests group membership update operation to the group management server.

2.
The group management server updates the group membership information. The group management server may perform the check on policies e.g. the maximum limit of the total number of VAL group members.
NOTE 1:
The exact policies are out of scope of the present document.
3.
The group management server notifies the VAL server(s) regarding the group membership change with the information of the updated group members.

NOTE 2:
Step-3 does not happen when the VAL server is requesting group membership update operation.
4.
The group members that are added to or deleted from the group by this operation are notified about the group membership change. This step may be followed by retrieving group configurations.
5.
The group management server provides a group membership response to the group management client of the authorized user/UE/administrator or the VAL server.


3. "10.3.6 Group configuration management" – for configuration of a maximum number of members in a group.
	10.3.6
Group configuration management

10.3.6.1
Store group configurations at the group management server

The procedure for store group configurations at the group management server is described in figure 10.3.6.1-1.

Pre-conditions:

-
The group management server may have some pre-configuration data which can be used for online group configuration validation;
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Figure 10.3.6.1-1: Store group configurations at group management server
1.
The group configurations are received by the group management client of an authorized user/UE or VAL server.

2.
The received group configurations are sent to the group management server for storage using a store group configuration request.
3.
The group management server may validate the group configurations before storage.

4.
The group management server stores the group configurations.

5.
The group management server provides a store group configuration response indicating success or failure. If any validation or storage fails, the group management server provides a failure indication in the store group configuration response.


3. Proposal

It is proposed to agree the following changes to 3GPP TR 23700-24 V0.2.0.
* * * First Change * * * *

6.X
Solution X: Group management using SEAL

6.X.1
General

The following solution corresponds to the key issue #8 describing the group management using the procedures in SEAL TS 23.434 [9].
Editor's note:
The solution alignment based on inclusion of SEAL in the architecture figure is FFS.
6.X.2
Solution description for establishing a group

The solution in SEAL TS 23.434 [9] subclause 10.3.3 is used for group creation in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.X.3
Solution description for for adding UEs to the group or removing UEs from the group
The solution in SEAL TS 23.434[9] subclause 10.3.5.2 is used for adding UEs to the group or removing UEs from the group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.X.4
Solution description for configuration of a maximum number of members in a group
The solution in SEAL TS 23.434[9] subclause 10.3.6.1 is used for configuration of a maximum number of members in a group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.X.5
Solution evaluation

Editor's Note: Solution evaluation is FFS.
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