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1. Introduction
For the study on application architecture for enabling Edge Applications, the group decided to work on a common architecture. Clause 6 captures the consensus of the group. This contribution attempts to evaluate the architecture in clause 6 against the architecture principles, the architectural requirements and the identified key issues.
Application architecture for enabling edge applications:
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Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.

NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.

NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.

NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 

NOTE 6.  Although the Edge Application Server(s) can utilize the 3GPP capability exposure functions via the Edge Enabler Server, the Edge Application Server(s) may utilize directly 3GPP Network capability exposure functions (e.g. SCEF, NEF) defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 23.222 [4], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].

Editor's Note:
It is FFS whether a separate Edge Data Network Configuration Client in the UE is needed 



2. Reason for Change
The study report requires a detailed evaluation of the architecture to conclude for the normative work.

Clause 6.2 describes the application architecture for enabling edge applications. This clause provides evaluation of the architecture in relation to:

-
the architecture principle (clause 5.1.1);

-
the architectural requirements (clause 5); and

-
the identified key issues (clause 4).

Evaluation of the architecture in relation to the architecture principles:

-
Application Client portability: The architecture introduces an entity in the UE i.e. Edge Enabler Client, to offload the support operations, such as discovery and management of the edge related notifications, support for preserving service continuity etc., from the Application Client. With the support operations offloaded, the Edge-aware Application Clients require minimum to no changes, to leverage the services provided by the edge enabler layer. Therefore, the architecture fulfils the principle of Application Client portability.

-
Edge Application Server's portability: The architecture introduces an entity in the Edge Data Network i.e. the Edge Enabler Server to provide enablement services to the Edge Application Servers. The Edge Enabler Server supports the Edge Application Clients with discovery and usage of network capabilities and provides the Edge Enabler Client with essential configurations to enable exchange of Application Data Traffic between the Application Clients and the Edge Application Servers. With the services provided by the Edge Enabler Server, there is minimum to no impact on the logic of Edge-aware Application Servers when resident in Edge Hosting Environment, to leverage the services provided by the edge enabler layer. Further, with the standardized interface between the Edge Application Server and the Edge Enabler Server (EDGE-3) an Edge Application Server is able to run in Edge Hosting Environments of multiple Edge Computing Service Providers, without requiring any modifications. Therefore, the architecture fulfils the principle of Edge Application Server's portability. 

-
Service differentiation: With the influence on Edge Data Network Configuration Server and the Edge Enabler Server, and the ability to authenticate and authorize the Edge Enabler Clients, the MNO can regulate the services provided to individual UEs. For example, the MNO can regulate which Edge Data Networks or Edge Application Servers are discoverable by a particular Edge Enabler Client by providing filtered information to an Edge Enabler Client based on authentication and authorization checks. Therefore, the architecture fulfils the principle of service differentiation. 

-
Flexible deployment: The architecture, as evident in the deployment options documented in the technical report, does not place any restrictions on the deployment flexibility. The architecture allows multiple Edge Computing Service Providers within a single PLMN operator network and allows an Edge Data Network to be a subarea of a PLMN. Therefore, the architecture fulfils the principle of Flexible deployment. 

-
Interworking with 3GPP network: The architecture with its EDGE-3 interface allows Edge Application Servers to interwork with the 3GPP network via the Edge Enabler Server. Along with the Edge Enabler Server facilitating the network capability exposure, the architecture also recognizes direct interactions between the Edge Application Servers over EDGE-7 interface. Therefore, the architecture fulfils the principle of Interworking with 3GPP network. 

Evaluation of the architecture in relation to the architectural requirements, the architecture:

-
satisfies the architectural requirement related to Edge Data Network configuration data (clause 5.2).

-
satisfies all the architectural requirements related to Edge Enabler Client registration (clause 5.3).

-
satisfies all the architectural requirements related to Edge Application Server enablement (clause 5.4).

-
satisfies all the architectural requirements related to Edge Application Server discovery (clause 5.5).

-
satisfies the architectural requirement related to Capability exposure to Edge Application Servers (clause 5.6).

-
complies with all the architectural requirements related to Security (clause 5.7), detailed solutions for which are SA3's responsibility.

Evaluation of the architecture in relation to the identified key issues:

-
The study has identified 13 key issues and has captured solutions for 11 of the identified key issues. The architecture complies with at least one solution addressing each key issue.

-
For the remaining 2 key issues, dependant on SA3 (user consent) and SA5 (lifecycle management), no conflict with the current architecture is identified.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * *

11.2
Architecture evaluation

The architecture specified in clause 6.2 describes the application architecture for enabling edge applications.

A summary of the architecture and key issues specified in this technical report are listed in table 11.2-1.

Table 11.2-1 Architecture evaluation

	Architecture solution
	Applicable key issues 

(clause reference)
	Dependency on other working groups

	6
Application architecture for enabling edge applications
	Supports all key issues specified in clause 4
	SA2, SA3 and SA5


The architecture is compliant to all the architecture principles, listed in clause 5.1.1 and all the architectural requirements listed under clause 5.
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



