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Introduction
This contribution proposes changes to several clauses related to Key Issue #7 as follows:

· Changes to address the Editor’s Notes in clause 7.2 corresponding to a solution proposed for this Key Issue. 

· A new clause 11.3.x with an evaluation of the current solution proposed for Key Issue #7.
The following Editor’s Note is proposed to be deleted without any corresponding text changes: 

Editor’s Note:  It is FFS how to handle the conflicts of EDN connection info with the URSP rules or pre-configurations provisioned by 3GPP network to the UE. Coordination with SA2 may be needed.

The Fields of the Traffic Descriptor in the URSP rules are.
•
Application Descriptor

•
OSId and OSAppId(s)

•
IP Descriptors

•
Destination 3-Tuples

•
Domain Descriptors

•
Destination FQDN’s

•
Non-IP Descriptors

•
Descriptor(s) for destination information of non-IP traffic

•
DNN

•
The DNN that is provided by the Application

•
Connection Capabilities

•
e.g. "ims", "mms", "internet", etc., 

It is unclear what conflicts can occur between URSP rules  and EDN connection info, especially in light of NOTE 2 in table 7.2.1.2-2:” If the URSP is deployed in 5GC and used by the MNO, EDN connection Info may be provided to the UE using URSP”.

The description of Key Issue #7 is provided below:

To support flexible deployment for edge computing, the following open issues need to be studied.

-
How to support the multiple Edge Computing Service Providers per PLMN operator network?

-
How to identify Edge Data Network, in case of multiple Edge Data Networks within a single PLMN where one Edge Data Network is defined as a subarea (e.g. list of TAs or cells) in the PLMN coverage?
192299 changes:

- Removed first change completely (no trackmarks)
- In table 11.3.1-1, under key issue #7, replace FFS with “SA2” in the dependency column.

* * * Second Change (First in 192299) * * * *

11.3
Solution evaluations
11.3.1 General
All the key issues and solutions specified in this technical report are listed in table 11.3.1-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations.  It also lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3.1-1 Key issue and solution evaluation

	Key issues (evaluation clause reference)
	Solution
	Solution
clause reference
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#2: Edge Data Network discovery and registration
	#3: Edge Data Network using LADN 
	7.3.2
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8.2
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment
	FFS
	FFS
	FFS

	#4: Edge Application Server discovery
	#1: Edge Application Server Discovery
	7.1.2
	-

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4.2
	-

	
	#5: UE Identifier API
	7.5.2
	SA2, SA3

	
	10: Network capability exposure to edge applications using CAPIF
	7.10.2
	FFS

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6.2
	SA2, SA3

	#7: Flexible deployment (11.3.x)
	#2: Provisioning of Edge Data Network configuration
	7.2
	SA2

	
	#3: Edge Data Network using LADN 
	7.3
	FFS

	#8: Edge Data Network selection
	FFS
	FFS
	FFS

	#9: Preserving Service Continuity
	#9: Relocation of application context
	FFS
	FFS

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7.2
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3


* * * Third Change (Second in 192299) * * * *

11.3.x
 Key Issue 7 Solutions
For Key Issue #7 solution #2 addresses support of multiple Edge Computing Service Providers per PLMN operator network by implementing a provisioning request/response procedure between the Edge Enabler Client by the Edge Data Network Configuration Server.
The open issue of identifying the Edge Data Network, in case of multiple Edge Data Networks within a single PLMN where one Edge Data Network is defined as a subarea (e.g. list of TAs or cells) in the PLMN coverage is addressed by solution #3. In this solution the Edge Data Network is identified as a LADN during the UE registration request, at which time the Edge Data Network service area is identified.

Solution #2 and Solution #3 are complementary in addressing the open issues raised by Key Issue #7.

