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1. Discussion
1) The detailed conents of edge computing related profile
Even though it should be defined in SA2 finally, it can be proposed as a proposal what SA6 can consider it as required information. It is proposed to add the following information as edge computing related profile:

· Subscription category: Edge computing related subscription category (e.g. Edge Computing service enabled or not)

· Subscription level: Edge computing related subscription level (e.g. platinum, gold or silver level)

2) Whether AAF is within MNO domain’s trust domain or not

It depends of the hosting model, there can be three different hosting models. 
A. MNO conrol model: In this model, the MNO deployes the Edge Hosting Environment. In this model, it is upto the MNO’s choise whether to use the same UE’s credential or a standalone credential for the subscriber to use the edge computing service
B. MNO contracted ECSP model: In this model, the ECSP can rely on the MNO’s UE credential for authorizing the UE to use the edge computing service. Alternatively, the ECSP can have a standalone credential for the user who is authorized to use the edge computing service.
C. External ECSP model: The EEC authentication can be done by the external ECSP. In this model, it is out of the scope of 3GPP specifications.
For the model A and B. it is upto the contract between MNO and ECSP, therefore either the step 1A and 1B should be supported in the 3GPP specifications.
3) Whether the interface between AAF and 3GPP CN is needed.

It can be defined by SA3 and SA2, therefore it is proposed to convert the EN to the following NOTE:

NOTE X: Whether and how the Authentication/Authorization Function interacts with the 3GPP CN will be decided in SA3 and SA2.

4) EN: The step 1 and step 2 of the procedure is scope of SA3

This EN is solved by the NOTE for 3)

5) How to use Access Token and whether the use of Access Token is mandatory or not

It also can be converted as the following NOTE:
NOTE X: How to use Access Token and whether Access Token is mandatory or not will be defined in SA3.

6) What is the authorized profiles and the entity which grants and enforces the application profile

It is proposed that the EES can get the authorized application profile and grants the request from the EEC and enforce the application profile.
2. Discussion for conclusion
Since there is only one solution that addressed the key issue #6, therefore, it is proposed to conlude the solution #6 as a baseline for normative phase.

3. Proposal

It is proposed to adopt the proposed text as below.
4. Input for this revision

S6-192193 [“UE Authentication and UEId”, AT&T]
* * * First Change (7.6)* * * *

7.6
Solution #6: Service Authorization for Edge Computing service

7.6.1
Solution description

This solution addresses the key issue #6 on Edge Computing Service authorization as specified in clause 4.6

This solution addresses the open item of the key issue #6 as follows:
-
How to enable the mobile network operator to authorize the usage of Edge Computing Service by UE?
The solution for UE/User authentication and authorization is used to differentiate the UE's Edge Computing service based on the user profile or subscription.

NOTE 1: the authentication and authorization mechanism will be defined by SA3.
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Figure 7.6.1-1: Service differentiation using Edge Enabler Client Authentication/Authorization

1.
Edge Enabler Client Authentication/Authorization procedure 

If the Edge Enabler Client authentication/authorization is required, either step 1A or step 1B is performed between the Edge Enabler Client and the Authentication/Authorization Function. The Authentication/Authorization Function determines the appropriate authentication method. If the AAF decides to perform AKA method through application layer protocol, the AAF requests the 3GPP CN to authenticate the UE. Otherwise, the user authentication/authorization of step 1B is performed. 

NOTE 2: Step 1A is performed over an application protocol using AKA credential to authenticate the Edge Enabler Client.

After successful authentication (authorization), the AAF may retrieve the edge computing related profile information (e.g. subscription category or subscription level) for the UE from the 3GPP Core Network or from its separate profile database for edge computing.
NOTE 3: The edge computing related profile information from 3GPP Core Network will be defined in SA2 with the input of SA6. 



NOTE X1: Based on the edge computing hosting model, AAF can be either within MNO’s trust domain or outside of MNO’s trusted domain.
NOTE X2: Interactions between the 3GPP CN and AAF will be defined in SA3 and SA2.
2.
Identification Token and/or Access Token Acquisition procedure is performed between the UE and AAF. 


3.
The UE sends an application request (e.g. a request for a list of Edge Application Servers) to the Application Function (e.g. Edge Enabler Server), the application request message includes an Access Token. 


NOTE X3: Identification Token and Access Token will be defined in SA3.
4.
The Edge Enabler Server performs Access Token Verification. The Access Token verification may be done locally or in interaction with AAF. If AAF interaction option is used and the AAF verifies the Access Token successfully, it responds to the Application Function with the verification result and authorized edge computing related profiles information.


NOTE X4: It is the EES that grants the request from the EEC and enforces the application profiles
5.
The Edge Enabler Server provides the granted application service or requested information selectively based on the application profile to the UE.

7.6.2
Solution Evaluation

This solution addresses the key issue #6: Edge Computing Service authorization described in clause 4.6.

This solution allows the mobile operator to differentiate the edge computing service by using edge computing related profile together with EEC authentication/authorization.
* * * End of Changes * * * *
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