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1. Introduction
This contribution adds the reference point between Edge Data Network Configuration Server and 3GPP CN, and the logical function of Edge Data Network Configuration Client in the UE.
2. Reason for Change
As discussed in S6-192xxx, the EDN Configuration Server is the first access point between the UE and the Edge Data Network for the use of Edge enabling service. To avoid potential security risks (e.g. DDOS attacks from unauthenticated clients), only the UE with access authorization can access the EDN Configuration Server. Interface between 3GPP CN and the EDN Configuration Server is needed to support UE access authorization for the initial provisioning.
The EDN Configuration Server and the Edge Enabler Server may reside in different security domains, in this case the clients connected to the Edge Enabler Server and the EDN Configuration Server shall be logically separated. 
It is proposed to define the reference point EDGE-8 for the interactions between Edge Data Network Configuration Server and 3GPP CN, and define the Edge Data Network Configuration Client which connects with Edge Data Network Configuration Server over EDGE-4 reference point.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * *

6.2
Application architecture

The Figure 6.2-1 shows the application architecture for enabling Edge Applications.



Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.

NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.

NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.

NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 

NOTE 6.  Although the Edge Application Server(s) can utilize the 3GPP capability exposure functions via the Edge Enabler Server, the Edge Application Server(s) may utilize directly 3GPP Network capability exposure functions (e.g. SCEF, NEF) defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 23.222 [4], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].


* * * Next Change * * * *

6.3
Functional elements

6.3.1
General

The functional entities of the application architecture for enabling edge applications are described in this clause.

6.3.2
Edge Enabler Server

Edge Enabler Server provides supporting functions needed for Edge Application Servers to run in an Edge Data Network

Functionalities of Edge Enabler Server:

-
Provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

-
Providing information related to the Edge Application Servers, such as availability, to the Edge Enabler Client.

6.3.3
Edge Enabler Client

Edge Enabler Client provides supporting functions needed for Application Client(s).

Functionalities of Edge Enabler Client:

-
Retrieval and provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.2.4
Edge Data Network Configuration Server

Edge Data Network Configuration Server provides supporting functions needed for the UE to connect with an Edge Enabler Server.

Functionalities of Edge Data Network Configuration Server:

-
Provisioning of Edge Data Network configuration information to the Edge Data Network Configuration Client. The Edge Data Network configuration information includes the following:

i.
The information for the UE to connect to the Edge Data Networks with its service area information; and 

ii.
The information for establishing a connection with Edge Enabler Servers (such as URI).
NOTE:
The Edge Data Network Configuration Server can be deployed in the MNO domain, or can be deployed in non-MNO domain by service provider who has the agreement with the MNO on Edge Data Network configurations.
6.2.5
Edge Data Network Configuration Client
Edge Data Network Configuration Client provides UE the supporting functions needed for provisioning of Edge Data Network configurations.
Functionalities of Edge Data Network Configuration Client:

-
Retrieval of configuration information from the Edge Data Network Configuration Server.

* * * Next Change * * * *

6.4
Reference Points

6.4.1
General

The reference points of the application architecture for enabling Edge Application Servers are described in this clause.

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Retrieval and provisioning of configuration information for the UE; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.4.3
EDGE-2

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the 3GPP Network are supported by the EDGE-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for retrieval of network capability information.

6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Application Servers are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Application Servers with availability information (e.g. time constraints, location constraints); and

-
Providing access to network capability information (e.g. location information).

6.4.5
EDGE-4

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Data Network Configuration Client is supported by the EDGE-4 reference point. This reference point supports:

-
Provisioning of Edge Data Network configuration information to the Edge Data Network Configuration Client in the UE.

6.4.6
EDGE-5

The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect; and

-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers.

Editor's Note: Whether or not any normative work will be done in SA6 scope is FFS.

6.4.7
EDGE-6

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Server are supported by the EDGE-6 reference point. This reference point supports:

-
Registration of Edge Enabler Server information to the Edge Enabler Network Configuration Server.

6.4.8
EDGE-7

Editor's Note: To be provided.

6.4.9
EDGE-8
This reference point supports the necessary information exchange between the Edge Data Network Configuration Server and the core network entity for Edge Data Network configurations provisioning.
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)
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