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Abstract: This contribution attempts to conclude the solutions on key issue 5 on the recommendations for the normative work.
1. Introduction

This contribution attempts to summarize the solutions on key issue 5 (solutions #4, #5, #10, #14, #15 and #18), related to Capability Exposure to Edge Application Server, and attempts to conclude on the recommendations for the normative work.

Key issue 5:
	4.5
Key Issue 5: Capability Exposure to Edge Application Server

3GPP Network capability exposure function (i.e. SCEF, NEF) provides northbound RESTful APIs which can be utilised by 3rd party applications (see 3GPP TS 29 122 [5] and 3GPP TS 29.522 [14] for information regarding available northbound APIs).

In order for a 3rd party Edge Application Server to access such northbound APIs exposed by SCEF/NEF, the 3rd party application developer would need to onboard onto the MNO's platform (e.g., CAPIF) and accept MNO's SLA terms and conditions.

On the other hand, it would be beneficial if the 3rd party Edge Application Servers in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server, which may rely on the SCEF/NEF northbound APIs. Some of the service API(s) that are exposed by the Edge Enabler Server may facilitate communication between Application Client(s) and Edge Application Server(s).

For example, in smart factory, Edge Application Server may have the demand to obtain location information of industrial robotics in order to activate corresponding actions or operations based on location. This kind of location-based service requires the Edge Application Server to be authorized to obtain the location information of the UE through the Edge Enabler Server.

Open issues:

-
Whether there is a need for new service API(s) provided by the Edge Enabler Server to the Edge Application Server, and how to support?

-
How  Edge Application Servers discover available service API(s) within the Edge Data Network?

-
Whether and How to support the Edge Application Server to access the network capability exposure function directly, e.g., how CAPIF as specified in TS 23.222 [4] can be utilized, and whether there is a need to enhance functionalities of CAPIF?

-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server within the Edge Data Network, and how to support?

-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server of the different Data Network, and how to support?

-
How the Edge Enabling Server re-exposes service API(s) to the Edge Application Server, where the service API(s) are relying on the SCEF/NEF northbound API(s)?

-
How to uniquely identify the UE between the Edge Application Server and the Edge Enabler Server for utilizing capability exposure API(s) which may rely on the SCEF/NEF northbound API(s)?

-
Whether and how the location information of the UE can be exposed to the Edge Application Server from the Edge Enabler Server.

-
How the Edge Enabler Server service API(s) are used to provide Edge Application Servers with information about the capabilities of Edge Enabler Clients that host the Edge Application Server's Application Client(s).

-
How Edge Enabler Server service API(s) facilitate communication between Application Client(s) and Edge Application Server(s). 


2. Discussion
The study report captures solutions #4, #5, #10, #14, #15 and #18 for addressing various open issues captured in Key issue #5 related to Capability Exposure to Edge Application Server.

2.1 "7.4 Solution #4: Location Reporting API" - is only one individual solution providing APIs for the Edge Application Servers to obtain the location of the UEs. The Edge Application Servers can do a one-time location check (request-response model) or can track the location of the UE (subscribe-notify model).
2.2 "7.5
Solution #5: UE Identifier API" - is only one individual solution providing an API for the Edge Application Servers to obtain the UE Identifier i.e. the GPSI of the UE from the Edge Enabler Servers, using the user information (e.g., IP address) in order to invoke capability exposure APIs. The solution also allows the Edge Enabler Server to notify relevant Edge Application Servers in case of change in the UE Identifier. The solution has dependency on SA2 and SA3.
2.3 "7.10 Solution #10: Network capability exposure to edge application server using CAPIF" - is only one individual solution providing network capability exposure to edge application servers in different deployment scenarios (SCEF and NEF are deployed centrally and CAPIF core function in a distributed manner, SCEF, NEF and CAPIF core function are deployed centrally).

2.4 "7.14 Solution #14: User plane management event API" - is only one individual solution providing network capability exposure to edge application servers to fetch user plane management event notifications e.g. for the application context relocation. The Edge Enabler Server exposes user plane management event notifications API to the Edge Application Server in order to trigger the application context relocation. User plane management event notifications API exposed by the Edge Enabler Server may rely on the NEF northbound API for monitoring event of user plane management event. The Edge Application Server can request user plane management event notifications API via request/response or subscribe/notify mechanism.
2.5 "7.15 Solution #15: Edge application server's service APIs publish and discovery using CAPIF" - is only one individual solution describing the edge application server's service APIs publish and discovery using CAPIF (centralized or distributed) in any deployment scenario.

2.5 "7.18 Solution #18: Fetch target edge application server API" - is only one individual solution providing capability exposure to fetch the target edge application server information e.g. for the application context relocation. The Edge Enabler Server exposes fetch target edge application server API to the Edge Application Server in order to obtain the IP address of the target edge application server which can serve the UE in mobility.
The updates related to how the Edge Enabler Server service API(s) are used to provide Edge Application Servers with information about the capabilities of Edge Enabler Clients that host the Edge Application Server's Application Client(s) is not solved during the study phase. It is proposed to solve it during the normative phase.
3. Proposal

It is proposed to endorse the following conclusion to 3GPP TR 23.758 v1.0.0.

4. Conclusions

It is recommended to conclude Solutions #4, #5, #10, #14, #15 and #18 as the baseline solution for Key issue #5 for the normative work.
