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1. Introduction
This pCR suggests more evaluation aspects for solution #5.

2. Reason for Change
This contributions attempts to add some details that are missing in the current evaluation subclause of solution #5.
4. Proposal

It is proposed to agree to the suggested new solution and include it in 3GPP’s TR 23.758.
* * * First Change * * * *

7.5.2
Solution Evaluation

In order to invoke the capability exposure APIs, this solution provides an API for the Edge Application Servers to obtain the UE Identifier i.e. the GPSI of the UE from the Edge Enabler Servers, using the user information (e.g., IP address). The solution also allows the Edge Enabler Server to notify relevant Edge Application Servers in case of change in the UE Identifier.

The solution has dependency on SA2 to provide a method for Edge Enabler Server to obtain GPSI from the 3GPP network using the user information (e.g., IP address).

The solution has following dependencies on SA3:

-
to evaluate privacy concerns on providing the GPSI to Edge Application Servers, including providing same GPSI to multiple Edge Application Servers which may lead to privacy issues;

-
user authentication/authorization (e.g. OAuth 2.0) by the MNO network for generation of required anonymized UE Id.

This solution provides UE Identifiers to the Edge Application Servers in order to invoke capability exposure APIs, and corresponds to key issue #5 and satisfies [AR-5.6.2-a]. 

This solutions relies on the Edge Enabler Server to be able to identify a UE based on user information such as: ACR (Anonymous Customer Reference), but it does not describe how this translation table is created and maintained in the Edge Enabler Server. These details are crucial for the feasibility of this solution. 
