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1. Introduction
An Edge Application Server may collect private user data in the user’s context on that server. This could for example be the users positioning data or unique device identifiers. In many countries there are laws about that some personal data is not allowed to be collected in the country and then exported to another country. In the Key Issue for service continuity we need to study how to support a mechanism that allows that. If a user moves from one area to another area there all the collected user context data is not allowed to be transferred, then part of the user context may be transferred, and the new Edge Application Server needs to collect the remaining part.
4. Proposal

It is proposed to agree the following changes in 23.758
* * * First Change * * * *

4.9
Key Issue 9: Preserving Service Continuity

When a UE handoffs to a new location, different Edge Application Servers may be more suitable for serving the Application Clients in the UE. There needs to be a way for Application Clients in the UE to continue their service while replacing the serving Edge Application Server, with target Edge Application Server. Furthermore, similar service continuity requirements exist for the cases in which the Edge Application Servers are transferred from the Edge Data Network to Servers in the cloud and vice versa. Such transitions may occur as a result of a mobility event, or even as a result of other non-mobility events such as load balancing.

This key issues proposes to study "upper layer enablers" for service continuity that are within the scope of the application architecture for Edge Application Servers (e.g. mechanisms for traffic redirection).

Open Issues:

-
How to detect the need to reroute traffic from the serving Edge Application Server instance to the target Edge Application Server?

-
How to enable the required switch in the connection between the Application Client and the Edge Application Server while preserving service continuity?

-
How to transfer any required context between Edge Application Servers within the Edge Data Network?

-
How to transfer any required context from the serving Edge Application Server to the target Edge Application Server (or Server) regardless of their location: In the same Edge Data Network, in a different Edge Data Network or in the Cloud?
-
How to ensure that only allowed context is transferred between Edge Application Servers due to for example different legal jurisdictions between the Edge Application Servers? For example, a user’s positioning data collected in one country’s Edge Application Server may not be allowed to be exported to any Edge Application Server outside of that country. After the user has been informed or accepted it, then some part of the personal user data may be transferred to the new Edge Application Server.
* * * End of Change * * * *

