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1. Introduction
This document proposes a new solution for Key Issue #3 regarding how to uniquely identify a UE with respect to the MSGin5G Service.  The solution defines a registration procedure between a MSGin5G Client hosted on a UE and a MSGin5G Server.  Via this registration procedure, the MSGin5G Client is assigned a unique MSGin5G Client ID by the MSGin5G Server.  This MSGin5G Client ID is used to uniquely identify the MSGin5G Client and can be leveraged in MSGin5G messaging and routing procedures that will eventually be defined by this study.  The MSGin5G Client ID is also access network agnostic and independent of whether the MSGin5G Client is hosted on a 3GPP or non-3GPP UE. 

The registration procedure also includes the capability for the MSGin5G Client to provide the MSGin5G Server with contact information such as UE identifiers and port numbers which the MSGin5G Client and Application Clients listen on for incoming MSGin5G messages.  The MSGin5G Server can use this contact information when sending MSGin5G messages to MSGin5G Client and Application Clients.  
The registration procedure also includes the capability for the MSGin5G Client to provide the MSGin5G Server with additional profile information of the MSGin5G Client and the Application Client(s) it services. The profile information includes MSGin5G capabilities (e.g. MOMT, AOMT, MOAT, Group, Broadcast) supported by the MSGin5G Client and MSGin5G service requirements of the Application Clients (e.g. required time windows of service, message latency and data rates). During registration, the MSGin5G Server validates the profile information to determine whether the MSGin5G capabilities and requirements specified in the profiles are compatible and can be fulfilled by the MSGin5G Server.
The solution also introduces a MSGin5G Client de-registration procedure. This procedure is used by a MSGin5G Client to de-register from an MSGin5G Server.
2. Reason for Change
MSGin5G identifiers and procedures that are agnostic of whether a UE is a 3GPP or non-3GPP UE should be defined to enable delivery of MSGin5G messages in a 5G System consisting of 3GPP and non-3GPP UEs and access networks. 
MSGin5G Clients and Application Clients listen for messages on unique port numbers.  The port number for receiving messages cannot be defined by any standard since it would cause conflicts in the case of multiple instances of a MSGin5G Client and/or Application Clients on the same UE simultaneously trying to listen for messages on the same port.  Instead, it is up to MSGin5G Clients and Application Clients to select an available port to listen on for messages.  The selected port number must then be advertised to other entities (e.g. MSGin5G Servers, Application Servers) in the system such that they can send MSGin5G messages to MSGin5G Clients and Application Clients.

3. Conclusions

In order to define MSGin5G identifiers and procedures that are agnostic of whether a UE is a 3GPP or non-3GPP UE, it is proposed to add a new solution to the TR that enables a MSGin5G Client to be assigned a unique MSGin5G identifier by the MSGin5G Server.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 V0.3.0.
* * * First Change * * * *

6.X
Solution X: Registering MSGin5G Client to MSGin5G Server 

6.X.1
Description

6.X.1.1
General
This solution describes how the MSGin5G service identifies a UE and the Application Clients on the UE that interact with the MSGin5G service. This solution addresses the following open issue/gap under Key Issue #3.

-
How to uniquely identify a UE in MSGin5G service, the UE may include MSGin5G enabled devices, MSGin5G enabled application in a device and non-3GPP message device.

-
If the identifier(s) of UE is assigned by MSGin5G services, the procedure of generating, assigning and managing the identifier(s) are needed to be defined.
The solution introduces a registration procedure for a MSGin5G Client to register with a MSGin5G Server.  The procedure is used to create a new, or update an existing, registration. The procedure is also used to provide the MSGin5G Client with a unique identifier that is assigned by the MSGin5G Server. During registration, the MSGin5G Client provides profile/availability information for the MSGin5G Client and the Application Clients that are serviced by the MSGin5G Client to the MSGin5G Server. The profile/availability information includes contact information such as UE Identifier(s) and port number(s) which the MSGin5G Client and the Application Clients listen on for incoming MSGin5G messages, supported MSGin5G capabilities (e.g. MOMT, AOMT, MOAT, Group, Broadcast) and MSGin5G service requirements (e.g. required time windows of service, message latency and data rates). The MSGin5G Server validates the profile information to determine whether the MSGin5G requirements specified in the profiles can be fulfilled. The MSGin5G Server also stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G messages to/from the MSGin5G Client and Application Clients.

The solution also introduces a MSGin5G Client de-registration procedure. This procedure is used by a MSGin5G Client to de-register from an MSGin5G Server.
6.X.1.2
MSGin5G Client Registration

The signalling flow for MSGin5G Client registration is illustrated in figure 6.X.1.2-1. The solution assumes that the MSGin5G Client is responsible for triggering the registration to the MSGin5G Server.  

NOTE 1:
The trigger for registering is based on application service logic and is out of scope of this specification.

Pre-conditions:

1. The UE on which the MSGin5G Client resides is connected to an access network that provides connectivity to the MSGin5G Server.

2. The MSGin5G Client has been configured with the MSGin5G Server Identity. 

3. The MSGin5G Client has been configured with the address (e.g. URI) of the MSGin5G Server. 

4. Both the MSGin5G Client and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2:
The structure and definition of the credentials required by the MSGin5G Client and MSGin5G Server to authenticate are left for SA3 to define.
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Figure 6.X.1.2-1: MSGin5G Client registration

1.
The MSGin5G Client sends a MSGin5G Client registration request (MSGin5G Client Profile, Application Client Profile(s)) to the MSGin5G Server. The request includes security credentials required for the MSGin5G Client to register to the MSGin5G Server.  The request also includes a MSGin5G Client Profile for the MSGin5G Client initiating the registration request.  The MSGin5G Client Profile includes the information listed in Table 6.X.1.2-1. The request also optionally includes Application Client Profile(s) for the Application Clients serviced by the MSGin5G Client. An Application Client Profile includes the information listed in Table 6.X.1.2-2.

Table 6.X.1.2-1: MSGin5G Client Profile

	Information element
	Status
	Description

	UE ID
	M
	Identity of the UE hosting the MSGin5G Client (e.g. the External Identifier defined in TS 23.682 [x], or an MSISDN)

	MSGin5G Client Ports
	M
	List of port numbers that the MSGin5G Client listens on for messages (e.g. device triggers) from the MSGin5G Server and that target the MSGin5G Client. Also included with each port number is an associated protocol (e.g. SMS, NIDD, etc.).  

	MSGin5G Client ID
	O
	MSGin5G Client identifier assigned to the MSGin5G Client by the MSGin5G Server upon initial registration.

	MSGin5G Client Capabilities
	O
	A list of the MSGin5G capabilities supported by the MSGin5G Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)


Table 6.X.1.2-2: Application Client Profile

	Information element
	Status
	Description

	Application Client Port
	M
	List of port numbers that the Application Client listens on for messages that target the Application Client. Each Application Client on the UE listens on a different port number.  Also included with each port number is an associated protocol (e.g. MSGin5G, SMS, NIDD, etc.).   

	Application Client Required MSGin5G Capabilities
	O
	A list of the MSGin5G capabilities required by the Application Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)

	Application Client Required Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Required MSGin5G KPIs
	O
	The range of MSGin5G KPIs (e.g. latency and data rate) that are required by the Application Clients to receive its desired MSGin5G services.


2.
Upon receiving the request from the MSGin5G Client, the MSGin5G Server validates the registration request and verifies the security credentials. The MSGin5G Server also checks if a MSGin5G Client ID is present within the MSGin5G Client Profile of the request to determine if the request is a new registration or an update to an existing registration. A registration update may be used to send a new or updated MSGin5G Client Profile and/or Application Client Profile(s) to the MSGin5G Server. The MSGin5G Server also checks if the MSGin5G Client Capabilities are compatible with its own MSGin5G Server Capabilities.  The MSGin5G Server further determines whether the MSGin5G requirements specified in the Application Client Profile(s) can be fulfilled. To determine whether the MSGin5G requirements of the Application Client Profile(s) can be fulfilled, the MSGin5G Server may consult with other functions in the 5G System (e.g. 3GPP Network Functions).
3.
The MSGin5G Server sends a MSGin5G Client registration response to the MSGin5G Client. If the registration is a new registration, the MSGin5G Server assigns a unique MSGin5G Client ID to the MSGin5G Client and returns it in the response. The MSGin5G Client stores the identifier and uses it in all future MSGin5G communication with the MSGin5G Server. If the MSGin5G Server is not able to fulfil, or provide, the MSGin5G services that are indicated within either the MSGin5G Client Profile or the Application Client Profile(s), then the MSGin5G Server will indicate this in the MSGin5G Client registration response. If the registration is successful, the MSGin5G Server stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G messages to/from the MSGin5G Client and Application Clients.
6.X.1.3
MSGin5G Client De-Registration

By de-registering, the MSGin5G Client informs the MSGin5G Server that it is no longer available to send or receive MSGin5G messages to or from the MSGin5G Server and wishes to terminate its association with the MSGin5G Server.    

The procedure assumes that the MSGin5G Client is responsible for triggering the de-registration from the MSGin5G Server.  

NOTE:
The trigger condition for de-registering is based on application service logic and is out of scope of this specification.

The signalling flow for MSGin5G Client de-registration is illustrated in figure 6.X.1.3-1.
Pre-conditions:

1. The MSGin5G Client is registered to the MSGin5G Server. 
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Figure 6.X.1.3-1: MSGin5G Client De-registration

1.
The MSGin5G Client determines that de-registration from the MSGin5G Server is needed (e.g. the UE powering down). 

2.
The MSGin5G Client sends a De-registration Request to the MSGin5G Server that includes the MSGin5G Client ID of the MSGin5G Client. 
3.
The MSGin5G Server deletes any applicable MSGin5G Client Profile and Application Client Profile information that it has stored and replies to the MSGin5G Client with a De-registration Response. 
6.X.2
Impacts on existing nodes and functionality

There is no backwards compatibility with this solution.

6.X.3
Solution evaluation

This solution allows a MSGin5G Client to register to a MSGin5G Server. The solution enables a MSGin5G Server to assign a unique identity to a MSGin5G Client and to validate whether MSGin5G capabilities of the MSGin5G Client are compatible with MSGin5G capabilities of the MSGin5G Server.  The solution enables a MSGin5G to share contact information (e.g. UE identifiers and port numbers) with a MSGin5G Server. The solution also enables a MSGin5G Server to determine whether the MSGin5G Service requirements of the Application Clients(s) can be fulfilled or not.
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