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1. Introduction
This contribution proposes changes to several clauses related to Key Issue #9 as follows:

· Changes to address the Editor’s Notes in clauses 7.20 and 7.21, corresponding to two solutions proposed for this Key Issue. Clause 7.9, corresponding to a third solution, has no Editor’s Notes.
· A new clause 11.3.x with an evaluation of the current solutions proposed for Key Issue #9
Below is a description of Key Issue #9
When a UE hands-off to a new location, different Edge Application Servers may be more suitable for serving the Application Clients in the UE. There needs to be a way for Application Clients in the UE to continue their service while replacing the serving Edge Application Server, with target Edge Application Server. Furthermore, similar service continuity requirements exist for the cases in which the Edge Application Servers are transferred from the Edge Data Network to Servers in the cloud and vice versa. Such transitions may occur as a result of a mobility event, or even as a result of other non-mobility events such as load balancing.

This key issue proposes to study "upper layer enablers" for service continuity that are within the scope of the application architecture for Edge Application Servers (e.g. mechanisms for traffic redirection).

Open Issues:

-
How to detect the need to reroute traffic from the serving Edge Application Server instance to the target Edge Application Server?

-
How to enable the required switch in the connection between the Application Client and the Edge Application Server while preserving service continuity?

-
How to transfer any required context between Edge Application Servers within the Edge Data Network?

-
How to transfer any required context from the serving Edge Application Server to the target Edge Application Server (or Server) regardless of their location: In the same Edge Data Network, in a different Edge Data Network or in the Cloud?
* * * First Change * * * *

7.20
Solution #20: Application Client Initiated Relocation of application context

7.20.1
Solution description

This solution addresses the open issues under Key Issue #9. In this solution, the Application Client or the Edge Enabler Client is able to make the decision to relocate application context from a source Edge Application Server to a target Edge Application Server.

The solution assumes that, because of the UE’s location, the UE (i.e. Application Client and Edge Enabler Client) may not be able to communicate with the source Edge Application Server and source Edge Enabler Server when context is transferred. 

The solution relies on the principle that the UE (i.e. Application Client and/or Edge Enabler Client) requests that the target Edge Enabler Server and target Edge Application Server fetch the UE’s context from the source Edge Enabler Server and target Edge Application Server. The required UE Edge Application Server and Edge Enabler Client context will then be transferred via Edge Enabler Servers to the target Edge Application Server.

NOTE:
This solution may require the Application Client to adapt for relocation of the application context to preserve service continuity.

The high-level signalling flow for application context relocation is illustrated in figure 7.20.1-1.

Pre-conditions:

1.
The Application Client and source Edge Application Server exchanged a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.

2.
The Application Client knows the identity of a target Edge Application Server that it wants to connect to.  The Application Client may know this identity based on provisioned information or information that was provisioned on the Edge Enabler Client and discovered by the Application Client.

3.
The Edge Enabler Client and source Edge Enabler Server exchanged a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server.

4.
The Edge Enabler Client knows the identity of a target Edge Enabler Server that it wants to connect to.  The Edge Enabler Client may know this identity based on provisioned information or information that was received from the Edge Data Network Configuration Server.
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Figure 7.20.1-1: Edge Enabler Client and Application Context Relocation

1.
The Application Client may determine that its context needs to be relocated (e.g. based on UE mobility, the desire to access new features, etc.).

2.
If the Application Client determines that its context needs to be relocated, the Application Client sends a Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the Edge Enabler Client. The Application Client Context ID identifies the Application Client’s context which is stored on the source Edge Application Server. The Application Client Relocation Credential is a parameter that was previously negotiated with the Source Edge Application Server and will be used to authorize the relocation request.

3.
If the Edge Enabler Client receives the Relocation Request (step 2) or if the Edge Enabler Client determines that context needs to be relocated, the Edge Enabler Client determines the Target Edge Enabler Server Identity based on the target Edge Application Server Identity that was provided in step 2, based on provisioned information, or information that was obtained from the Edge Configuration Server.
4.
The Edge Enabler Client sends a Context Relocation Request (target Edge Application Server Identity, source Edge Enabler Server Identity, source Edge Application Server Identity, Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential) to the target Edge Enabler Server. Application Client Context ID and Application Client Relocation Credential only required if step 2 was executed.

5.
The target Edge Enabler Server sends a Context Relocation Request (UE Info) to the target Edge Application Server to check if the target Edge Application Server is able to service the Application Context Relocation Request.

6.
The target Edge Application Server replies to the target Edge Enabler Server with an indication of whether it is able to service Application Context Relocation Request. If the target Edge Application Server indicates that it accepts the request, the flow proceeds to step 7.  Otherwise, the flow skips to step 12.

7.
The target Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential, target Edge Application Server Identity, source Edge Application Server Identity) to the source Edge Enabler Server.  The source Edge Enabler Server checks the Edge Enabler Server Relocation Credential and that locally configured policies indicate that it is permitted to send context to the target Edge Enabler Server.

8.
The source Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the source Edge Application Server. 

9.
The source Edge Application Server checks the Application Client Relocation Credential to see if the request should be allowed. The Edge Application Server also checks that locally configured policies indicate that it is permitted to send context to the target Edge Application Server. The source Edge Application Server replies to the target Edge Enabler Server with an indication of whether the request is allowed. 

10.
The source Edge Enabler Server replies to the target Edge Enabler Server with an indication of whether the requests are allowed.

11.
If, in step 10, the source Edge Application Server replied that the request is allowed, the source Edge Application Server delivers the UE application context to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server.  If, in step 9, the source Edge Enabler Server replied that the request is allowed, the source Edge Enabler Server delivers the UE Edge Enabler context to the target Edge Enabler Server.

NOTE: Methods for direct transfer of UE application context from source Edge Application Server to the target Edge Application server are implementation specific and out of scope of this specification.

12.
The target Edge Enabler Server replies to the Edge Enabler Client with an indication of whether the request was denied or allowed.  If the request was not allowed, the response may also include a cause code that indicates why the request not allowed.

13.
If the Edge Enabler Client received a Relocation Request in step 2, the Edge Enabler Client replies to the Application Client with an indication of whether the request was denied or allowed. If the request was not allowed, the response may also include a cause code that indicates why the request not allowed. Otherwise, if, in step 3, the Edge Enabler client independently determined that the Application Client’s context needs to be relocated and the Edge Enabler Server indicates that the relocation is allowed, then the Edge Enabler Client sends a notification to the Application Client indicating that its context needs to be relocated.

7.20.2
Solution Evaluation

This solution allows the Application Client or the Edge Enabler Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server in situations where the UE cannot communicate with the source Edge Application Server (e.g. due to the UE’s location).  The solution can also be used in situations where the UE can communicate with the source Edge Application Server but wants to initiate a transfer of application context from a source Edge Application Server to a target Edge Application Server (e.g. to obtain better or different services).

This solution does not account for the case where an Edge Application Server determines that the Application Client’s context should be transferred from a source Edge Application Server to a target Edge Application Server.

7.21
Solution #21: Edge Enabler Client triggered application context relocation

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Enabler Client is responsible to trigger the application context relocation from a source Edge Application Server to a target Edge Application Server. The Edge Enabler Client makes the decision whether the application context for a UE needs to be relocated. The Edge Enabler Server determines whether to make the Edge Application Server conduct the application context relocation. 

7.21.1
Solution description

7.21.1.1
Edge Enabler Client triggered and source EES determined Application Context Relocation

In this solution, the Edge Enabler Client triggers the application context relocation and sends a Context relocation request to the source EES. Upon receiving the request, the source EES proceeds application context relocation and provides an instruction for application context relocation to the source Edge Application Server. Then, the application context will be transferred.

The high-level signalling flow for application context relocation is illustrated in figure 7.21.1.1-1.

Pre-conditions:

1. The application client at the UE already has a connection to the source Edge Application Server.

2. The UE is able to communicate with the source Edge Enabler Server.
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Figure 7.21.1.1-1: Edge Enabler Client triggered and source EES determined Application context relocation

1.
The Edge Enabler Client determines the application context for the UE needs to be relocated (e.g. based on the EDN service area and UE location information). The Edge Enabler Client may have target EES information that is provisioned during the procedure for provisioning Edge Data Network configuration in clause 7.2.1.

2.
[Optional] The Edge Enabler Client gets target EES information from the Edge Data Network Configuration Server (e.g. by providing UE location information). 

3.
The Edge Enabler Client sends a Context relocation request (UE info, source Edge Application Server info, target EES information, Application ID) to the source EES.

Table 7.21.1.1-1: Parameters in Context relocation request

	Information element
	Status
	Description

	UE information
	M 
	UE ID or IP address

	Source Edge Application Server information
	M
	FQDN of the source Edge Application Server (the IP address of the source Edge Application Server may be also included)

	Application ID
	M
	Application ID of the application served by the source Edge Application Server

	Target EES information
	M
	The endpoint address (e.g. URI) of the determined target Edge Enabler Server as in Edge Data Network Configuration data in clause 7.2.1.2.


4.
The source EES sends the application context relocation request (UE info, source Edge Application Server info, Application ID, Edge Enabler Client Registration Context) to the target EES. 

5.
The target EES determines the target Edge Application Server based on the received application context relocation request from the Edge Enabler Client. The target EES sends the application context relocation request (UE info, source Edge Application Server info) to the determined target Edge Application Server.

6.
The target Edge Application Server determines acceptance of the application context relocation and sends an application context relocation response to the target EES. 

7.
The target Edge Application Server sends an application context relocation response (target Edge Application Server info) to the source EES. If the application context relocation is rejected, the application context relocation response indicates that the relocation request is rejected, and the following steps 7 – 11 are not conducted, and the indication of the rejection is included in the step 12.

8.
The source EES sends an application context relocation command (target Enabler Application Server info) to the source Edge Application Server. 

9.
The source Edge Application Server delivers UE application context to the target Edge Application Server via the source Edge Application Server to the target Edge Application Server. 

NOTE: Methods for direct transfer of UE application context from source Edge Application Server to the target Edge Application server are implementation specific and out of scope of this specification.

10.
When the UE application context transfer is completed, an application context transfer ack is sent from the target Edge Application Server to the source Edge Application Server via EESs.

11. Upon receiving the application context transfer ack, the source Edge Application Server sends a response to the application context relocation command to the source EES. 

12. The target EES sends a Context relocation response (target Edge Application Server info) to the Edge Enabler Client, informing the Context Relocation completion. The Context relocation response also includes the required information that is necessary for rerouting the application data traffic. If the application context relocation is rejected in the step 6, the Context relocation response indicates the rejection.

Editor's note:
How traffic is managed during this procedure to minimize the impact to the Application Client and Edge Application Server(s) is FFS.

13. Upon receiving the Context relocation response, the Edge Enabler Client reroutes the UE application data traffic.

7.21.2
Solution Evaluation

This solution allows the Edge Enabler Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server before the UE communicates with the target Edge Application Server (e.g. in anticipation of changes to the UE’s location).  

This solution does not account for the case where an Edge Application Server determines that the Application Client’s context should be transferred from a source Edge Application Server to a target Edge Application Server.

* * * Second Change * * * *

11.3
Solution evaluations

11.3.1 General

All the key issues and solutions specified in this technical report are listed in table 11.3.1-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. It also lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3.1 -1 Key issue and solution evaluation

	Key issues (evaluation clause reference)
	Solution
	Solution 
clause reference
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#2: Edge Data Network discovery and registration
	#3: Edge Data Network using LADN 
	7.3.2
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8.2
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment
	FFS
	FFS
	FFS

	#4: Edge Application Server discovery
	#1: Edge Application Server Discovery
	7.1.2
	-

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4.2
	-

	
	#5: UE Identifier API
	7.5.2
	SA2, SA3

	
	10: Network capability exposure to edge applications using CAPIF
	7.10.2
	FFS

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6.2
	SA2, SA3

	#7: Flexible deployment
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	
	#3: Edge Data Network using LADN 
	7.3.2
	FFS

	#8: Edge Data Network selection
	FFS
	FFS
	FFS

	#9: Preserving Service Continuity (11.3.x)
	#9: Relocation of application context
	7.9
	-

	
	#20: Application Client Initiated Relocation of application context
	7.20
	-

	
	#21: Edge Enabler Client triggered application context relocation
	7.21
	-

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7.2
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3


* * * Third Change * * * *

11.3.x
 Key Issue 9 Solutions
For Key Issue #9 on Preserving Service Continuity three solutions have been proposed as follows:
In solution #9, the source Edge Application Server determines that the UE application context needs to be relocated. This solution addresses scenarios where the source Edge Application Server receives user plane management event notifications and is aware of application mobility capability and requirements.
In both solution #20 and solution #21 the UE (e.g. an Application Client) determines that the UE’s application context needs to be relocated. These solutions cover for example scenarios where the UEs make this determination in anticipation of accessing a different feature. In addition, solution #20 addresses the scenario where the UE is no longer able to communicate with the source Edge Enabler Server and Edge Application Server and allows the UE’s context to be preserved and gracefully transferred to a target Edge Enabler Server and Edge Application Server.
All these scenarios can be addressed by providing in the normative phase:
· An Application Context Relocation Request message between two Edge Enabler Servers including:
· Indication of request direction, i.e. either source-to-target or target-to-source.
· Originating Edge Application Server Info, receiving Edge Application Server Identity and optional Originating Edge Enabler Server Relocation Credential 

· UE info, Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, 
· Optionally, CN NF information (such as the NEF, PCF) may be also included to assist the receiving Edge Enabler Server to communicate with the 3GPP system.
This Application Context Relocation Request Can be used to execute step 4 in solution #9, step 7 in solution #20 and step 4 in solution #21
· A Context Relocation Request message to be received by an Edge Enabler Server, originating either at an Edge Application Server or an Edge Enabler Client.
· Indication of request direction, i.e. either source-to-target or target-to-source.
· UE info, target DNAI, Application Client Context ID and optional Application Client Relocation Credential, if provided by an Application Client initiating the request.

· Source Edge Application Server info and optionally target Edge Application Server Identity 
NOTE: The target Edge Application Server Identity may be pre-provisioned at the UE or obtained from the Edge Data Network Configuration Server (e.g. by providing UE location information). If the request direction is source-to-target and the target Edge Application Server Identity is not provided, the receiving Edge Enabler Server may derive it from the Edge Data Network Configuration Server (e.g. based on DNAI and Edge Application Server availability).
This Context Relocation Request can be used to execute step 2 in solution #9, step 4 in solution #20 and step 3 in solution #21
· A credential exchange mechanism for context transfer optimization:
· May be used between an Application Client and source Edge Application Server, providing a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.
· May be used between an Edge Enabler Client and source Edge Enabler Server, providing a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server.
A normative solution based on the mechanisms outlined above incorporates all the advantages of solution #9, solution #20 and solution #21 and provides for a variety of traffic scenarios, UE and Edge Application Servers capabilities, as well as Edge deployment choices.

