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Abstract: TS 23.434 mentions the use of MB2 and of xMB for multicast resource management. This paper discusses the usage of both interfaces.
Clause 14.2.2 provides the following functional model for network resource management:
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Both MB2 and xMB are foreseen to be used for multicast resource management.
Functionalities:

· The NRM server can establish a transparent bearer via the MB2 interface. Bearer announcement needs to be done with the MBMS bearer announcement as specified in clause 14.3.2.3 which uses NRM-UU. 
· The NRM can establish a transparent bearer via the xMB interface but can also establish DASH and File Download bearers. The MBMS bearer announcement can be done by the BM-SC.
Protocol:

· MB2 uses the diameter protocol, which is usually used in a trusted environment;

· xMB uses an HTTP REST protocol, which is usually used in un-trusted environments and also supports CAPIF.

Problem:

The VAL server bearer request in clause 14.3.2.10 does not indicate in any way if the NRM server shall select xMB or MB2. 

Bearer announcement and MBMS listening status reports are message types that are managed by the NRM server and should be managed by the NRM server if MB2 was used. If xMB was used the BM-SC could have done this management.
The BM-SC offers a DASH streaming service and a File download user service which are exposed over xMB and which are not accessible over MB2. It depends on the use cases if such user services are required or not.

Observation 1: The message types as specified in TS 23.434 suggest that MB2 is supposed to be used by the NRM server and it is not specified how and when xMB could be used.

Observation 2: xMB is supported by CAPIF which makes it suitable for a SEAL environment; more so than MB2, which was designed for a trusted environment and uses a diameter protocol which isn't external-service-friendly.

Conclusion/Recommendation: A discussion in SA6 is needed if MB2, or xMB, or both need to be supported. 
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