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1. Introduction
This document introduces architectural requirements for Capability exposure to Edge Applications
2. Reason for Change
As described in key issue #5, it would be beneficial if the 3rd party Edge Applications in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server which in turn rely on the SCEF/NEF northbound APIs. The Edge Enabler Server needs to ensure that the exposure is secure.
	4.5
Key Issue 5: Capability Exposure to Edge Application

3GPP Network capability exposure function (i.e. SCEF, NEF) provides northbound RESTful APIs which can be utilised by 3rd party applications (see TS 29.122 [5] for information regarding available northbound APIs).

In order for a 3rd party Edge Application to access such northbound APIs exposed by SCEF/NEF, the 3rd party application developer would need to onboard onto the MNO's platform (e.g., CAPIF) and accept MNO's SLA terms and conditions.

On the other hand, it would be beneficial if the 3rd party Edge Applications in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server which in turn rely on the SCEF/NEF northbound APIs. 

For example, in smart factory, Application Server may have the demand to obtain location information of industrial robotics in order to activate corresponding actions or operations based on location. This kind of location-based service requires the Edge Application to be authorized to obtain the location information of the UE through the Edge Enabler Server.
Open issues:

-
Whether there is a need for new service API(s) provided by the Edge Enabler Server to the Edge Application, and how to support?
-
How to discover available service API(s) within the Edge Data Network?

-
Whether and How to support the Edge Application to access the network capability exposure function directly, e.g., how CAPIF as specified in TS 23.222 [4] can be utilized, and whether there is a need to enhance functionalities of CAPIF?

-
Whether there is a need to support exposure of service API provided by the Edge Application to the other Edge Application within the Edge Data Network, and how to support?

-
Whether there is a need to support exposure of service API provided by the Edge Application to the other Edge Application of the different Data Network, and how to support?

-
How the Edge Enabling Server re-exposes service API(s) to the Edge Application, where the service API(s) are relying on the SCEF/NEF northbound API(s)?

-
How to uniquely identify the UE between the Edge Application and the Edge Enabler Server for utilizing capability exposure API(s) which relies on the SCEF/NEF northbound API(s)?
-
Whether and how the location information of the UE can be exposed to the Edge Application from the Edge Enabler Server. 


3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.2.0.
* * * First Change * * * *

5.x
Capability exposure to Edge Application Servers
5.x.1
General
5.x.2
Requirements

[AR-5.x.2-a]
The edge enabling application architecture shall provide support for exposure of 3GPP core network's capabilities to the Edge Application Servers.
