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* * * First Change * * * *
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Active MC service user profile: The MC service user profile that is currently used by an MC service client of an MC service user while receiving MC service. 
Interconnection: A means of communication between MC systems whereby MC service users obtaining MC service from one MC system can communicate with MC service users who are obtaining MC service from one or more other MC systems.
Interconnection group: An MC service group that is configured to allow inclusion of MC service group members who are MC service users from partner MC system(s).
Location: The current physical location of the MC service UE.
MC gateway server: A server providing topology hiding for MC service interconnection with a partner MC system, where that partner MC system is in a different trust domain.
MC service: A generic name for any one of the three mission critical services: either MCPTT, or MCVideo, or MCData. 
MC service affiliated group member: An MC service user who has indicated an interest in a particular MC service group and has been accepted to participate in MC service group communication for that MC service group.
MC service client: A generic name for the client application function of a specific MC service. MC service client could be replaced by MCPTT client, or MCVideo client, or MCData client depending on the context.

MC service group: A defined set of MC service users with associated communication dispositions (e.g. media restrictions, default priority and commencement directions) configured for the use with one or more MC services.

MC service group affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is determined.
MC service group call: A mechanism by which an MC service user can make a one-to-many MC service(s) transmission to other users that are members of MC service group(s).
MC service group de-affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is removed.
MC service group home system: The mission critical system where the MC service group is defined.
MC service group host MC service server: The MC service server within a mission critical system which provides centralised support for a particular MC service of an MC service group defined in a MC service group home system.
MC service group member: An MC service user, whose MC service ID is listed in a particular MC service group.
MC service ID: A generic name for the user ID of a mission critical user within a specific MC service. MC service ID could be replaced by MCPTT ID, or MCVideo ID, or MCData ID depending on the context.
MC service server: A generic name for the server application function of a specific MC service. MC service server could be replaced by MCPTT server, MCVideo server, or MCData server depending on the context.

MC service user: An authorized user, who can use an MC service UE to participate in one or more MC services.

MC service user profile: The set of information associated to an MC service user that allows that user to employ one or more MC services in a given role and from a given MC service UE.
MC service UE: A UE that can be used to participate in one or more MC services.
MC user: A user, identified by an MC ID, who, after authorization, obtains mission critical service(s).
Migration: A means for an MC Service user to obtain MC service directly from a partner MC system.
Mission critical system: The collection of applications, services, and enabling capabilities required to provide a single mission critical service or multiple mission critical services to one or more mission critical organizations.
Partner MC System: Allied MC system that provides MC Services to an MC service user based on the MC service user profiles that are defined in the primary MC system of that MC service user.
Pre-selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile through configuration, and applicable for an authenticated MC service user upon MC service authorization.

Primary MC System: MC system where the MC service user profiles of an MC service user are defined.
Selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile for an MC service upon request by an MC service user. 
Serving MC service server: The MC service server which is providing MC service to an MC service client. 
NOTE 1:
There is one serving MC service server for each MC service, which can be the primary MC service server of the MC service user of the MC service client, or can be a partner MC service server to which the MC service user has migrated.
Serving MC system: The MC system which is providing MC service to an MC user. 
NOTE 2:
The MC system can be the primary MC system of the MC service user, or can be a partner MC system to which the MC service user has migrated.
For the purposes of the present document, the following terms given in 3GPP TS 22.280 [3] apply

Mission Critical
Mission Critical Applications

Mission Critical Organization

Mission Critical Service
Functional alias
For the purposes of the present document, the following terms given in 3GPP TS 22.179 [2] apply

Multi-talker control
* * * Next Change * * * *
5.2.10.6
Group configuration

A partner MC system may apply local configuration to an MC service group configuration received from the primary MC system (i.e. the group home MC system).

* * * Next Change * * * *
7.5.2.7
Reference point CSC-7 (between the group management servers)

The CSC-7 reference point, which exists between group management servers, allows group management servers to handle group management related signalling in multiple MC systems environment. The CSC-7 reference point shall use the HTTP-1, HTTP-2 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-7 reference point shall use SIP-2 and SIP-3 reference points for transport and routing of subscription/notification related signalling.

* * * Next Change * * * *
10.2.6.2
Group membership update by authorized user
Figure 10.2.6.2-1 below illustrates the group membership update operations by an authorized user/administrator/dispatcher to change the membership a MC service group (e.g. to add or delete group members).
Pre-conditions:

1.
The group management server and MC service server serve the same MC system;
2.
The initiator of this operation is aware of the current group membership of the MC service group;
3.
The Administrator/dispatcher/authorized user is aware of the users' identities which will be added to or deleted from the MC service group.
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Figure 10.2.6.2-1: Group membership update by authorized user
1.
The group management client of the administrator/dispatcher/authorized user requests group membership update operation to the group management server.

2.
The group management server updates the group membership information. The group management server may perform the check on the maximum limit of the total number (Nc6) of MC service group members.
3.
The group management server notifies the MC service server(s) regarding the group membership change with the information of the updated group members.

4.
The group members that are added to or deleted from the group by this operation are notified about the group membership change. This step may be followed by retrieving group configurations defined in subclause 10.1.5.2
5.
The group management server provides a group membership response to the group management client of the administrator/dispatcher/authorized user.
* * * Next Change * * * *
10.8.2.2
MC service group affiliation request (MC service server – MC service server)
Table 10.8.2.2 -1 describes the information flow MC service group affiliation request between the MC service servers.

Table 10.8.2.2-1: MC service group affiliation request

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the originator who triggers the MC service group affiliation request.

	MC service group ID list
	M
	A list of one or more MC service group IDs to which the originator intends to affiliate and is defined in the destination MC system.


* * * Next Change * * * *
10.8.2.4
MC service group affiliation response (MC service server – MC service server)
Table 10.8.2.4-1 describes the information flow MC service group affiliation response between the MC service servers.

Table 10.8.2.4-1: MC service group affiliation response

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the originator who triggers the MC service group affiliation request.

	MC service group ID list
	M
	A list of one or more MC service group IDs to which the originator intends to affiliate and is defined in the destination MC system.

	Affiliation status per MC service group ID
	M
	Indicates the affiliation result for every MC service group ID in the list.


* * * Next Change * * * *
10.8.2.7
MC service group de-affiliation request (MC service server – MC service server)
Table 10.8.2.7-1 describes the information flow MC service group de-affiliation request between the MC service servers.

Table 10.8.2.7-1: MC service group de-affiliation request

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the originator who triggers the MC service group de-affiliation request.

	MC service group ID list
	M
	A list of one or more MC service group IDs to which the originator intends to de-affiliate and is defined in the destination MC system.


* * * Next Change * * * *
10.8.2.9
MC service group de-affiliation response (MC service server – MC service server)
Table 10.8.2.9-1 describes the information flow MC service group de-affiliation response between MC service servers.

Table 10.8.2.9-1: MC service group de-affiliation response

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the originator who triggers the MC service group de-affiliation request.

	MC service group ID list
	M
	A list of one or more MC service group IDs to which the originator intends to de-affiliate and is defined in the destination MC system.

	De-affiliation status per MC service group ID
	M
	Indicates the de-affiliation result for every MC service group ID in the list.


* * * Next Change * * * *
10.8.3.2
Affiliation to MC service group(s) defined in partner MC system without topology hiding

10.8.3.2.1
Functional description

When an MC service client wants to affiliate to MC service group(s) which is defined in a partner MC system for a single MC service and where topology hiding is not required, it shall be subject to authorization from the partner MC system where the MC service group(s) is defined, and whether it subjects to authorization from the primary MC system is conditional.

10.8.3.2.2
Procedure

The procedure for affiliation to MC service group(s) which is defined in a partner MC system where topology hiding is not required for a single MC service is described in figure 10.8.3.2.2-1.

Pre-conditions:

1.
The MC service client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MC service client is allowed to be affiliated.

2.
The MC service server of the primary MC system may have locally cached the MC service group affiliation status of the MC service user.

3.
The MC service server of the partner MC system may have retrieved the group related information from the group management server.

4.
The MC service client may have indicated to the group management server of the partner MC system that it wishes to receive updates of group configuration data for MC service group(s) for which it is authorized (as described in subclause 10.1.5.3).

5.
The MC service user triggers the affiliation procedure. This is an explicit affiliation caused by the MC service user.
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Figure 10.8.3.2.2-1: Affiliation for an MC service group defined in partner MC system where topology hiding is not required

1.
The MC service client requests the MC service server of the primary MC system to affiliate to an MC service group or a set of MC service groups.
2.
The MC service server of the primary MC system checks if the MC service client is authorized to affiliate to the requested MC service group(s) based on the user subscription. The MC service server also performs the check for the maximum limit of the total number (N2) of MC service groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MC service server of the primary MC system, it determines to send group affiliation request to the corresponding MC service server of the partner MC system. The request may be routed through intermediate signalling nodes.

4a.
The MC service server of the partner MC system checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then MC service server subscribes to the group policy from the group management server.

4b.
The MC service server of the partner MC system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MC service server of the partner MC system checks if the MC service group(s) is not disabled and if the user of the MC service client is authorised to affiliate to the requested MC service group(s).

6.
If the user of the MC service client is authorised to affiliate to the requested MC service group(s) then the MC service server of the partner MC system stores the affiliation status of the user for the requested MC service group(s).

7.
The MC service server of the partner MC system sends the affiliation status result of requested MC service group(s) to the MC service server of the primary MC system (7a) and updates the group management server with the affiliation status of the user for the requested MC service group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MC service server of the primary MC system stores the affiliation status of the user for the requested MC service group(s).

9.
The MC service server of the primary MC system sends the group affiliation status result for the requested MC service group(s) to the MC service client. 
10.8.3.2a
Affiliation to MC service group(s) defined in partner MC system using topology hiding
10.8.3.2a.1
Functional description

When an MC service client wants to affiliate to MC service group(s) which is defined in a partner MC system for a single MC service using topology hiding, it shall be subject to authorization from the partner MC system where the MC service group(s) is defined, and may also be subject to authorization from the serving MC system of the MC service client.

10.8.3.2a.2
Procedure

Figure 10.8.3.2a.2-1 illustrates the group affiliation procedure to an MC service group defined in the partner MC system of the serving MC system of the MC service user, where topology hiding procedures are required.
Editor's note: It is FFS whether the MC system gateway servers shown in this procedure are roles of an MC service server or separate entities.

Pre-conditions:
1.
MC service client 1 is service authorized within its serving MC system.

2.
The group host MC service server of the MC service group to which the MC service user of MC service client 1 wishes to affiliate is located in the partner MC system of the serving MC system of MC service client 1

3.
Topology hiding is required by both MC systems

4.
The serving MC system of MC service client 1 and the group home MC system are configured to allow topology hiding to take place.
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Figure 10.8.3.2a.2-1: Group affiliation to an MCservice group defined in partner MC system using topology hiding
1.
MC service client 1 initiates an MC service group affiliation request to the serving MC service server of MC service client 1 on behalf of its MC service user.
2.
The MC service server of the serving MC system checks that the MC service client 1 is authorized to affiliate to the requested MC service group based on the user configuration, and that the maximum number of MC service groups that the user can be affiliated to (N2) has not been exceeded. 

3.
The MC service server determines the group host MC service server of the MC service group. The MC service group is identified to have a different group home MC system, and if topology hiding is required by the serving MC system of MC service client 1, the serving MC system gateway server is determined to act as proxy group host MC service server for the MC service group.4.
The MC service server of the serving MC system forwards the MC service group affiliation request to the gateway server of the serving MC system. 
NOTE 1: 
If the serving MC system of MC service client 1 does not require topology hiding, the serving MC service server of MC service client 1 is able to send the MC service group affiliation request directly to the gateway server of the group home MC system in step 4, omitting steps 5 and 6.
5.
The gateway server determines which MC system is the group home system for the MC service group.

6.
The gateway server in the serving system of MC service client 1 forwards the MC service group affiliation request to the gateway server of the group home MC system of the MC service group.

NOTE 2:
If the group home MC system does not require topology hiding, the request from the serving MC system of MC service client 1 is sent directly to the group host MC service server in either step 4 or step 6, omitting steps 7 and 8.

7.
The gateway server of the group home MC system of the MC service group determines which MC service server is the group host MC service server for that MC service group.

8.
The gateway server of the group home system of the MC service group forwards the MC service group affiliation request to the group host MC service server of the MC service group.
9.
The group host MC service server in the partner MC system checks whether the user of MC service client 1 is authorized to affiliate to the MC service group based on the MC service group configuration. The group host MC service server may optionally subscribe to the GMS containing the group configuration information, and receive notification of group policy.
10.
The group host MC service server sends an MC service group affiliation response to the gateway server in the group home MC system of the MC service group.

NOTE 3:
If the group home MC system does not require topology hiding, the MC service group affiliation response is sent directly to the gateway server of the serving MC system of MC service client 1.

11.
The gateway server in the group home MC system forwards the MC service group affiliation response to the gateway server in the serving MC system of MC service client 1.

NOTE 4:
If the serving MC system of MC service client 1 does not require topology hiding, the MC service group affiliation response is sent directly to the serving MC service server of MC service client 1.

12.
The gateway server in the serving MC system of MC service client 1 forwards the MC service group affiliation response to the serving MC service server of MC service client 1.

13.
The serving MC service server of MC service client 1 forwards the MC service group affiliation response to MC service client 1.

* * * Next Change * * * *
10.8.5.1
Remote change of affiliation for groups defined in primary MC system

* * * Next Change * * * *
10.8.5.1.2
Authorized user remotely changes another MC service user's affiliated MC service group(s) – negotiated mode

The procedure for the authorized user to remotely change another MC service user's affiliated MC service group(s) for a single MC service with the target MC service user's approval is described in figure 10.8.5.1.2-1. 

Pre-conditions:

-
The MC service client 1 (authorized user 1) has already been provisioned (statically or dynamically) with target MC service user's information and its group information, that target MC service user 2 is allowed to be affiliated or de-affiliated;
-
The primary MC service server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data.
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Figure 10.8.5.1.2-1: Remotely change MC service group affiliation – negotiated mode

1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request to the primary MC service server. The information (i.e. target MC service user(s) ID, MC service group(s) ID, requested affiliation status) used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server checks if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server checks if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription and the group policy (i.e. if not available, the primary MC service server obtains the group policy from the group management server). The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3.
If the target MC service user 2 is authorized to accept the changes to its affiliated MC service group(s), then the primary MC service server sends the MC service group affiliation change request to the MC service client 2 of the target MC service user 2. 

4.
If the requested affiliation status is different from the current affiliation status, then the MC service client 2 notifies the MC service group affiliation change request to the target MC service user 2 to receive the approval from the user on the proposed changes to the affiliated MC service group(s).

NOTE 1:
The procedure is aborted if the target MC service user 2 does not respond to the notification within an implementation dependent time.

5. 
If the target MC service user 2 provides a response (accept or reject) to the notification, then the MC service client 2 sends an MC service group affiliation change response to the primary MC service server. A response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MC service server (see subclause 10.8.3.1 or subclause 10.8.4.2) as per the MC service user 1's requested changes to the target user 2's affiliated group(s). 

NOTE 2:
In the case where the affiliation changes for target user 2 includes MC service groups defined in partner MC systems, the primary MC service server performs the affiliation or de-affiliation procedures by interacting with the partner MC systems (see subclause 10.8.3.2 or subclause 10.8.4.3).
6.
The primary MC service server sends the MC service group affiliation change response to the MC service client 1. If the requested affiliation status was not changed (see 4), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
NOTE 3:
If multiple MC service groups are included in step 1, and these MC service groups belong to different partner MC systems, the primary MC service server can wait until all the partner MC systems provides the MC service group affiliation change response messages.
* * * Next Change * * * *
10.8.5.2
Remote change of affiliation for groups defined in partner MC system

10.8.5.2.1
Authorized user remotely changes another MC service user's affiliated MC service group(s) defined in partner MC system – mandatory mode

The procedure for the authorized user to remotely change another MC service user's affiliated MC service group(s) defined in partner MC systems for a single MC service without requiring the target user's approval is described in figure 10.8.5.2.1-1.

Pre-conditions:

-
The MC service client 1 (authorized user) has already been provisioned (statically or dynamically) with the target MC service user 2's information and group information, that the target MC service user 2 is allowed to be affiliated or de-affiliated;
-
The MC service client 1 (authorized user 1), MC service client 2 (target MC service user 2), and the primary MC service server belong to the same MC system;
-
The partner MC service server may have retrieved the group related information from the group management server; and

-
The primary MC service server may have retrieved the user policy e.g. user related information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data.
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Figure 10.8.5.2.1-1: Remote change MC service group affiliation defined in partner MC system – mandatory mode

1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request with the indication of mandatory mode to the primary MC service server. The information (i.e. target MC service user(s) ID, MC service group(s) ID, requested affiliation status) used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server shall check if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server shall check if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3.
Based on the MC service group information included in the request, the primary MC service server determines to send MC service group affiliation change request to the corresponding partner MC service server (group host server).
4a.
The partner MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the partner MC service server then the partner MC service server subscribes to the group policy from the group management server.

4b.
The partner MC service server receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the partner MC service server checks if the target MC service user 2 is authorized to affiliate to the MC service group(s). It is possible that the target MC service user 2 affiliates to one or more MC service groups and also de-affiliates from one or more MC service groups. 

6.
If the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s) and if the requested affiliation status is different to the current affiliation status, then the partner MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

7.
The partner MC service server updates the group management server with the affiliation status of the target MC service user 2 for the MC service group(s). 

8.
The partner MC service server sends the MC service group affiliation change response to the primary MC service server.

NOTE:
Steps 7 and 8 can occur in any order or in parallel.
9.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

10a.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server sends the MC service group affiliation change request with the indication of mandatory mode to MC service client 2 of the target MC service user 2. The target MC service user 2 receives the latest information about the affiliated MC service groups. Further the MC service client 2 may subscribe for the affiliated MC service groups information with the group management server.

10b.
The target MC service client 2 provides an MC service group affiliation change response to the MC service server.
11.
The primary MC service server sends the MC service group affiliation change response to MC service client 1 (authorized user). If the requested affiliation status was not changed (see 10a), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
* * * Next Change * * * *
10.11.5.2
Procedure

Pre-conditions:

-
All previous resource requests from the MC service have included a priority sharing information.
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Figure 10.11.5.2-1: Resource request including priority sharing information
1.
The MC service server decides based on a request from the MC service client that the priority of an ongoing call must be adjusted.

2.
The MC service server requests a session update to the SIP core. This request will contain information of priority sharing.

3.
The proxy function in the SIP core sends a request to the PCRF over Rx to request for modified priority. The request will include the priority sharing information over Rx.

4.
The PCRF acknowledges the request.

5.
PCC updates the bearer priority for the bearer that contains the SDFs associated with the same priority sharing information. The priority is set to highest priority (lowest ARP) among those SDFs. No additional bearer is created. Also the default bearer priority is updated accordingly.

6.
The session update is forwarded to the MC service client.

NOTE 1:
The procedure defined above requires a PCC enhancement and is subject to implementation in EPC and IMS and can therefore only be used if supported by EPC and IMS.

NOTE 2:
If the EPC and IMS does not support the priority sharing from MC system, no shared priority treatment applies, and a new EPS bearer will be setup based on QCI/ARP combination.
* * * End Changes * * * *
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