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1. Introduction
The P-CR introduces FRMCS systems principles as a new area of features within the gap analyses of the TR.
2. Reason for Change
The gap analyses is further progressed by adding new content.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.790v0.2.0.
* * * First Change * * * *

4.6
FRMCS system principles
4.6.1
Introduction

The gap issues addressing FRMCS system principles are addressed in this section.
4.6.2
FRMCS system security framework
4.6.2.1
Description
The current mission critical system has several security related features which can be re-used by FRMCS. The handling of stolen or lost equipment is not part of the mission critical system.
According to 3GPP TR 22.889 [9] ([R-10.15.2]), FRMCS system shall to block the use of any FRMCS equipment when it is detected as being stolen or lost. If needed, the FRMCS system shall allow to unblock of previously blocked FRMCS equipment.
4.6.2.2
Potential gaps
1.
Missing procedures to block and unblock stolen or lost FRMCS equipment.
Editor's note: As only LTE is considered as access technology for Rel-15, it is FFS whether additional mechanisms beyond those already provided by the PLMN are required.
* * * Next Change * * * *

