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1. Introduction
Introduce a new key issue and corresponding requirement on API protocol to the latest version TR.
This pCR is derived from the discussion tdoc S6-170528.

2. Reason for Change
Introduce a new key issue and requirement on API protocol to the latest version TR.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.722 version 0.1.1.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications
with packet data networks and applications".

[3]
3GPP TR 26.981: "MBMS Extensions for Provisioning and Content Ingestion"
[x]
3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St reference point"
[y]
3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)"
* * * Next Change * * * *

5
Key issues

<skipping existing texts…>

5.X
API protocol stack model
5.X.1
Key issue description

In order for the “common” API framework to be common across all present and future applications for various usages and purposes, a minimum common protocol stack model should be defined so that all applications need to support only one and the same protocol stack model. This likely includes aspects such as protocols for transport of the API content itself. In other words, for example, multiple different API implementations requiring applications to support different protocols (HTTP in one implementation, and something else in another implementation) does not make sense from the spirit of the framework being “common”, thus such situation should be avoided.
On the other hand, API message definition, representation, and encoding (e.g. XML, JSON) may be outside of this “minimum” protocol model due to several reasons: 1) it typically falls under stage 3 specification domain, 2) suitability for API representation and encording may be influenced by different application needs, and 3) we should not exclude the possibility of any future new protocol that may emerge in the future.
5.Y
API security protocol
5.Y.1
Key issue description
Similar to API protocol stack model key issue discussed in the earlier subclause, common API framework should also include commonality in the security protocol for all API implementations. In other words, for example, multiple different API implementations requiring applications to support different security protocols (HTTPS in one implementation, and something else in another implementation) does not make sense from the spirit of the framework being “common”, thus such situation should be avoided.
* * * Next Change * * * *

6
Architectural requirements

<skipping existing texts…>
6.X
Protocol design requirements

6.X.1
General

In order for the “common” API framework to be common across all present and future applications for various usages and purposes, a minimum common protocol stack model should defined so that all applications that use the common-framework-based API need to support only one and the same set of protocol, e.g. security layer protocol.

6.X.2
Requirements
[AR-6.X.2-a] The common API framework shall define a minimum common protocol stack model common for all API implementations to be based on.
[AR-6.X.2-b] The common API framework shall define single security model common for all applications to provide confidential and integrity protection.
NOTE:
The protocol definition for API framework is within the stage 3 scope. HTTP/TLS (HTTPS) is one example that has been defined in other API work done by other 3GPP WGs, such as 3GPP TS 29.155 [x] and 3GPP TS 29.201 [y].
* * * Next Change * * * *

