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1. Introduction 
This PCR updates the conclusions in clause 8. Highlighted items require update prior to approval.
2. Reason for Change
The conclusion clause is only partially populated. 
3. Conclusions

The conclusion is that the conclusions clause is necessary to conclude the work.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782. 
* * * First Change * * * *

8
Conclusions

8.1
General


The Study on mission critical communication interworking between LTE and non-LTE systems has identified 25 key issues and 68 sub-key issues or 'gaps'. During the study, 25 solutions were proposed. The proposed solutions address 21 of the key issues.
Two key issues were deferred due to lack of stage one requirements: #3-2 call back and #5-3 unencrypted audio during encrypted call. A key issue pertaining to message and transmission trunking was removed because the solution to the issue could be contained entirely within the IWF and thus deemed out of scope.
The study proposed a single architecture: an interworking interface connecting with an out of scope entity (the IWF) with a behaviour similar to a peer MCPTT system from the perspective of an interworked MCPTT server and a behaviour similar to a peer MCData server from the perspective of an interworked MCData server. The study attempted to identify aspects of the interface different from MCPTT-3 and that would impact the architecture defined in 3GPP TS 23.379 [11] and 3GPP TS 23.280 [17].
The following subclauses summarize the conclusions of all key issues.
8.2
Conclusions on key issues
8.2.1
Solution with no key issue

Solution #0-X specifies a general interworking architecture between the MCData system and an LMR system. No impact to existing MCPTT or MCData specifications is envisioned.
8.2.2
Key issue #1-1: Mapping of MCPTT, MCData and TETRA/P25 user identities
Solution #1-1 proposes mapping MCPTT identities to/from LMR identities at the IWF. No impact to existing MCPTT specifications is envisioned.
8.2.3
Key issue #1-2: Mapping of MCPTT and TETRA/P25 group identities
Solution #1-1 proposes mapping MCPTT identities to/from LMR identities at the IWF. No impact to existing MCPTT specifications is envisioned.
8.2.4
Key issue #2-1: Group affiliation
Solution #2-1 addresses both the interworking groups and linked group cases and would be applicable for whichever approach is adopted. In the case of a single affiliation by the IWF on behalf of multiple LMR users, there will be an impact to MCPTT. The proposed solution is recommended to be implemented in release 15.
8.2.5
Key issue #2-2: Group controlling system

Solution #2-2 proposes that an interworking group be defined on the system that will be the controlling server for the group. No impacts to MCPTT have been identified.

8.2.6
Key issue #2-3: Late entry to group call

Solution #3-5 proposes that late call entry for interworking functions the same as late call entry for MCPTT. No impacts to MCPTT have been identified.
8.2.7
Key issue #3-1: Private call
Solutions #3-1 and #3-2 both address the key issue in a similar way. Solution #3-1 adds parameter negotiation to cope with LMR system incompatibilities. Both solutions identify impacts to MCPTT. A combination of the two proposed solutions is recommended to be implemented in release 15.
8.2.8
Key issue #3-2: Call Back


Call back function interworking is not required by stage 1 and is not addressed in the present document.
8.2.9
Key issue #3-3: Group call
Solutions #3-3 and #3-4 both address the key issue, the former for temporary groups and the latter for interworking groups. Neither solution identifies MCPTT system impacts.
8.2.10
Key issue #4-1: Vocoder reconciliation
8.2.10.1
Solution #4-1

Solution #4-1 proposes that the MCPTT server reconcile the chosen vocoder when the first LMR user joins or the last LMR user leaves, as necessary. This solution has potential impact to MCPTT. The solution is recommended to be implemented in release 15 in combination with solution #4-Y.
8.2.10.2
Solution #4-X
Solution #4-x provides a means of restricting the codec used within an MCPTT group call to that used in an LMR system, when LMR group members are expected to join the group via the IWF, without using a transcoding solution.

The advantage is that there does not to be any change of codec when LMR members join or leave a group shared with MCPTT users. The disadvantage is that use of the LMR codec will result in lower speech quality for MCPTT users when there are no LMR group members taking part in MCPTT group calls.

The solution permits end to end encryption using LMR mechanisms is to be used within the MCPTT group.
The solution identifies impacts to MCPTT UEs, the MCPTT server and group configuration.
8.2.10.3
Solution #4-Y
Solution #4-y allows the selection of codec within an MCPTT group to be negotiated according to the needs of the LMR system.

To enable the solution, the set of LMR codecs needs to be supported by all group members, and this has implications for configuration and management of exception conditions when the configuration or capabilities of all group members do not support all the required LMR codecs.

An alternative solution would be a transcoding solution, where the change of LMR codec is hidden from the MCPTT system. The impact of transcoding compared with use of the LMR codec would need further investigation.
The solution will support end to end encryption between all group members using LMR encryption mechanisms that are applicable to the set of LMR speech codecs.
The solution identifies impacts to MCPTT UEs and the MCPTT server.
The solution is recommended to be implemented in release 15 in combination with solution #4-1.
8.2.11
Key issue #4-X: Unstoppable audio

Solution #4-z proposes a new procedure to support the detection and propagation of the “unstoppable audio” condition and allows distributing this audio to authorized group members within the MCPTT system. This prevents important transmissions from being lost. This solution reuses the existing floor override without using floor revoked procedure defined in TS 23.379 [11]. This solution has potential impact to MCPTT. The solution is recommended to be implemented in release 15.
8.2.12
Key issue #5-1: End to end payload encryption
Solution #5-1 provides a method for transporting TETRA end‑to end encrypted speech between MCPTT clients and the TETRA IWF. This solution also provides a method for transporting P25 end-to-end encrypted speech between MCPTT clients and a P25 RF Subsystem. The solution identifies impacts to the MCPTT system. The recommendation is to implement the solution in release 15.
8.2.13
Key issue #5-2: Key agreement

No solutions were proposed for the key issue.
8.2.14
Key issue #5-3: Unencrypted transmissions within an encrypted call

No solutions were proposed for the key issue.
8.2.15
Key issue #5-4: Key management
No solutions were proposed for the key issue.
8.2.16
Key issue #6-1: Regrouping
Solutions #6-1, #6-2 and #6-3 propose solutions for regrouping. Solution #6-1 proposes solutions for both interworking and linked group regroups and a solution for 4 of the 5 key issue gaps. Solution #6-2 is a general solution for regroup initiated by an MCPTT client and is complementary to solution #6-1. Solution #6-3 is a general solution for regroup initiated by an MCPTT server, and is complementary to solution #6-1. Of the 3 solutions, only #6-1 has identified potential impact to MCPTT. The recommendation is to implement relevant concepts from solution #6-1 in combination with solution the approach in solution #6-X, in release 15.
8.2.17
Key issue #6-2: Group Linking
Solution #6-X reuses the existing temporary group call procedure to support group regrouping in the MCPTT system where one of the groups is linked to a group in the LMR system. The solution identified no impacts to the MCPTT system.
8.2.18
Key issue #6-3: Separate regrouping within each system
Solution #6-4 proposes a solution for routing issues and complexity when groups are regrouped in separate systems. The solution has impact on the MCPTT system. The recommendation is to implement the solution in release 15.
8.2.19
Key issue #7-1: Emergency calls

Solution #7-1 provides a means of originating and receiving emergency group calls to and from LMR users via the IWF. While the solution identifies potential impacts on the MCPTT system, the impacts are avoided by the selection of solution #6-x.
8.2.20
Key issue #7-2: Emergency alerts
Solution #7-2: Emergency alerts provides a means of originating and receiving emergency alerts to and from LMR users via the IWF. While the solution identifies potential impacts on the MCPTT system, the impacts are avoided by the selection of solution #6-X.
8.2.21
Key issue #8-1: Simultaneous floor request
Solution #2-2 allows a single point of control for affiliation, group call and floor control. The solution identifies no impact to the MCPTT system.
8.2.22
Key issue #8-2: User's floor is revoked by another user in another system
Solution #2-2 allows a single point of control for affiliation, group call and floor control. The solution identifies no impact to the MCPTT system.
8.2.23
Key issue #8-3: Floor Request timing
Solution #8-1 proposes a solution for simultaneous floor requests in which a timestamp is included with the request. The solution has impact on the MCPTT system. Further discussion is needed before the solution can be recommended for implementation in release 15.
8.2.24
Key issue #Y-Z: Procedure for standalone MCData SDS interworking
Solution #X-Y specifies the necessary functionality at the IWF and MCData client to enable standalone MCData SDS message transport between MCData systems and LMR systems. The solution identifies no impact to the MCPTT nor the MCData system.
8.2.25
Key issue #Y-Z: Payload size handling
Solution #Y-Z specifies the necessary functionality to enable standalone MCData SDS message payload size conversion between MCData systems and LMR systems. If optimisation is not applied, then there is no impact to the MCData system. The solution identifies impact to the MCData client parameters. The recommendation is to implement the solution in release 15.
