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1. Introduction
This contribution proposes removal of several editor's notes from clause 6.
2. Reason for Change
- 
First change: subclause 6.1.1.1 - The editor's note is no longer needed.

-
Second change: subclause 6.7.1.1.2.1 - regroup complexities are solved in solution #6-4.

-
Third change: subclause 6.7.1.1.5.3 - emergency cancellations are solved in #7-1.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782 v0.5.2.
* * * First Change * * * *

6.1.1.1
General

LMR system specifications define the equipment and sub-systems that constitute the network, including base stations and terminals. While in MCPTT systems, the MCPTT server provides centralised support for MCPTT services. In order to realise communication between these different systems, an interworking function (IWF) is introduced to support protocol translation, identity mapping, routing, and so on.
Figure 6.1.1.1-1 illustrates a solution based on the existing architecture of an interworking mechanism.
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Figure 6.1.1.1-1: General Interworking architecture between MCPTT and LMR Systems

An IWF function is introduced in between the MCPTT system and the LMR system.
The IWF is composed of two parts:

1.
An interface to the MCPTT system based on the current MCPTT specification 3GPP TS 23.379 [11], the IWF-1 can use a subset of existing MCPTT reference points (e.g. MCPTT-3 between one MCPTT server and another MCPTT server).

2.
An interface to the LMR system based on reference point(s) defined by the LMR system.
The IWF‑1 interface, identified in, but not specified in 3GPP TS 23.739 [x], is the reference point through which MCPTT systems support interworking with legacy systems.

NOTE:
TCCE (TETRA and Critical Communications Evolution) group has developed ETSI TR 103 269‑1 [16] which defines an architecture model supporting Critical Communications Application (CCA) to operate with broadband IP networks such as 3GPP LTE (i.e. between the IWF and the LMR system).
* * * Second Change * * * *

6.7.1.1.2.1
MC service initiates the group regroup
The procedures in TS 23.280 [17] are followed, but with the replacement of step 4 and the addition of step 5a. The IWF will behave on the interface as if it is a peer MC service server and a peer group management server.
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Figure 6.7.1.1.2.1-1: Temporary group formation - group regrouping to an IWF
1.
The group management client of the MC service user (e.g. dispatcher) requests group regroup operation to the group management server (which is the group management server of the authorised MC service user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group regroup operation is performed by an authorised MC service user, based on group policy. The group management server checks whether the group is a temporary group. If the group is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

3.
The group management server forwards the group regroup request to the IWF with the information about the IWF's groups.
4.
The IWF may check whether any constituent MC service groups are in emergency, have calls ongoing or are already part of an MC service group regroup. The IWF sends a check group status to the MC service server.

5.
The MC service server responds with the status of the group regroup's constituent MC service groups. For LMR systems that do not support group regrouping, the IWF may return failure.

6.
The group management server creates and stores the information of the temporary group, including the temporary MC service group ID, off-network information, and the MC service IDs of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorised MC service user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
7.
The group management server 1 notifies the IWF about its group regroup operation.

8.
The IWF acknowledges the group management server.
9.
The group management server notifies the MC service server of the temporary group creation with the information of the constituent groups.

10.
The MC service server acknowledges the notification from the group management server.

11.
The group management server notifies the affiliated MC service group members of the constituent MC service groups of the group management server, possibly with an indication of lower security level.

12.
The group management server provides a group regroup response to the group management client of the authorised MC service user (e.g. dispatcher).

* * * Third Change * * * *

6.7.1.1.5.3
Emergency on constituent group
Some LMR systems allow a constituent group to be in the emergency state, others do not.

Case 1: MC service group regroup, emergency on LMR group, LMR does not support emergencies on group regroups. The group management server initiates a group regroup and a constituent group that is owned by the LMR system is in emergency. When the IWF receives the group regroup request that contains an LMR system owned constituent group that is in emergency, and the IWF does not wish to support a group regroup with this group in emergency, the IWF indicates that in the group regroup response. The response contains the group(s) that it does not wish to support and a result code indicating why. The MC service authorised user creating the group regroup is notified via the group management client.
Case 2: MC service group regroup, emergency on LMR group, LMR supports emergencies on group regroups. For LMR systems that support emergencies on constituent groups, the IWF informs the MC service server of the emergency on the group regrouped group, and includes the identity of the constituent group that's in emergency. When the emergency is cancelled, the IWF informs the MC service server and includes the identity of the constituent group that's no longer in emergency.
Case 3: LMR group regroup, emergency on MC service group, LMR does not support emergencies on group regroups. The IWF initiates a regroup and a constituent group that is owned by the MC system is in emergency. The IWF checks whether any constituent MC service groups are in emergency using the check group status request and response and decides whether to include them in the group regroup.
Case 4: LMR group regroup, emergency on MC service group, LMR supports emergencies on group regroups. The IWF initiates a group regroup and a constituent group that is owned by the MC system is in emergency. The IWF checks whether any constituent MC service groups are in emergency using the check group status request and response. The IWF can decide how to treat the group regroup, given that at least one constituent MC service group is in emergency.

The impact from this gap will be new message flows and procedures to request, cancel and track emergencies on a partner system's group regrouped group, changes to the group regroup response information flow and new messages to check on the operational status of an MC service group.
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