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* * * First Change * * *

7.4.2.2.2
Procedure

The procedure in figure 7.4.2.2.2-1 describes the case where an MCData user is initiating one-to-one MCData data communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be within the allowed limits over MCData-SDS-1 using SIP reference points. 

Pre-conditions:

1.
MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.

2. 
MCData client 1 and MCData client 2 belong to the same MCData system.
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Figure 7.4.2.2.2-1: One-to-one standalone short data service using signalling control plane
1.
The user at MCData client 1 initiates an SDS data transfer for the chosen MCData user.

2.
MCData client 1 sends a MCData standalone data request towards the MCData server. The MCData standalone data request contains conversation identifier for message thread indication. The MCData standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone data request. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation.
4.
MCData server initiates the MCData standalone data request towards the MCData user.

5.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application. 

NOTE:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.

6.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.

7.
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.

8. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.
9. 
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
* * * Second Change * * *

7.4.2.3.2
Procedure

The procedure in figure 7.4.2.3.2-1 describes the case where an MCData user is initiating one-to-one MCData data communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be above the allowed limits over MCData-SDS-1 interface using SIP reference points or greater than the auto-receive size.
Pre-conditions:

1.
MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.

2. 
MCData client 1 and MCData client 2 belong to the same MCData system. 

[image: image2.emf]MCDataclient

1

MCDataclient

2

MCDataserver

1. initiate data request

2. MCDatastandalone session data request

3. Authorize request and policy 

assertion

8. Process 

payload

4. MCDatastandalone session data request

5. MCDatastandalone session data response

6. MCDatastandalone session data response

7.Data transmission

9. MCDatadata disposition notification

10. MCDatadata disposition notification

12. MCDatadata disposition notification

11. MCDatadata disposition notification


Figure 7.4.2.3.2-1: One-to-one standalone short data service using media plane
1.
User at MCData client 1 would like to initiate a SDS data transfer request for the chosen MCData user. 
2.
MCData client 1 sends a MCData standalone session data request towards the MCData server. The MCData standalone data request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData standalone session data request contains conversation identifier for message thread indication. The MCData data request may contain disposition request if indicated by the user at MCData client 1.
3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone session data request. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege. MCData server determines the eligible MCData user(s) after policy assertion for sending the MCData standalone session data request.
4.
MCData server initiates the MCData standalone session data request towards the MCData user.
5.
The receiving MCData client 2 automatically accepts the MCData standalone session data request and responds with MCData standalone session data response towards MCData server.
6.
MCData server forwards the MCData client 2 accepted response to the MCData user initiating the MCData standalone session data request.
NOTE 1:
If the SDS data size to transfer is above the SDS auto-receive size, the MCData user of MCData client 2 is notified of the MCData standalone session data request and the MCData user response is forwarded in the MCData standalone session data response. 

7.
MCData client 1 and MCData client 2 have successfully established media plane for data communication and the MCData client 1 transmits the SDS data.
8.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.

NOTE 2:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.
9.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition notification from the receiving MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.

10.
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
11. If the MCData disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData disposition notification for read report. The MCData data disposition notification from the receiving MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.

12.
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
* * * Third Change * * * 
7.4.2.5.2
Procedure

The procedure in figure 7.4.2.5.2-1 describes the case where an MCData user is initiating group standalone MCData data communication with or without disposition request, to a group. 

Pre-conditions:

1.
MCData users on MCData clients 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
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Figure 7.4.2.5.2-1: Group standalone SDS using signalling control plane
1.
The user at MCData client 1 initiates an SDS data transfer to multiple MCData users selecting a pre-configured group (identified by MCData group ID) and optionally particular members from that group.

2.
MCData client 1 sends a MCData group standalone data request towards the MCData server. The MCData group standalone data request contains target recipient(s) as selected by the user at MCData client 1.The MCData group standalone data request contains conversation identifier for message thread indication. The MCData group standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group standalone data request. The MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation.
4.
MCData server initiates the MCData group standalone data request towards the each MCData user determined in Step 3.

5.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData clients 2 to n may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData clients 2 to n shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.

NOTE:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.
6.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client(s) initiates a MCData data disposition notification for delivery report.

7.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report.

8.
The MCData data disposition notification(s) from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification(s) from each MCData user may be aggregated.
9.
Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at MCData client 1.
* * * Fourth Change * * *
7.4.2.6.2
Procedure

The procedure in figure 7.4.2.6.2-1 describes the case where an MCData user is initiating group standalone MCData data communication with or without disposition request to a group. 
Pre-conditions:

1.
MCData users on MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
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Figure 7.4.2.6.2-1: Group standalone SDS using media plane
1.
User at MCData client 1 would like to initiate a SDS data transfer request to multiple MCData users selecting a pre-configured group (identified by MCData group ID) and optionally particular members from that group. 
2.
MCData client 1 sends a MCData group standalone data request towards the MCData server. The MCData group standalone data request contains target recipient(s) as selected by the user at MCData client 1. The MCData group standalone data request contains conversation identifier for message thread indication. The MCData group standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group standalone data request. The MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege.
4.
MCData server initiates the MCData group standalone data request towards each MCData user determined in Step 3.
5.
The receiving MCData clients 2 to n automatically accepts the MCData group standalone data request and responds with MCData group standalone data response towards MCData server.
6.
MCData server forwards the MCData clients 2 to n accepted response to the MCData user initiating the MCData group standalone data request.
NOTE 1:
Step 6 can occur at any time following step 4, and prior to step 7 depending on the conditions to proceed with the data transmission.

7.
MCData client 1 and MCData server have successfully established media plane for data communication and the MCData client 1 transmits the SDS data. 
8.
MCData server distributes the data received from MCData client 1 to MCData clients 2 to n over the established media plane. After completion of the MCData transfer from MCData client 1, media plane resources associated to the data communication are released.
NOTE 2:
MCData server is not required to wait for the complete reception of SDS data from MCData client 1 prior to initiating transmission to MCData client 2 to n.
9.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 to n may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData client 2 to n shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.

NOTE 3:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.
10.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client(s) initiates a MCData data disposition notification for delivery report.

11.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report.

12.
The MCData data disposition notification(s) from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification(s) from each MCData user may be aggregated.
13.
Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at MCData client 1.
* * * Fifth Change * * * 
7.4.3.3.2
Procedure

Figure 7.4.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data communication for sending standalone SDS data to other MCData client, with or without disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be pre-configured. 

Pre-conditions:

1.
MCData user 1 has initiated communication for sending standalone SDS data to other MCData user 2.

2.
MCData client 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct communication capable.

3.
MCData client 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe Discovery procedures.
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Figure 7.4.3.3.2-1: One-to-one standalone short data service using signalling control plane
1.
MCData client 1 checks whether the MCData user 1 is authorized to send MCData standalone data request.

2.
If MCData user 1 is authorised MCData client 1 sends a MCData standalone data request towards the MCData client 2. The MCData standalone data request contains conversation identifier for message thread indication. The MCData standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
On receiving a MCData standalone data request, the MCData client 2 checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege.

4.
If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.
NOTE 1:
If the policy assertion was negative, the MCData client 2 sends an appropriate notification to MCData client 1. 

NOTE 2:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.
5.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client 2 initiates a MCData data disposition notification for delivery report.

6.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report.
* * * Sixth Change * * *
7.4.3.4.2
Procedure

Figure 7.4.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group MCData data communication for sending SDS data to a MCData group, with or without disposition request. The SDS data size limit is pre-configured. 

Pre-conditions:

1.
MCData user 1 has initiated group communication for sending SDS data to the MCData group.

2.
Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe Layer-2 Group ID are pre-configured in MCData client 1.

3.
MCData client 1 to MCData client N are members of the same MCData group.


[image: image6.emf]MCDataclient

1

MCDataclient

2

2. MCDatagroup standalone data request

1. Check 

authorization

4. Process 

payload

5. MCDatadata 

disposition notification

3. Assert policy

MCDataclient

N

4. Process 

payload

5. MCDatadata 

disposition notification

3. Assert policy

6. MCDatadata 

disposition notification

6. MCDatadata 

disposition notification


Figure 7.4.3.4.2-1: Group standalone short data service using signalling control plane

1.
MCData client 1 checks whether the MCData user 1 is authorized to send MCData group standalone data request.

2.
If MCData user 1 is authorised MCData client 1 sends a MCData group standalone data request towards the MCData group. The MCData group standalone data request contains conversation identifier for message thread indication. The MCData group standalone data request may contain disposition request if indicated by the user at MCData client 1. If MCData group standalone data request contains disposition request, MCData group standalone data request shall also contain the IP address of the MCData client 1.

3.
On receiving a MCData group standalone data request, the MCData clients check whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege.

4.
If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application.
NOTE 1:
If the policy assertion was negative, the MCData client sends an appropriate notification to MCData client 1. 

NOTE 2:
The remote start application could decide to conduct additional security checks on the authorization of the requesting MCData ID.
5.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData clients initiate a MCData data disposition notification for delivery report.

6.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report.
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