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1. Introduction
The P-CR addresses the communication enabling enhancements section within the gap analyses of the TR. It updates and progresses existing text on Functional identity and role management and location management. A new section providing text on FRMCS user communication handling is proposed.  
2. Reason for Change
Existing text requires some clarifications and new text is needed to further progress the gap analyses.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.790v0.2.0.
* * * Change * * * *

4.3
Communication enabling enhancements

4.3.1
Introduction
According to 3GPP TS 23.280 [4], several common services are defined to enable call control procedure (e.g. group call and private call), including group management, configuration management, identity management, key management, and location management.

FRMCS system requires more common enabling communication functions compared to current MC common service specification. Thus, further studies are needed to satisfy FRMCS communication requirements.
4.3.2
Functional identity and role management
4.3.2.1
Description
In the current MC service specification 3GPP TS 23.280 [4], user identity management functions are supported, but identity management including the FRMCS user’s role (e.g. train driver) and eventually linked with the type of equipment used (e.g. cabin radio) is not supported.

According to 3GPP TR 22.889 [9] ([R-9.3.2 to R-9.3.8]), a FRMCS user role (e.g. driver) is mandatory part of an FRMCS functional identity. Functional identity management shall support the registration, deregistration as well as the interrogation to functional identity including the applicable role and the FRMCS equipment type used. Registration procedures shall be support even without human intervention, based on certain criteria (e.g. equipment type). The FRMCS systems shall support interrogation procedures to retrieve additional identities based on an available identity. 
4.3.2.2
Potential gaps

1.
Missing procedures to allow authorization of FRMCS users for specific functional identities;

2.
Missing procedures to support FRMCS functional identity configuration;
3.
Missing procedures to support registration of a functional identity based on the FRMCS equipment type or user role;
4.
Missing procedures to support registration without human intervention based on certain criteria;
5.
Missing procedures to support querying of additional identities currently registered to a certain identity (based on a subscriber identity, FRMCS equipment identity, FRMCS user identity or functional identity).
6.
Identify the entities that are involved to support FRMCS functional identity management (e.g. MCPTT server in call setup scenario).
4.3.3
Location management
4.3.3.1
Description
Location services are supported by the MC system, and according to 3GPP TS 23.280 [4], the location management server and location management client take the responsibility of the related handling.
According to 3GPP TR 22.889 [9] ([R-9.4.2 to R-9.4.4), since countries adopt different positioning solutions in legacy railway systems, multiple positioning solutions to locate an FRMCS may be supported. MC location management functions may be reused.

Various postioning information sources to be used by the FRMCS system that requires further enhancements on the current MC location functionality.

4.3.3.2
Potential gaps

1.
Missing is the management of the different positioning sources. Evaluate the solutions of defining new FRMCS location fucntion or invoking MC location functionality to satisfy FRMCS positioning requirement; 

2.
Missing is the aggregation of several positioning information. Study the enhancement on MC location service to aggregate various FRMCS positioning information to a consolidated positioning information of a FRMCS user.
Editor’s note: It is for FFS whether there are any impacts to the specification when multiple positioning methods are used to determine the location.
4.3.4
FRMCS user communication handling
4.3.4.1
Description
The current mission critical call model doesn’t really support a framework that based on certain criteria calls are allowed or rejected by the MC system. MC services have defined a number of call scenarios when a call arrives at a MC user, those may work for FRMCS users too.
According to 3GPP TR 22.889 [9] ([R-9.5.3 to R-9.5.5]), FRMCS system shall only provide invitations for communication to entitled FRMCS users (e.g. based on called FRMCS user identity, functional identity or communication application).
If a subsequent call request arrives at a called FRMCS user during an ongoing communication, the FRMCS user may leave or terminate the ongoing communication or merge the ongoing communication with the new communication. A called FRMCS user may also reject or ignore an incoming call request.
4.3.4.2
Potential gaps
1.
Missing procedures to handle different roles and communication types when initiating a voice communication (e.g. for restricting or prioritization);
2.
Study whether there are any enhancements needed to support additional call requests during a communication or to support if a called party simply rejects or ignores an incoming call request.   
* * * End of Change * * * *

