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1. Introduction
This paper provides a solution to the Key Issue of payload conversion for MCData SDS Interworking between the payload content of SDS (or equivalent) messages in the LMR system and the MCData SDS messages. 
2. Reason for Change
Full support of the scenario for interworking standalone MCData SDS with LMR SDS requires a documented solution to this key issue.  
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *
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6.X
MCData SDS

6.X.A
Solution #Y-Z: Payload conversion for standalone MCData SDS interworking

6.X.A.1
Description

6.X.A.1.1
General
The following sub-clauses provide a solution to Key Issue #C-D of the present document.

This solution describes handling both MCData system initiated standalone SDS messages and LMR system initiated standalone messages in a way that ensures that the payloads of standalone MCData SDS messages are satisfactorily converted to and from LMR.
The following subclauses describe the behaviour at the affected nodes, including information flows to illustrate the solution.
6.X.A.1.2
Behaviour at the MCData Client
When the MCData client receives a request from its user or an application to send an MCData SDS it includes in the SDS payload the appropriate application identifiers that allow the recipient(s) to identify the destination applications, formats and protocols. In normal behaviour the MCData client will use a non-LMR‑specific application identifier. However, the MCData client can send the payload in an LMR format using an application identifier that indicates an LMR format (e.g. "P25 message" or "TETRA SDS") if it is aware that the destination is an LMR user – e.g. by configuration of the MCData client.

It is entirely optional and dependent on MCData client configuration and the destination address (and the MCData group profile if the destination is a group) as to whether the MCData client uses the "P25 message" or "TETRA SDS" application identifier or whether the MCData client uses an application identity that is not LMR‑specific. 

If an MCData client receives an MCData SDS payload containing application identifiers that it does not support, it rejects the SDS with reason "application not supported".
6.X.A.1.3
Behaviour at the IWF
When the IWF receives a standalone data delivery request from an LMR user to a chosen MCData user that is within the allowable size limits for MCData SDSs, the IWF converts the data into an MCData SDS payload format. It converts the source and destination addresses provided by the LMR user into source and destination MCData IDs or MCData Group IDs.

Conversion of the data into the MCData SDS payload format involves the IWF determining which MCData application identifier matches the data sent by the LMR user (for example, TETRA SDS messages contain a protocol identifier (see [x] clause 29.4.3.9) which the IWF can attempt to match to an MCData SDS application identifier). Alternatively, the IWF can decide to send unconverted P25 message data inside an MCData SDS payload that contains the application identifier "P25 message" or can decide to send an unconverted TETRA SDS inside an MCData SDS payload that contains the application identifier "TETRA SDS".

It is entirely optional and dependent on IWF configuration and the destination address (and the MCData group profile in the case of a group address) as to whether the IWF uses the "P25 message" or "TETRA SDS" application identifiers, or whether the IWF converts the P25 message or TETRA SDS into the format of one of the yet-to-be-defined MCData SDS application identities. 

When the IWF receives an MCData SDS from an MCData client, the IWF converts the MCData SDS payload into a format suitable for delivery to the LMR user, converts any disposition request into a format suitable for the LMR system, translates the source and destination addresses into formats suitable for the LMR system, sends the converted payload and any disposition request to the LMR user and receives any requested disposition reports from the LMR system or user.
Conversion of the data into a format suitable for delivery to the LMR user involves the IWF determining which LMR format (e.g. which TETRA SDS protocol identifier) best matches the MCData SDS application identifier(s) in the MCData SDS payload. Alternatively, the IWF can reject the MCData SDS with reason "application not supported". In the event that the MCData SDS payload contains multiple application identifiers, the IWF can elect to send multiple messages to the LMR user, one per application identity.
6.X.A.1.4
Behaviour at the MCData Server
The MCData Server behaves as normal, with the ability to route messages to individual and group addresses associated with the IWF.
6.X.A.1.5
MCData user to LMR user SDS request
The procedure in figure 6.X.A.1.5-1 describes the case where, in response to a request from an MCData user, an MCData client initiates a one-to-one MCData data communication for sending a standalone SDS data to an LMR user over the signalling plane with or without a disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be within the allowed limits over MCData-SDS-1 using SIP reference points. 

Pre-conditions:

1.
The IWF and the MCData user on MCData client 1 are registered with the MCData server for receiving the MCData service.

2. 
The IWF and MCData client 1 belong to the same MCData system.
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Figure 6.X.A.1.5-1: MCData user initiates a signalling control plane one-to-one standalone short data service request to an LMR user
1.
The user or an application of MCData client 1 initiates an SDS transfer request to an MCData ID that represents an LMR user.

2.
MCData client 1 sends an MCData standalone data request to the MCData server. The MCData standalone data request can contain a disposition request if indicated by the user or application of MCData client 1.

3.
The MCData server checks whether MCData client 1 is authorized to send the MCData standalone data request. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members or LMR users due, for example, to location or user privilege or affiliation. The MCData server observes that the destination MCData ID is located behind the IWF.
4.
The MCData server initiates a MCData standalone data request towards the IWF indicating as ultimate destination the MCData ID that represents the LMR user.

5.
The IWF converts the payload into a format for suitable for delivery to the LMR user, converts any disposition request into a format suitable for the LMR system, translates the source and destination addresses into formats suitable for the LMR system, sends the converted payload and any disposition request to the LMR user and receives any requested disposition reports from the LMR system or user.

NOTE:
The address translations are configured in the IWF.

6.
If the MCData data disposition for delivery was requested by MCData client 1, then the IWF initiates an MCData data disposition notification delivery report. The MCData data disposition notification from the IWF can be stored by the MCData server for disposition history interrogation from authorized MCData users.

7.
The MCData data disposition notification delivery report is sent to MCData client 1.

8.
If the MCData data disposition for read was requested by MCData client 1, then, once the IWF determines that the data has been read, the IWF initiates an MCData data disposition notification read report. The MCData data disposition notification from the IWF can be stored by the MCData server for disposition history interrogation from authorized MCData users.

9. 
MCData data disposition notification read report is sent to the MCData client 1.
6.X.A.1.6
LMR user to MCData user SDS request
The procedure in figure 6.X.A.1.6-1 describes the case where, in response to a request from an LMR user, the IWF initiates a one-to-one MCData data communication for sending a standalone SDS data to an MCData user over the signalling plane with or without a disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be within the allowed limits over MCData-SDS-1 using SIP reference points. 

Pre-conditions:

1.
The IWF and the MCData user on MCData client 1 are registered with the MCData server for receiving the MCData service.

2. 
The IWF and MCData client 1 belong to the same MCData system.
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Figure 6.X.A.1.6-1: LMR user initiates a signalling control plane one-to-one standalone short data service request to an MCData user
1. The IWF receives a data delivery request from an LMR user user to a chosen MCData user and converts the data into an MCData SDS payload format. The IWF translates the source and destination addresses provided by the LMR user into source and destination MCData IDs.
NOTE 1:
The address translations are configured in the IWF.

2.
The IWF sends an MCData standalone data request to the MCData server containing the converted payload and indicating as source address the MCData ID of the originating LMR user and as destination address the MCData ID of MCData client 1. The MCData standalone data request can contain a disposition request if indicated by the IWF. (Use of the disposition request could depend on configuration of the IWF or could be requested by the LMR user.)

3.
The MCData server checks whether the IWF is authorized to send the MCData standalone data request (this includes a check on the authorization of the originating LMR user, as represented by the MCData ID included in the request). The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation.

4.
The MCData server initiates a MCData standalone data request towards the MCData user on MCData client 1.

5.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) the MCData user of MCData client 1 can be notified. If the payload is not for MCData user consumption the MCData user of MCData client 1 is not notified. The actions taken when the payload contains application data or command instructions are specific based on the contents of application identifiers inside the payload. Payload content received by MCData client 1 which is addressed to a known local non-MCData application that is not yet running causes MCData client 1 to start the local non-MCData application (i.e., remote start application) and pass the payload content to the just started application. 

NOTE 2:
Remote start applications can conduct additional security checks on the authorization of the requesting MCData ID.

Editor's note:
We could also put the above note into the MCData TS.

6.
If the MCData data disposition for delivery was requested by the IWF, then MCData client 1 initiates an MCData data disposition notification delivery report. The MCData data disposition notification from MCData client 1 can be stored by the MCData server for disposition history interrogation from authorized MCData users.

7.
The MCData data disposition notification delivery report is sent to the IWF.

8.
If the MCData data disposition for read was requested by the IWF, then once the receiving user reads the data, MCData client 1 initiates a MCData data disposition notification read report. The MCData data disposition notification from MCData client 1 can be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification from MCData client 1 can be stored by the MCData server for disposition history interrogation from authorized MCData users.

9. 
MCData data disposition notification read report is sent to the IWF.
6.X.A.2
Impacts on existing nodes and functionality
Application identifiers would need to be reserved to indicate the specific LMR applications – i.e. “P25 Message”, “TETRA SDS”. This does not imply new functionality in existing nodes unless these identifiers are used. 
Explicit use of the reserved application identifiers requires new functionality in those MCData clients supporting that option.
6.X.A.3
Solution evaluation 
This solution specifies the necessary functionality at the IWF, together with optional functionality at the IWF and MCData client, to enable standalone MCData SDS message payload conversion between MCData systems and LMR systems.
* * * Next Change * * * *

