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[bookmark: _Hlk123164550][bookmark: _Hlk127449260][bookmark: _Toc50584439][bookmark: _Toc50584783][bookmark: _Toc57673691][bookmark: _Toc122442334][bookmark: _Hlk146551571][bookmark: _Hlk158197381]* * * First Change * * * *
[bookmark: _Toc155261694]9.2.3.1	SEALDD enabled regular transmission request
Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular application transmission service.
Table 9.2.3.1-1: SEALDD enabled Regular transmission request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE iIdentity
	O
	Identifier of specific UE, e.g. UE ID or VAL user

	SEALDD-S Data transmission connection information
	M
	Address/port and/or URL of the VAL server to receive the application packets from the SEALDD server 

	QoS information
	O
	QoS information provided by VAL server

	VAL server’s total bandwidth limit
	O
(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O
(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	NOTE:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users.



* * * Next Change * * * *
[bookmark: _Toc117364428][bookmark: _Toc133484068][bookmark: _Toc155261696]9.2.3.3	SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.
Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	Selected VAL server endpoint
	M
	Endpoint of the selected VAL server

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL UE/user iIdentity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.

	L4S feedback capability
	O
(See NOTE 3)
	Identifies the L4S feedback capability (i.e. ECN identification, L4S feedback) for client side initiated request

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.
NOTE 2:	Only one of these IEs may be present in the message.
NOTE 3:	This IE is used for the SEALDD enabled congestion control for VAL applications, as specified in clause 9.8.2.2.



* * * Next Change * * * *
[bookmark: _Toc133484073][bookmark: _Toc155261701]9.2.3.8	SEALDD connection status subscription response
Table 9.2.3.8-1 describes the information flow from the SEALDD server to VAL server for responding SEALDD connection status subscription request.
Table 9.2.3.8-1: SEALDD connection status subscription response
	Information element
	Status
	Description

	Result
	M
	Success or failure.

	> Reporting ID
	O
	Indicates the reporting ID of the connection status per VAL UE/user



[bookmark: _Toc133484074][bookmark: _Toc155261702]9.2.3.9	SEALDD connection status notification
Table 9.2.3.9-1 describes the information flow from the SEALDD server to the VAL server to notify SEALDD connection status.
Table 9.2.3.9-1: SEALDD connection status notification
	Information element
	Status
	Description

	Event ID
	M
	Identifies event such as establishment, release, congestion report.

	Identity
	M
	Identifier of VAL UE or VAL user.

	VAL service ID
	M
	Identity of the VAL service.

	SEALDD connection establishment data
	O
	Data related to SEALDD connection establishment.

	> SEALDD-S Data transmission connection information
	M
	Address/port of the SEALDD server to send/receive the application packets to/from the VAL server.

	> SEALDD communication lifetime
	O
	Identifies the DD communication lifetime.

	Congestion level
	O
(See NOTE)
	The congestion level of the VAL service

	Reporting ID
	M
	Indicates the reporting ID of the connection status

	SEALDD client connection status
	M
	Indicates the connection status of VAL UE/user. e.g. reachable, unreachable, sleeping

	NOTE:		This IE is used for the congestion report event.



* * * Next Change * * * *
[bookmark: _Toc155261705]9.2.3.12	SEALDD client connection status reporting notification
Table 9.2.3.12-1 describes the information flow from the SEALDD client to the SEALD server for sending the the SEALDD client connection status reporting configuration response.
Table 9.2.3.12-1: SEALDD client connection status reporting notification
	Information element
	Status
	Description

	SEALDD client connection status 
	M
	Indicates the status of VAL UEs/users like reachable, unreachable, or sleeping



* * * Next Change * * * *
[bookmark: _Toc117364441][bookmark: _Toc133484089][bookmark: _Toc155261723]9.3.3.3	SEALDD URLLC transmission connection establishment request
Table 9.3.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the URLLC transmission connection establishment.
Table 9.3.3.3-1: SEALDD URLLC transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	VAL UE/user iIdentity
	O
	The VAL user ID of the VAL user or VAL UE ID

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
(See NOTE 1)
	Identity of the VAL server.

	VAL service ID
	O
(See NOTE 1)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish redundant SEALDD connection.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.
For URLLC transmission, it includes assistance information per SEALDD traffic descriptor.

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.
NOTE 2:	Only one of these IEs may be present in the message.



* * * Next Change * * * *
[bookmark: _Toc133484160][bookmark: _Toc155261797]9.7.3.1	SEALDD enabled data transmission quality measurement subscription request
Table 9.7.3.1-1 describes the information flow from the VAL server to the SEALDD server for subscribing to the data transmission measurement service.
Table 9.7.3.1-1: SEALDD transmission quality measurement subscription request
	Information element
	Status
	Description

	Application traffic identifiers
	M
	Identify of the application traffic (e.g. VAL server ID, VAL service ID)

	VAL UE iIdentity
	O
(See NOTE)
	Identifier of the VAL UE or VAL user for which measurements need to be provided., e.g. UE ID

	VAL UE/user group ID
	O
(See NOTE)
	Identifier of a specific VAL UE/user group, as defined in clause 7.5 of 3GPP TS 23.434 [4]. 

	VAL UE iIdentity list
	O
(See NOTE)
	Identifies a list of VAL UEs, e.g. the list of UE ID, , or a list of VAL users.

	All VAL UEs or VAL users Indication
	O
(See NOTE)
	Indicates all VAL UEs or VAL users of the application identified by application traffic identifiers.

	Measurement conditions
	O
	Indicates the temporal and/or spatial conditions.

	Transmission quality measurement requirements list
	M
	The measurement requirement information 

	> Measurement ID 
	M
	Measurement identifiers, e.g. latency, bitrate, packet loss rate, jitter

	> Reporting frequency
	O
	The reporting frequency of measurement results (e.g. periodic reporting). If not present, it implies periodic reporting.

	> Reporting periodicity
	O
	If the reporting frequency is periodic, the reporting periodicity shall be provided. For multiple UEs/users, it is recommended to give sufficient time to allow report aggregation.

	> Reporting granularity
	O
	The reporting granularity indicates whether the measurement report is for individual VAL UE/user or for VAL UE/user group or for all VAL UEs/users, if VAL UE/user group or all VAL UEs/users is the measurement target.

	> Measurement period window
	O
	Indicates the measurement period window for transmission quality measurements

	> Measurement expiration time
	O
	Indicates the measurement expiration time

	> Reporting criteria
	O
	Indicates the criteria for reporting measurement results, e.g. if the latency or bitrate reaches below or above a certain value. It also includes a unique identifier for each criteria of more than one criteria is specified.

	NOTE:	One of them shall be present as the measurement target UE.



* * * Next Change * * * *
[bookmark: _Toc133484162][bookmark: _Toc155261799]9.7.3.3	SEALDD enabled data transmission quality measurement notification
Table 9.7.3.3-1 describes the information flow from the SEALDD server to the VAL server for notifying the transmission quality measurement reports.
Table 9.7.3.3-1: SEALDD transmission quality measurement notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription.

	Transmission quality measurement reports list 
	M
	The generated transmission quality results in SEALDD server, as specified in Table 9.7.3.3-2.



[bookmark: _Toc121130762][bookmark: _Toc133484163]Table 9.7.3.3-2 describes the information elements for the transmission quality measurement reports list, provided by the SEALDD server after performing transmission quality measurement.
Table 9.7.3.3-2: SEALDD transmission quality measurement reports list
	Information element
	Status
	Description

	> Measurement ID
	M
	Measurement identifiers, e.g. latency, bitrate, packet loss rate, jitter

	> VAL UE/user ID(s)
	O
	It indicates the VAL UE(s) or VAL user(s) under SEALDD measurement. For a single VAL UE/user, it can be omitted and the associated measurement values are for the single VAL UE/user. For multiple VAL UEs/users with reporting granularity set to individual UE/user, the associated measurement values are for individual VAL UE/user as indicated in this IE. For multiple VAL UEs/users with reporting granularity set to VAL UE/user group/list or all VAL UEs/users, the associated measurement values are aggregation for all VAL UEs/users or the VAL UE/user group/list and this IE includes the measured VAL UEs/users.

	> Average measurement value
	O
	The average measurement value of measurement results

	> Minimum measurement value 
	O
	The minimum measurement value of measurement results 

	> maximum measurement value
	O
	The maximum measurement value of measurement results

	> Standard deviation measurement value
	O
	Standard deviation measurement value of measurement results

	> kPercentile measurement value
	O
	Indicates the kpercentile measurement value of measurement results

	> Measurement period
	O
	Indicates the measurement period 

	> Timestamp
	O
	Indicates the timestamp of measurement results



[bookmark: _Toc155261800]9.7.3.4	SEALDD enabled data transmission quality query request
Table 9.7.3.4-1 describes the information flow from the other consumers (e.g. SEALDD server, NSCE server, ADAE server) to the SEALDD server for querying the data transmission quality measurement result.
Table 9.7.3.4-1: SEALDD transmission quality query request
	Information element
	Status
	Description

	Application traffic identifiers
	M
	Identify of the application traffic (e.g. VAL server ID, VAL service ID)

	VAL UE/user ID(s)
	O
	Identifier of VAL UE(s) or VAL user(s) need to be queried, e.g. single VAL UE/user, multiple VAL UEs/users, or VAL UE/user group



* * * Next Change * * * *
[bookmark: _Toc155261841]9.10.3	Information flows
[bookmark: _Toc155261842]9.10.3.1	SEALDD policy configuration request
Table 9.10.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the SEALDD policy configuration.
Table 9.10.3.1-1: SEALDD policy configuration request
	Information element
	Status
	Description

	Application traffic identifiers
	M
	Identify of the application traffic (e.g. VAL server ID, VAL service ID)

	VAL UE iIdentity
	O
	Identifier of the VAL UE or VAL user for which SEALDD policy applies

	SEALDD policy
	M
	The SEALDD policy associated with application traffic identifiers, VAL UE identity

	> Quality guarantee policy
	O
(See NOTE 1)
	Indicates the event (e.g. measurement threshold) to be measured for the quality guarantee

	> Quality optimization policy
	O
(See NOTE 1)
	Indicates the data transmission adjustment policy (e.g., adjustment need) to be performed in SEALDD layer.

	> Bandwidth control policy
	O
(See NOTE 2)
	Indicate the bandwidth control preference, e.g. re-allocating the bandwidth limit between different VAL users, including UL/DL

	> Geofence policy 
	O
(See NOTE 3)
	Indicates the geofence policy per VAL service 

	>> Geofence location
	O
(See NOTE 3)
	Indicates the geofence location information for the mentioned VAL service

	>>Geofence policy action
	O
(See NOTE 3)
	Indicates the policy action like allowed or blocked

	> temporal policy
	O
(See NOTE 3)
	Indicates the time period for which the sealdd traffic is allowed

	> policy expiration time
	O
	Indicates the validity of the policy

	NOTE 1:	This IE is used for the SEALDD enabled transmission quality guarantee, as specified in clause 9.9.
NOTE 2:	This IE is used for the SEALDD enabled bandwidth control, as specified in clause 9.8.
NOTE 3:	This IE is used for the SEALDD connection establishment and data delivery, as specified in clause 9.2



