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	Reason for change:
	Annex A.1 contains the following EN

Editor's Note:	General principles provided by 3GPP TSG SA3
First observation: The EN is informative and does not indicate that any change or action is needed.

Second observation: The information from the EN is available from Annex B which indicates that SP-231563 introduced the security clarifications, and the CR S6-234069 indicates “This CR is in relation to LS Reply S6-233767 received from SA3, providing guidance to SA6 for securing PINAPP reference points procedures.“

In conclusion, the change history in Annex B clearly indicates the origins of the principles and the EN is not needed..

	
	

	Summary of change:
	The EN can be removed
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	The EN may lead the reader to believe that further information may be provided by TSG SA3 related to PINAPP security in Rel-18.
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* * * First Change * * * *
[bookmark: _Toc155956612][bookmark: _Toc37791085][bookmark: _Toc42004078][bookmark: _Toc50584462][bookmark: _Toc50584806][bookmark: _Toc57673723][bookmark: _Toc145674554]A.1	General Principles
This clause defines the general principles used for defining the PIN authorization procedure:
-	the solution can be based on HTTPS and focus on protection of reference points;
-	security information can be pre-provisioned on the PINE/PEMC/PEGC/PIN Server/AS for authentication and authorization; pre-provisioning of security information is up to implementation;
-	security information format can be defined for interoperability between PINE/PEMC/PEGC/PIN Server/AS;
-	the PIN server can be authorized to generate and distribute the security information.
Editor's Note:	General principles provided by 3GPP TSG SA3
* * * End of Changes * * * *
