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5
Architectural requirements
5.1
Transmission control
The MCData service shall support the ability to transmit small amounts of data automatically (i.e. auto-send) to the selected recipient user (private communication) or affiliated members of the selected MCData group. The data size for auto-send shall be configured by the MCData administrator. 

When the data size exceeds the maximum data size for automatic transmission, the MCData service shall invoke a transmission request grant approach before data is permitted to be transmitted. The MCData service shall provide a configurable limit for the maximum amount of data or time that an MCData user can transmit in a single request, which may be configured by the MCData administrator. 

Editor's Note: Additional criteria such as frequency of transmission, category/type of data, etc., for transmission control arbitration is FFS.
For congestion control, related to transmission requests, the MCData service may perform the following:

-
reject the data transmission requests that exceed the automatic transmission size and then shall notify the MCData user of the rejection; 

-
queue the data transmission requests; or 

-
at anytime, withhold the permission to transmit data automatically.

The MCData service shall notify the transmitting MCData group member if there are no other MCData group members affiliated to the MCData group.

5.2
Reception control
The MCData service shall support the ability to receive small amounts of data automatically (i.e. auto-receive). The data size for auto-receive shall be configured by the MCData administrator. 

When the data size exceeds the maximum data size for automatic reception, the MCData service shall store the data in a temporary store, and notify the receiving MCData users. The data which is temporarily stored may be configured with "time to live" value, and subsequently, the data may be purged from the temporary store upon expiration of "time to live".

The recipient individual user (private communication) or affiliated members of the MCData group(s) shall be notified of the list of available data either on request or periodically.

The MCData service shall provide a mechanism for the MCData user to select the data to be downloaded from the list corresponding to the temporary store, subject to limitations such as expiration time and size.
5.3
Short Data Service capability
The MCData service shall support SDS capability for one-to-one and group communications.

The SDS capability shall support messages with a maximum payload of at least 1000 bytes. The supported message types shall include text, binary, or hyperlinks. Multiple message types may be interleaved within in a single message payload. The payload shall support indication of location information of the sending MCData user.

The MCData service shall support messages to be sent over the signalling plane or the media plane.

The SDS capability shall allow for multiple related messages to be correlated and sequenced within the MCData service.

The MCData user shall be able to selectively request read and delivery receipt indication for the sent messages. The message delivery history information should be made available to an authorized MCData user.
5.4
File distribution capability
The MCData service shall support distribution of files for one-to-one and group communications. 

The MCData service shall allow the MCData user to send a file or a URL of a file to another MCData user. The source of the file can originate either from an MCData client or from a network functional entity. The generated URL shall be a reference to a stored file to allow for subsequent retrieval. The file storage policy may determine the availability of the file to be retrieved, and is subject to expiration time and size limitations.
When the file delivery request is set to mandatory download, the MCData service shall not require consent from the receiving MCData user. The file distribution mechanisms shall support both unicast and broadcast delivery methods.

Editor's Note: Requirements for automatic re-try mechanisms and maximum retry count is FFS.
The MCData service shall support aggregation of download completion reports when files are distributed to multiple recipients.  
5.5
Data streaming capability
The MCData service shall support data streaming capability for one-to-one and group communications. 

The MCData service shall allow the MCData user to send a data stream or a URL of a data stream to another MCData user. The source of the data stream can originate either from an MCData client or from a network functional entity. For a data stream originating at a network functional entity, the data stream may be provided by an MCData user. The data streaming mechanisms shall support both unicast and broadcast delivery methods.

Editor's Note: The minimum bitrate support for data streaming is FFS.
When the data streaming request is set to automatic reception, the MCData service shall not require consent from the receiving MCData user. 

The MCData user shall be able to apply controls (i.e. start, stop, cancel) to the streams, and on a per recipient basis. 

Editor's Note: The applicability of pause and resume controls to one-to-one communication is FFS
The stream shall be terminated through an explicit user control (i.e. stop, cancel operation) or by reaching the end of the streamed content.
5.6
MCData group affiliation and MCData group de-affiliation
MCData groups may be configured with one or more MCData sub-services (e.g. SDS, FD, DS) as specified within the MCData service. When an MCData user affiliates to an MCData group, the MCData user is affiliated to each of those MCData sub-services configured in the MCData group. The list of MCData sub-services configured for an MCData group shall be included in the MCData group configuration data.

MCData group affiliation shall be as specified in clause 5.2.5 of 3GPP TS 23.280 [5]. In addition, the following functionality shall be enabled by the MCData service for MCData users affiliated to MCData groups:

-
MCData users receive notifications for participating in MCData sub-services and invitations for their affiliated MCData group(s).

-
MCData users select an affiliated MCData group to initiate a new message, file distribution, data stream, etc.

-
MCData users receive messages, files, data streams, enhanced status updates, etc, from their affiliated MCData group(s).
