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First change

5.7.1
General

The MCPTT UE shall use an MCPTT service APN for the SIP-1 reference point, an MC common core services APN for the HTTP-1 reference point and a MC identity management service APN for the CSC‑1 reference point. The value of each of these APNs: 
-
may be the same or may differ;

-
may be the same as other non-MCPTT services that have compatible QoS and PDN (see NOTE); and 
-
shall be made available to the UE either via UE (pre)configuration or via initial UE configuration (see subclause 10.1.1 in 3GPP TS 23.280 [16]) on a per HPLMN and optionally also a per VPLMN basis.

NOTE:
The APN value of "IMS" is a well-known APN, whose PDN connection characteristics are defined in  GSMA PRD IR.92 [14] and GSMA PRD IR.88  [15], and which is used in some deployments for operator IMS‑based services e.g. Voice over LTE. This well-known APN can be used for the MCPTT service APN if the SIP core belongs to the PLMN operator and both the PLMN operator and MCPTT service provider have agreed which QoS aspects to utilise i.e. either the QoS aspects defined in subclause 5.7.2.1 or the QoS aspects defined in GSMA PRD IR.92 [14] and GSMA PRD IR.88 [15].

The MCPTT UE may utilise PDN access credentials as specified in 3GPP TS 23.401 [8] (e.g. PAP, CHAP) to access the PDNs identified by the MCPTT service APN, the MC common core services APN and the MC identity management service APN. If PDN access credentials are required then they shall be made available to the UE via initial UE configuration (see subclause 10.1.1 in 3GPP TS 23.280 [16]) on a per APN basis.
The PDN connection to the MCPTT related APNs can be of type "IPv4", "IPv6" or "IPv4v6" (see 3GPP TS 23.401 [8]). If a PDN connection to an MCPTT system specific APN is of type "IPv4v6" then the MCPTT client shall use UE configuration to determine whether to use IPv4 or IPv6.
Next change

10.4.3
Authorized user remotely changes another MCPTT user’s selected MCPTT group – mandatory mode

Procedure for an authorized user to change other MCPTT users’ selected MCPTT group without requiring target user’s approval is described in figure 10.4.3-1.

Pre-conditions:

-
The MCPTT client 1 has already been provisioned (statically or dynamically) with the target MCPTT user’s information and its group information, that the selected MCPTT group of target MCPTT user 2 is allowed to be changed;
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Figure 10.4.3-1: Remotely change MCPTT group selection – mandatory mode
1.
When an authorized user changes other MCPTT users’ selected MCPTT group, the MCPTT client 1 sends MCPTT group selection change request to the MCPTT server.  The information (i.e. target MCPTT ID(s), MCPTT group ID(s)) used to set the requested MCPTT group as the selected MCPTT group of the target MCPTT user shall be included.

2.
The MCPTT server shall check if the MCPTT user 1 is authorized to change the target MCPTT user’s selected MCPTT group. The MCPTT server shall perform the affiliation relationship check based on the stored affiliation status.

3.
If the MCPTT user 1 is authorized to change the target MCPTT user’s selected MCPTT group, and if the target MCPTT user is not already affiliated to the requested MCPTT group, the remotely change of affiliation procedures shall be performed (see subclause 10.8 in 3GPP TS 23.280 [16]).
4.
The MCPTT server then shall send the MCPTT group selection change notification including the target user ID and the selected MCPTT group ID to the MCPTT client 2.
5.
The group selection change response then returns to the MCPTT client 1.
6.
Target MCPTT client 2 are notified about the change of its selected MCPTT group.
Next change
10.5.2.5
Pre-established session call connect request

Table 10.5.2.5-1 describes the information flow pre-established session call connect request from the MCPTT server to the MCPTT client, for the procedure defined in subclause 10.5.3.2.1 of the present document.

Table 10.5.2.5-1: Pre-established session call connect request

	Information element
	Status
	Description

	MCPTT group ID
	O
	Identity of the MCPTT group (NOTE)

	MCPTT ID
	O
	MCPTT ID of the private call MCPTT user (NOTE)

	Session ID
	M
	This element identifies the specific session ID used for pre-established sessions.

	NOTE: 
Depending on type of connection either MCPTT group ID or MCPTT ID shall be present


Next change
10.5.2.6
Pre-established session call disconnect request
Table 10.5.2.1.6-1 describes the information flow pre-established session call disconnect request from the MCPTT server to the MCPTT client, for the procedure defined in subclause 10.5.3.2.2 of the present document.

Table 10.5.2.6-1: Pre-established session call disconnect request

	Information element
	Status
	Description

	MCPTT group ID
	O
	Identity of the MCPTT group (NOTE)

	MCPTT ID
	O
	MCPTT ID of the private call MCPTT user (NOTE)

	Session ID
	M
	This element identifies the specific session ID used for pre-established sessions.

	NOTE: 
Depending on type of connection either MCPTT group ID or MCPTT ID shall be present


Next change
10.6.2.3.1.2.2
Chat group call setup

MCPTT client 1, client 2, and client 3 are served by the home MCPTT service provider in figure 10.6.2.3.1.2.2-1.

Pre-condition: 

1.
The MCPTT server may use the group join request to generate an implicit affiliation (using the affiliation procedure in subclause 10.8.3 in 3GPP TS 23.280 [16]) on behalf of the client that sends the MCPTT group join request.

2.
MCPTT user 2 and MCPTT user 3 have previously joined (affiliated) to the group. MCPTT client 1, client 2, and client 3 are registered and all users (MCPTT user 1, user 2, and user 3) have been authenticated and authorized to use the MCPTT service. No call is currently in progress for the group.
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Figure 10.6.2.3.1.2.2-1: MCPTT chat group call

1.
MCPTT user 1 indicates to join the group communication for the group. This may include a request to transmit. 

1a.
MCPTT client 1 sends a group join request with the MCPTT group ID of the desired group. It contains the MCPTT user's MCPTT ID and the MCPTT client media parameters. If there is a request to transmit, then the group joint request contains an indication of an implicit floor request.
1b.
The MCPTT server receives the group join request. MCPTT server generates an implicit affiliation (if the MCPTT user is not already affiliated to the group) and verifies that MCPTT user 1 is authorized to affiliate to the group by following the affiliation procedure (subclause 10.8.3 in 3GPP TS 23.280 [16]).

1c.
The MCPTT server replies with a group join response indicating the acceptance of the group join request and also returns the MCPTT server selected media parameters for the group call in the group join response.

2.
If MCPTT user 1 requests to transmit, the MCPTT server establishes the media plane (if not already established) for the call. The associated floor participants for MCPTT client 1, client 2, and client 3 use the floor control procedure to initiate the call. E.g., the floor participant for MCPTT client 1 receives the MCPTT floor grant. The corresponding floor participants for MCPTT client 2 and MCPTT client 3 receive the MCPTT floor taken.

3.
Floor control will continue to be used by the floor participants associated with MCPTT client 1, MCPTT client 2 and MCPTT client 3 for the duration of the call. Media plane signalling using floor control will be used for subsequent calls for the group as long as one or more users are affiliated. If audio cut-in policy is enabled for the MCPTT group, floor arbitration follows the logic defined in subclause 10.9.1.5.
Next change
10.6.2.4.1.1.1
Group call setup procedure – originating side

Figure 10.6.2.4.1.1.1-1 illustrates the originating side group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.2.4.2 in 3GPP TS 23.280 [16]) and identified via a temporary MCPTT group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.6.2.4.1.1.1-1: Group call setup involving temporary groups from multiple MCPTT systems (originating)
1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A group call request message with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system, which owns the group and is where the authorized MCPTT user/dispatcher created the temporary group. If the group call is for a temporary group formed by the group regroup procedure, the MCPTT group ID will be a temporary MCPTT group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, accessible group members list of the constituent groups, and other related data. 

3.
The MCPTT server of the primary MCPTT system initiates directly a call request to the accessible group members using the detailed user information and/or location information. The group members upon receipt of the call request may accept or reject the call. Alternatively, the MCPTT server of the primary MCPTT system notifies the group members via a notification message containing the MCPTT group ID and/or the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

4.
The MCPTT server of the primary MCPTT system may not have access to group members' information of the constituent group belonging to the partner MCPTT system. For such group members, the MCPTT server of the primary MCPTT system initiates a group call request message to the MCPTT server of the partner MCPTT system with the target group's MCPTT group ID information. 

5.
The MCPTT server of the partner MCPTT system further initiates a call request or call notification to the constituent group's members as described in step 3.

6.
The MCPTT server of the partner MCPTT system provides a group call response to the MCPTT server of the primary MCPTT system with success or failure result and/or detailed reason information if there is a failure.

7.
The MCPTT server of the primary MCPTT system provides a group call response message to the MCPTT client of the affiliated MCPTT user upon receiving responses to the call requests sent to members of primary and partner MCPTT systems. The group call response message will consist of the success or failure result and/or detailed reason information if there is a failure.

NOTE:
The group call response message is triggered depending on the conditions to proceed with the call.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.
Next change
10.6.2.4.2
Group call for temporary group formed by group regroup procedure involving multiple MCPTT systems via trusted mode
Figure 10.6.2.4.2-1 illustrates a group call involving a temporary group formed by group regroup from multiple MCPTT systems. The protocol followed may be SIP. 

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.2.4.2 in 3GPP TS 23.280 [16]) and identified via a temporary MCPTT group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.6.2.4.2-1: Group call involving temporary group formed by group regroup from multiple MCPTT systems

1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A group call requestmessage with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system, which owns the temporary group formed by group regroup procedure, and is also where the authorized MCPTT user/dispatcher has created the temporary group. The MCPTT group ID will be a temporary MCPTT group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, and other related data. 

3.
The MCPTT server of the primary MCPTT system may interrogate the MCPTT server of the partner MCPTT system for the affiliated group 2 members. 

4.
The MCPTT server of the partner MCPTT system responds with a list of the affiliated group members of group 2.

NOTE 1:
Steps 3 and 4 do not occur if the constituent groups' information is available and up to date at primary MCPTT system due to the procedure for temporary group formation as defined in subclause 10.2.4.2 in 3GPP TS 23.280 [16].

5.
The MCPTT server of the primary MCPTT system verifies the commencement policies of the temporary group, and initiates a call invitation or call notification to the affiliated members of groups 1 and 2.

6.
The MCPTT server of the primary MCPTT system provides group call response message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The group call response will consist of the success or failure result and/or detailed reason information if there is a failure.

7.
Upon successful call setup completion a group call is established for the group members belonging to constituent groups of multiple MCPTT systems.

NOTE 2:
MCPTT clients are generally aware that their (constituent) groups have been regrouped (e.g., see subclause 10.1.5.3 in 3GPP TS 23.280 [16]); however, if not, the partner MCPTT server of the constituent group can also respond to a group call request with a redirection response, such as "moved temporarily" that includes the group URI of the temporary group formed by group regroup procedure.

Next change
10.6.2.4.4
Merging of groups involving multiple MCPTT systems

Figure 10.6.2.4.4-1 below illustrates the merging of MCPTT clients in a newly formed temporary group with active group calls.

Pre-conditions:

1.
The temporary group consists of group 1, which is hosted by the primary MCPTT system, and group 2, which is hosted by the partner MCPTT system.

2.
Both group 1 and group 2 have active calls.

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.
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Figure 10.6.2.4.4-1: Merging of groups involving multiple MCPTT systems

1.
The temporary group formation - group regrouping involving multiple MCPTT systems, according to subclause 10.2.4.2 in 3GPP TS 23.280 [16], takes place.

2.
The MCPTT client of the authorized MCPTT user requests group call merge operation to MCPTT server hosting group 1. The identities of the groups being combined are included in this message.

3.
The MCPTT server (primary) responds with an OK response.

4.
The MCPTT server (primary) sends a group combine request to the MCPTT server (partner) that is hosting group 2.

5.
The MCPTT server (partner) responds with a list members of group 2 and an indication of which members are affiliated and which are active in the call.

6.
The MCPTT server (primary) contacts the active members of group 2 inviting them to join the temporary group call.

7.
The MCPTT server (partner) transfers group 2's floor status data (including pending requests and queue positions) to the primary MCPTT server and combines this with the group 1's floor status data in order to create the temporary group's floor status data.

8.
The MCPTT server (primary) performs floor control for the temporary group.

9.
The MCPTT server (primary) notifies the MCPTT client of the authorised MCPTT user that the active calls have been merged.

NOTE:
The MCPTT server in primary system revokes and queues floor given to one of the two talkers based on the arbitration result for the temporary group.

Next change
10.6.2.7
Location of current talker

Figure 10.6.2.7-1 shows the high level procedure to for MCPTT service to provide the location information about the current talking user to all the receiving MCPTT users.

Precondition:
1.
There is on-going group call involving MCPTT client 1 and MCPTT client 2.
2.
MCPTT client 1 is the current talking user.
3.
MCPTT server has obtained the location information of MCPTT client 1 according to subclause 10.9 in 3GPP TS 23.280 [16].
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Figure 10.6.2.7-1: Providing location information of the current talker
1.
MCPTT client 1 gets the floor to transmit voice media.
2.
MCPTT server checks the privacy policy (authorisation to provide location information to other MCPTT users on a call when talking, as defined in Annex A.3) of the current talking MCPTT user to decide if the location information of MCPTT client 1 can be provided to other MCPTT users on the call. MCPTT server acquires the location of the current talker from the location management server as described in subclause 10.9.3.6 in 3GPP TS 23.280[16]
3.
MCPTT server provides the location information of MCPTT client 1 to MCPTT client 2.
Next change
10.6.3.3
Group call setup

The flow in figure 10 6.3.3-1 illustrates the control plane procedures for MCPTT group call establishment for off-network. The procedure describes how an MCPTT client initiates an MCPTT group call with other MCPTT client within the off-network radio coverage and how the group call is established.

Pre-conditions:

-
It is assumed that information for ProSe direct communications corresponding to the mappings of MCPTT group ID and ProSe Layer-2 Group ID (see subclause 8.1.3.2 in 3GPP TS 23.280 [16]) are pre-configured; 

-
It is assumed that a multicast IP address and port for the call setup signalling are pre-configured;

-
All messages exchanged between the MCPTT clients for the MCPTT group follows ProSe direct communications as defined in 3GPP TS 23.303 [7]; and

-
The MCPTT users of MCPTT client 1, 2 and 3 belong to the same MCPTT group.
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Figure 10.6.3.3-1: Off-network group call setup

1.
MCPTT client 1 as the group call originator sends group call announcement message to the group. This message contains the following parameters such as MCPTT group ID, group call originator identity, media type, media codec, multicast port number for media, port number for floor control protocol, period of group call announcement, and any encryption key for the media encryption if needed, and optionally confirm mode indication.

NOTE 1:
The group call announcement includes at least one common set of parameters and values for media transfer. Additional values per parameter will not be prohibited for the better user experience.

NOTE 2:
By using the ProSe Layer-2 Group ID mapping with the MCPTT group ID, ProSe layer ensures that the messages sent for the corresponding MCPTT group are only received by its group's members.
2.
MCPTT client 2, 3 join the group call. The MCPTT clients configure the parameters for media delivery by making use of the received parameters in group call announcement. 

3.
MCPTT client 2, 3 may send the response message to the group when the group call announcement from originator includes confirm mode indication. This message contains MCPTT ID.

4.
MCPTT client 2, 3 recognize the group call originator through the group call announcement and MCPTT client 1 checks the participants of the group call through the received response message.

NOTE 3:
Due to the movement of the participants (in and out of the radio coverage) during the off-network group call, the group call announcement message including parameters for media delivery is periodically sent. 

NOTE 4:
The participating MCPTT clients do not need to respond to the periodic group call announcement.

Next change
A.2
MCPTT UE configuration data
The general aspects of UE configuration are specified in 3GPP TS 23.280 [16]. Data in tables A.2-1 and A.2-2 have to be known by the MCPTT UE after MCPTT authorization.

Data in table A.2-1 can be configured offline using the CSC-11 reference point. Table A.2-1 contains the UE configuration required to support the use of off-network MCPTT service.

Table A.2-1: UE configuration data (on and off network)
	Reference
	Parameter description

	[R-5.5.2-005]
	Maximum number of simultaneous group calls (N4)

	[R-5.5.2-006]
	Maximum number of transmissions (N5) in a group

	[R-5.5.2-007]
	Maximum number of private calls(N10)

	[R-5.5.2-010]
	Requested presentation priority of Group calls


Table A.2-2: UE configuration data (on network)
	Reference
	Parameter description

	Subclause 5.2.3 of 3GPP TS 23.280 [16]
	Relay service (Y/N)

	Subclause 5.2.3 of 3GPP TS 23.280 [16]
	Allowed relayed MCPTT groups (optional) (see NOTE)

	Subclause 5.2.3 of 3GPP TS 23.280 [16]
	Relay service code associated with each MCPTT group (as specified in 3GPP TS 23.303 [7]) (see NOTE)

	Subclause 5.7.1
	Indication of whether the UE shall use IPv4 or IPv6 for the MCPTT group

	NOTE: 
When the parameter of Relay service is N, this parameter is not needed.


Next change
A.3
MCPTT user profile configuration data

The general aspects of MC service user profile configuration data are specified in 3GPP TS 23.280 [16]. The MCPTT user profile configuration data is stored in the MCPTT user database. The MCPTT server obtains the MCPTT user profile configuration data from the MCPTT user database (MCPTT-2).

Data in table A.3-1 and A.3-3 can be configured offline using the CSC-11 reference point. Tables A.3-1 and A.3-3 contain the UE configuration required to support the use of off-network MCPTT service.

Table A.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	Pre‑selected MCPTT user profile indication (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user profile index
	Y
	Y
	Y
	Y

	Subclause 5.2.11 of 3GPP TS 23.280 [16]
	MCPTT user profile name
	Y
	Y
	Y
	Y

	[R-5.19-007]

[R-6.13.4-002]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001]

[R-6.9-003]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002]

[R-6.9-003]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	[R-5.1.1-005]

[R-5.10-001]
	Participant type of the user
	Y
	Y
	Y
	Y

	[R-5.1.8-006]

[R-5.3-002]

[R-5.10-001]

[R-5.18.2-001]

[R-5.18.2-002]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008]
	Maximum number of simultaneously received group calls (N6)
	
	Y
	Y
	Y

	[R-5.6.5-004]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
[R-6.7.4-002]
[R-6.7.4-004]

	List of user(s) who can be called in private call
	
	
	
	

	
	> MCPTT ID
	Y
	Y
	Y
	Y

	
	> User info ID
	Y
	Y
	Y
	Y

	
	> ProSe discovery group ID
	Y
	Y
	Y
	Y

	
	> Presentation priority relative to other users and groups (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011]

[R-6.7.4-010]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006]

[R-6.7.5-002]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-001]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004]

[R-5.7.2.4.1-008]

[R-5.7.2.4.1-012]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	[R-5.3-003]

[R-6.12-001]

[R-7.2-005]
	Authorisation to provide location information to other MCPTT users on a call when talking
	
	Y
	Y
	Y

	NOTE 1:
Security mechanisms are specified in 3GPP TS 33.179 [11].
NOTE 2: 
The use of this parameter by the MCPTT UE is outside the scope of the present document.
NOTE 3: 
As specified in 3GPP TS 23.280 [16], for each MCPTT user's set of MCPTT user profiles, only one MCPTT user profile shall be indicated as being the pre‑selected MCPTT user profile.


Table A.3-2: MCPTT user profile data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.1.5-001]

[R-5.1.5-002]

[R-5.10-001]
[R-6.4.7-002]
[R-6.8.1-008]
[R-6.7.4-002]
	List of on-network MCPTT groups for use by an MCPTT user
	
	
	
	

	
	> MCPTT Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information (e.g. FQDNs or IP addresses, port numbers) for group management server where group is defined
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE)
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [16]
	List of groups (if any) that MCPTT user implicitly affiliates to after MCPTT service authorization
	
	
	
	

	
	> MCPTT Group IDs
	Y
	Y
	Y
	Y

	[R-6.4.2-006]
	Authorisation of an MCPTT user to request a list of which groups an MCPTT user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002]

[R-6.4.6.1-003]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001] 

[R-6.4.6.2-002]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002] 

[R-6.7.2-002]
	List of MCPTT users that an MCPTT user is authorised to obtain presence of
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	[R-6.7.2-003]
	User is able/ unable to participate in private calls
	Y
	Y
	Y
	Y

	[R-6.7.1-004]
[R-6.7.2-003]
[R-6.7.2-004]
	Authorisation to query whether MCPTT User is available for private calls
	
	Y
	Y
	Y

	[R-6.7.1-010]
	Authorisation to override transmission in a private call
	Y
	Y
	Y
	Y

	[R-6.7.1-013]
	Authorisation to restrict provision of private call set-up failure cause to the caller
	
	Y
	Y
	Y

	[R-6.7.6-001]
	Authorized to make a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.7.6-004]
	Authorized to cancel a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001]
[R-6.8.7.4.2-002]
	Authorisation of an MCPTT user to cancel an emergency alert on any MCPTT UE of any MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-001]
	Authorisation for a MCPTT user to enable/disable an MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-003]
[R-6.13.4-005]
[R-6.13.4-006]
[R-6.13.4-007]
	Authorisation for an MCPTT user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-6.2.3.4-001]
	Authorisation to revoke permission to transmit
	
	Y
	Y
	Y

	[R-7.14-002]

[R-7.14-003]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-5.5.2-009]
	Maximum number of simultaneous transmissions received in one group call for override (N7)
	
	Y
	Y
	Y

	[R-6.4.6.1-001]

[R-6.4.6.1-004]
	List of MCPTT users whose selected groups are authorized to be remotely changed
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	NOTE:
The use of this parameter by the MCPTT UE is outside the scope of the present document.


Table A.3-3: MCPTT user profile data (off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-7.2-003]
[R-7.6-004]
	List of off-network MCPTT groups for use by an MCPTT user
	Y
	N
	Y
	Y

	
	> MCPTT Group ID
	Y
	N
	Y
	Y

	
	> Application plane server identity information for group management server where group is defined
	
	
	
	

	
	>> FQDN(s) and/or IP addresses
	Y
	N
	Y
	Y

	
	>> Port number(s)
	Y
	N
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE)
	Y
	N
	Y
	Y

	[R-7.3.3-008]
	Allowed listening of both overriding and overridden
	Y
	N
	Y
	Y

	[R-7.3.3-006]


	Allowed transmission for override (overriding and/or overridden)
	Y
	N
	Y
	Y

	[R-7.8.1-001]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call
	Y
	N
	Y
	Y

	[R-7.8.3.1-003]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call
	Y
	N
	Y
	Y

	[R-7.12-002]

[R-7.12-003]
	Authorization for off-network services
	Y
	N
	Y
	Y

	Subclause 10.7.2
	User info id (as specified in 3GPP TS 23.303 [7])
	Y
	N
	Y
	Y

	NOTE: 
The use of this parameter by the MCPTT UE is outside the scope of the present document.


Next change
A.4
MCPTT related group configuration data

The general aspects of group configuration are specified in 3GPP TS 23.280 [16].
Parameters specified in table A.4-1 are child parameters of the "MCPTT configuration" parameter specified in table A.4-1 in 3GPP TS 23.280 [16]. Parameters specified in table A.4-2 are child parameters of the "MCPTT configuration" parameter specified in table A.4-2 in 3GPP TS 23.280 [16]. Parameters specified in table A.4-3 are child parameters of the "MCPTT configuration" parameter specified in table A.4-3 in 3GPP TS 23.280 [16].
Table A.4-1: Group configuration data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Group management server

	[R-6.4.9-006]
[R-5.14-001]
	>> Preferred voice codecs for MCPTT group
	Y
	Y
	Y

	[R-5.7.2.1.1-013]
[R-5.7.2.4.1-008]
	>> Indication whether emergency group call is permitted on the MCPTT group 
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	>> Indication whether imminent peril group call is permitted on the MCPTT group 
	Y
	Y
	Y

	[R-5.7.2.4.1-012]
	>> Indication whether emergency alert is possible on the MCPTT group
	Y
	Y
	Y

	[R-5.13-001]
	>> Media confidentiality and integrity protection (see NOTE)
	Y
	Y
	Y

	[R-5.13-001]
	>> Floor control confidentiality and integrity protection (see NOTE)
	Y
	Y
	Y

	[R-5.13-001]
	>> Group media protection security material (see NOTE)
	Y
	N
	Y

	NOTE:
Security mechanisms are specified in 3GPP TS 33.179 [11].


Table A.4-2: Group configuration data (on‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Group management server

	[R-5.7.2.1.2-002]
	>> Timeout value for the cancellation of an in‑progress emergency for an on‑network group call
	N
	Y
	Y

	[R-5.7.2.2.2-004]
	>> Timeout value for the cancellation of an in progress imminent-peril group call for an on‑network group call
	N
	Y
	Y

	[R-6.2.4-003]
[R-6.4.9-002]
	>> Group call hang timer
	N
	Y
	Y

	[R-5.1.6-001]

[R-6.4.9-003]
	>> Maximum duration of group calls
	N
	Y
	Y

	Subclause 10.6.2
	>> Group call model used for group (chat/ pre-arranged)
	Y
	Y
	Y

	Subclause 10.6.2.4.1
	>> Temporary group indication
	Y
	Y
	Y

	[R-6.2.1-004]
[R-6.2.1-007]
	>> Minimum number of affiliated group members acknowledging before start of audio transmission
	N
	Y
	Y

	[R-6.2.1-005]
[R-6.2.1-007]
	>> List of group members which have to acknowledge before start of audio transmission (see NOTE 1)
	
	
	

	
	>>>MCPTT IDs
	N
	Y
	Y

	[R-6.2.1-006]
[R-6.2.1-007]
	>> Geographical area where acknowledgement of all affiliated group members is required before start of audio transmission
	N
	Y
	Y

	[R-6.2.1-008] 
[R-6.2.1-009]
	>> Timeout for acknowledgement of required group members
	N
	Y
	Y

	[R-6.2.1-008]
[R-6.2.1-009]
[R-6.2.1-012]
	>> Action upon failure to receive acknowledgement from required group members before call timeout (proceed or abandon)
	N
	Y
	Y

	[R-6.4.9-005]
	>> List of group members with receive-only capability
	
	
	

	
	>>>MCPTT IDs
	N
	Y
	Y

	[R-6.4.5-001]

[R-6.4.5-003]
	>> Authorisation of a user to request a list of affiliated members of a group
	Y
	Y
	Y

	[R-5.1.7-002]

[R-6.2.2-001]
[R-6.6.2.2-006]

[R-6.8.6.2-003]
	>> Priority of the group
	N
	Y
	Y

	[R-6.8.6.2-003]
	>> Pre-emption capability
	Y
	Y
	Y

	[R-6.8.6.2-003]
	>> Pre-empted capability
	Y
	Y
	Y

	[R-5.13-001]
	>> Group floor control protection security material for multicast use (see NOTE 2)
	Y
	Y
	Y

	[R-6.2.3.6.2-001]
	>> Audio cut-in policy (enabled/disabled)
	N
	Y
	Y

	NOTE 1:
Listed group members will be automatically affiliated for the duration of this group call if not already affiliated.
NOTE 2:
The details of security related elements are specified in 3GPP TS 33.179 [11].


Table A.4-3: Group configuration data (off‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Group management server

	[R-5.7.2.1.2-002]
	>> Timeout value for the cancellation of an in‑progress emergency for an off‑network group call
	Y
	N
	Y

	[R-5.7.2.2.2-004]
	>> Timeout value for the cancellation of an in progress imminent-peril group call for an off‑network group call
	Y
	N
	Y

	[R-7.4-002]

	>> Group call hang timer 
	Y
	N
	Y

	 [R-7.4-003]
	>> Max duration of group calls
	Y
	N
	Y

	Subclause 8.1.3.2 of 3GPP TS 23.280 [16]
	>> Indication of whether the UE shall use IPv4 or IPv6 for the MCPTT group (as specified in 3GPP TS 23.303 [7])
	Y
	N
	Y

	Subclause 10.6.3.9.1
	>> Default Prose Per-Packet priority (as specified in 3GPP TS 23.303 [7]) values 
	
	
	

	
	>>> MCPTT group call signalling
	Y
	N
	Y

	
	>>> MCPTT group call media


	Y
	N
	Y

	
	>>> MCPTT emergency group call signalling


	Y
	N
	Y

	
	>>> MCPTT emergency group call media


	Y
	N
	Y

	
	>>> MCPTT imminent peril group call signalling


	Y
	N
	Y

	
	>>> MCPTT imminent peril group call media
	Y
	N
	Y


End of changes
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