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******************************** Next change ***********************************
10.2.2.1
Group creation request

Table 10.2.2.1-1 describes the information flow group creation request from the group management client to the group management server.

Table 10.2.2.1-1: Group creation request

	Information element
	Status
	Description

	MC service ID list
	M
	List of MC service IDs that are part of the group to be created corresponding to the list of the configured services

	MC service list (see NOTE)
	O
	List of MC services whose service communications are to be enabled on the group.

	Automatic affiliation indication per MC service 
	O
	Indicates the automatic affiliation of each MC service of the group.

	MC service ID list per MC service 
	O
	List of MC service IDs that are automatically affiliated to the group for each of the MC service.

	NOTE:
This information element shall be included in the message for creating a group configured for multiple MC services.


******************************** End of change ***********************************
******************************** Next change ***********************************
10.2.3
Group creation

Figure 10.2.3-1 below illustrates the group creation operations by authorized MC service user/ MC service administrator to create a group. It applies to the scenario of normal group creation by an MC service administrator and user regrouping operations by authorized user/dispatcher.

Pre-conditions:

1.
The group management client, group management server, MC service server and the MC service group members belong to the same MC system.

2.
The administrator/authorized user/dispatcher is aware of the users' identities which will be combined to form the MC service group.
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Figure 10.2.3-1: Group creation

1.
The group management client of the administrator/dispatcher/authorized MC service user requests group create operation to the group management server. The identities of the users being combined and the information of the MC services that are enabled on the group shall be included in this message. If automatic affiliation is applied for the group or part of the group members, an indication of automatic affiliation shall be included. The list of automatic affiliated group members is included when partially automatic affiliation.
2.
During the group creation, the group management server creates and stores the information of the group as group configuration data as described in subclause 10.1.5.4. The group management server performs the check on the maximum limit of the total number (Nc6) of MC service group members for the MC service group(s). affiliation status sh
3.
The group management server may conditionally notify the MC service server regarding the group creation with the information of the group members. During user regroup, the group management server notifies the MC service server regarding the group creation with the information of the temporary group members. The MC service users of the temporary group may be automatically affiliated, if configured on the MC service server.

4.
The MC service group members of the MC service group are notified about the newly created MC service group configuration data.

5.
The group management server provides a group creation confirmation response to the group management client of the administrator/dispatcher/authorized MC service user.
******************************** End of change ***********************************
******************************** Next change ***********************************
10.8.3
Affiliation

10.8.3.1
MC service group affiliation procedure

Procedure for affiliation to MC service group(s) for a single MC service is described in figure 10.8.3.1-1.

Pre-conditions:

1.
MC service client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MC service client is allowed to be affiliated.

2.
MC service server may have retrieved the user subscription and group policy e.g. which user(s) are authorized to affiliate to what MC service group(s), priority, and other configuration data.

3.
MC service client may have indicated to the group management server that it wishes to receive updates of group configuration data for MC service groups(s) for which it is authorized (as described in subclause 10.1.5.3).

4.
The MC service client triggers the affiliation procedure. This is an explicit affiliation caused either by the MC service user or determined by a trigger event such as the MC service UE coming within a permitted geographic operational area of an MC service group.
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Figure 10.8.3.1-1: MC service group affiliation procedure

1.
MC service client of the MC service user requests the MC service server to affiliate to an MC service group or a set of MC service groups.

2a.
MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then MC service server requests the group policy from the group management server.

2b.
MC service server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MC service server checks if the MC service group(s) is enabled and if the MC service client is authorised to affiliate to the requested MC service group(s). The MC service server also performs the check for the maximum limit of the total number (N2) of MC service groups that the user can be affiliated to simultaneously.
4.
If the user of the MC service client is authorised to affiliate to the requested MC service group(s) then the MC service server stores the affiliation status of the user for the requested MC service group(s).

5.
MC service server confirms to the MC service client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MC service group(s) (5b).

NOTE:
Steps 5a and 5b can occur in any order or in parallel.
6.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
10.8.3.2
Affiliation to MC service group(s) defined in partner MC service system

10.8.3.2.1
Functional description

When an MC service client wants to affiliate to MC service group(s) which is defined in a partner MC service system for a single MC service, it shall be subject to authorization from the partner MC service system where the MC service group(s) is defined, and whether it subjects to authorization from the primary MC service system is conditional.

10.8.3.2.2
Procedure

The procedure for affiliation to MC service group(s) which is defined in a partner MC service system for a single MC service is described in figure 10.8.3.2.2-1.

Pre-conditions:

1.
The MC service client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MC service client is allowed to be affiliated.

2.
The MC service server of the primary MC service system may have locally cached the MC service group affiliation status of the MC service user.

3.
The MC service server of the partner MC service system may have retrieved the group related information from the group management server.

4.
The MC service client may have indicated to the group management server of the partner MC service system that it wishes to receive updates of group configuration data for MC service group(s) for which it is authorized (as described in subclause 10.1.5.3).

5.
The MC service user triggers the affiliation procedure. This is an explicit affiliation caused by the MC service user.
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Figure 10.8.3.2.2-1: Affiliation for an MC service group defined in partner MC service system

1.
The MC service client requests the MC service server of the primary MC service system to affiliate to an MC service group or a set of MC service groups.
2.
The MC service server of the primary MC service system checks if the MC service client is authorized to affiliate to the requested MC service group(s) based on the user subscription. The MC service server also performs the check for the maximum limit of the total number (N2) of MC service groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MC service server of the primary MC service system, it determines to send group affiliation request to the corresponding MC service server of the partner MC service system. The request may be routed through intermediate signalling nodes.

4a.
The MC service server of the partner MC service system checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then MC service server subscribes to the group policy from the group management server.

4b.
The MC service server of the partner MC service system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MC service server of the partner MC service system checks if the MC service group(s) is not disabled and if the user of the MC service client is authorised to affiliate to the requested MC service group(s).

6.
If the user of the MC service client is authorised to affiliate to the requested MC service group(s) then the MC service server of the partner MC service system stores the affiliation status of the user for the requested MC service group(s).

7.
The MC service server of the partner MC service system sends the affiliation status result of requested MC service group(s) to the MC service server of the primary MC service system (7a) and updates the group management server with the affiliation status of the user for the requested MC service group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MC service server of the primary MC service system stores the affiliation status of the user for the requested MC service group(s).

9.
The MC service server of the primary MC service system sends the group affiliation status result for the requested MC service group(s) to the MC service client.
10.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
10.8.4
De-affiliation from MC service group(s)

10.8.4.1
General

When an MC service user does not want to communicate with an MC service group anymore for a single MC service, then the MC service user can revoke its affiliation to the MC service group.
10.8.4.2
MC service group de-affiliation procedure

The procedure for revoking the affiliation with an MC service group for a single MC service is described in figure 10.8.4.2-1.

Pre-conditions:

1.
MC service server has already subscribed to the MC service group information from group management server and has stored the data of MC service group(s) to which the MC service user is affiliated to.

2.
The MC service client triggers the de-affiliation procedure. This is an explicit de-affiliation requested either by the MC service user or determined by a trigger event such as the MC service UE moving outside a permitted geographic operational area of an MC service group.
NOTE:
The geographical operational area beyond which de-affiliation occurs may be larger than the geographical operational area within which affiliation is permitted, to avoid repeated affiliation and de-affiliation by a user on the edge of an operational area.
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Figure 10.8.4.2-1: MC service group de-affiliation procedure
1.
MC service client requests the MC service server to de-affiliate from an MC service group or a set of MC service groups.

2.
Based on the user subscription and stored group policy, the MC service server checks if the user of the MC service client is authorized to de-affiliate from the requested MC service group(s) and if the user of the MC service client has affiliated to the requested MC service group(s).

3.
If the user of the MC service client has affiliated to the requested MC service group(s), is authorized to de-affiliate from the requested MC service group(s) then the MC service server removes the affiliation status of the user for the requested MC service group(s).

4.
MC service server provides to the MC service client the group de-affiliation response (4a) and updates the group management server with the de-affiliation status of the user for the requested MC service group(s) (4b).

NOTE:
Steps 4a and 4b can occur in any order or in parallel.
5.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
10.8.4.3
De-affiliation from MC service group(s) defined in partner MC service system

The procedure for de-affiliation from affiliated MC service group(s) which is defined in partner MC service system for a single MC service is described in figure 10.8.4.3-1.

Pre-conditions:
1.
The primary/partner MC service servers have already subscribed to the group information from group management server and stored the data of MC service group(s) to which the MC service user intends to de-affiliate.
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Figure 10.8.4.3-1: De-affiliation from an MC service group defined in partner MC service system
1.
The MC service client requests the primary MC service server to de-affiliate from an MC service group or a set of MC service groups.

2.
The primary MC service server checks if the MC service client is authorized to de-affiliate from the requested MC service group(s) based on the user subscription. The primary MC service server performs the check if the user has affiliated to the MC service groups. 

3.
Based on the MC service group information included in the request, the primary MC service server determines to send MC service group de-affiliation request to the corresponding partner MC service server. The request may be routed through some intermediate signalling nodes.

4.
Based on the stored group policy, the partner MC service server checks if the MC service group is not disabled and if the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate from the requested MC service group(s).

5.
If the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate to the requested MC service group(s), then the partner MC service server removes the affiliation status of the user for the requested MC service group(s). 

6.
The partner MC service server sends the MC service group de-affiliation response to primary MC service server (6a) and updates the group management server with the de-affiliation status of the user for the requested MC service group(s) (6b).

NOTE:
Steps 6a and 6b can occur in any order or in parallel.

7.
The primary MC service server will remove any information stored about the user's affiliation with requested MC service group(s) of partner MC service system.
8.
The primary MC service server sends the MC service group de-affiliation response to the MC service client.
9.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
10.8.5
Remote change of affiliation
10.8.5.1
Remote change of affiliation for groups defined in primary MC service system

10.8.5.1.1
Authorized user remotely changes another MC service user's affiliated MC service group(s) – mandatory mode

The procedure for an authorized user to remotely change another MC service user's affiliated MC service group(s) for a single MC service without requiring the target user's approval is described in figure 10.8.5.1.1-1.

Pre-conditions:

-
The MC service client 1 (authorized user 1) has already been provisioned (statically or dynamically) with the target MC service user's information and its group information, that target MC service user 2 is allowed to be affiliated or de-affiliated;
-
The primary MC service server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data.
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 Figure 10.8.5.1.1-1: Remotely change MC service group affiliation – mandatory mode
1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request with the indication of mandatory mode to the primary MC service server. The information used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server shall check if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server shall check if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3a.
The primary MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server, then, the MC service server subscribes to the group policy from the group management server.

3b.
The primary MC service server receives the group policy from the group management server via notification and locally caches the group policy information.

4.
Based on the group policy, the primary MC service server checks if the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s). 

5.
If the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s) then the primary MC service server stores the new requested affiliation status of the target MC service user 2 for the MC service group(s).

6.
If the requested affiliation status is a change from the current affiliation status, then the primary MC service server updates the group management server with the affiliation status of the MC service user 2 for the MC service group(s).
7a.
If the requested affiliation status is a change the primary MC service server sends the MC service group affiliation change request with the indication of mandatory mode to MC service client 2 of the target MC service user 2. The target MC service user 2 receives the latest information about the affiliated MC service groups. The MC service client 2 may subscribe to the affiliated MC service groups information with the group management server.

7b. The MC service user 2 provides a response to the primary MC service server by sending an MC service group affiliation change response.

8.
The primary MC service server sends the MC service group affiliation change response to MC service client 1. If the requested affiliation status was not changed (see 7a), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
9.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
NOTE:
Steps 6, 7a, 7b and 8 can occur in any order or in parallel, with the restriction that step 7b can only occur after step 7a occurred.

10.8.5.1.2
Authorized user remotely changes another MC service user's affiliated MC service group(s) – negotiated mode

The procedure for the authorized user to remotely change another MC service user's affiliated MC service group(s) for a single MC service with the target MC service user's approval is described in figure 10.8.5.1.2-1. 

Pre-conditions:

-
The MC service client 1 (authorized user 1) has already been provisioned (statically or dynamically) with target MC service user's information and its group information, that target MC service user 2 is allowed to be affiliated or de-affiliated;
-
The primary MC service server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data.
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Figure 10.8.5.1.2-1: Remotely change MC service group affiliation – negotiated mode

1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request to the primary MC service server. The information (i.e. target MC service user(s) ID, MC service group(s) ID, requested affiliation status) used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server checks if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server checks if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription and the group policy (i.e. if not available, the primary MC service server obtains the group policy from the group management server). The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3.
If the target MC service user 2 is authorized to accept the changes to its affiliated MC service group(s), then the primary MC service server sends the MC service group affiliation change request to the MC service client 2 of the target MC service user 2. 

4.
If the requested affiliation status is different from the current affiliation status, then the MC service client 2 notifies the MC service group affiliation change request to the target MC service user 2 to receive the approval from the user on the proposed changes to the affiliated MC service group(s).

NOTE 1:
The procedure is aborted if the target MC service user 2 does not respond to the notification within an implementation dependent time.

5. 
If the target MC service user 2 provides a response (accept or reject) to the notification, then the MC service client 2 sends an MC service group affiliation change response to the primary MC service server. A response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MC service server (see subclause 10.8.3.1 or subclause 10.8.4.2) as per the MC service user 1's requested changes to the target user 2's affiliated group(s). 

NOTE 2:
In the case where the affiliation changes for target user 2 includes MC service groups defined in partner MC service systems, the primary MC service server performs the affiliation or de-affiliation procedures by interacting with the partner MC service systems (see subclause 10.8.3.2 or subclause 10.8.4.3).
6.
The primary MC service server sends the MC service group affiliation change response to the MC service client 1. If the requested affiliation status was not changed (see 4), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
NOTE 3:
If multiple MC service groups are included in step 1, and these MC service groups belong to different partner MC service systems, the primary MC service server can wait until all the partner MC service systems provides the MC service group affiliation change response messages.
10.8.5.2
Remote change of affiliation for groups defined in partner MC service system

10.8.5.2.1
Authorized user remotely changes another MC service user's affiliated MC service group(s) defined in partner MC service system – mandatory mode

The procedure for the authorized user to remotely change another MC service user's affiliated MC service group(s) defined in partner MC service systems for a single MC service without requiring the target user's approval is described in figure 10.8.5.2.1-1.

Pre-conditions:

-
The MC service client 1 (authorized user) has already been provisioned (statically or dynamically) with the target MC service user 2's information and group information, that the target MC service user 2 is allowed to be affiliated or de-affiliated;
-
The MC service client 1 (authorized user 1), MC service client 2 (target MC service user 2), and the primary MC service server belong to the same MC service system;
-
The partner MC service server may have retrieved the group related information from the group management server; and

-
The primary MC service server may have retrieved the user policy e.g. user related information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data.
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Figure 10.8.5.2.1-1: Remote change MC service group affiliation defined in partner MC service system – mandatory mode

1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request with the indication of mandatory mode to the primary MC service server. The information (i.e. target MC service user(s) ID, MC service group(s) ID, requested affiliation status) used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server shall check if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server shall check if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3.
Based on the MC service group information included in the request, the primary MC service server determines to send MC service group affiliation change request to the corresponding partner MC service server (group host server).
4a.
The partner MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the partner MC service server then the partner MC service server subscribes to the group policy from the group management server.

4b.
The partner MC service server receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the partner MC service server checks if the target MC service user 2 is authorized to affiliate to the MC service group(s). It is possible that the target MC service user 2 affiliates to one or more MC service groups and also de-affiliates from one or more MC service groups. 

6.
If the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s) and if the requested affiliation status is different to the current affiliation status, then the partner MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

7.
The partner MC service server updates the group management server with the affiliation status of the target MC service user 2 for the MC service group(s). 

8.
The partner MC service server sends the MC service group affiliation change response to the primary MC service server.

NOTE:
Steps 7 and 8 can occur in any order or in parallel.
9.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

10a.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server sends the MC service group affiliation change request with the indication of mandatory mode to MC service client 2 of the target MC service user 2. The target MC service user 2 receives the latest information about the affiliated MC service groups. Further the MC service client 2 may subscribe for the affiliated MC service groups information with the group management server.

10b.
The target MC service client 2 provides an MC service group affiliation change response to the MC service server.
11.
The primary MC service server sends the MC service group affiliation change response to MC service client 1 (authorized user). If the requested affiliation status was not changed (see 10a), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
12.
Group management server updates the group information with the received affiliation status of the user for the requested MC service group(s).
******************************** End of change ***********************************
******************************** Next change ***********************************
10.10.1.2.1
MC service emergency alert initiation

The procedure focuses on the case where an MC service client is initiating an MC service emergency alert unicast signalling for communicating the alert with the affiliated MC service group members of that MC service group. An MC service client in the MC service emergency state gains elevated access privilege for all of the MC service user's mission critical applications. This procedure will place the MC service client in the MC service emergency state if the MC service client is not already in that state.

Procedures in figure 10.10.1.2.1-1 are the signalling control plane procedures for the MC service client initiating an MC service emergency alert with an MC service group i.e., MC service users on MC service client 1, MC service client 2 and MC service client 3 belong to the same MC service group which is defined on group management server.

NOTE 1:
For simplicity, a single MC service server is shown in place of a user home MC service server and a group hosting MC service server.

Pre-conditions:

1.
The MC service group is previously defined on the group management server with MC service client 2 and MC service client 3 affiliated to that MC service group. 

2.
All members of the MC service group belong to the same MC system.

3.
The initiating MC service client 1 is affiliated with one or more MC service groups.

4.
The initiating MC service client 1 has been provisioned with an MC service group designated as the MC service emergency group.

NOTE 2:
Alternatively, the client could have been provisioned for emergency behaviour on the currently selected group.

5.
The initiating MC service client 1 may not have carried out an explicit affiliation procedure with the MC service group designated as the MC service emergency group.
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Figure 10.10.1.2.1-1 MC service emergency alert

1.
The user at the MC service client 1 initiates an MC service emergency alert. MC service client 1 sets its MC service emergency state. The MC service emergency state is retained by the MC service client until explicitly cancelled. 

2.
MC service client 1 requests the MC service server to send an MC service emergency alert request to the MC service group designated as the MC service emergency group. 

3.
MC service server checks whether the MC service user of MC service client 1 is authorized for initiation of MC service emergency alerts for the indicated MC service group.

4.
MC service server resolves the MC service group ID to determine the members of that MC service group and their affiliation status, based on the information from group management server.

5.
The MC service server sends the MC service emergency alert response to the MC service user 1 to confirm the MC service emergency alert request. MC service group calls made to this MC service group by the MC service client 1 will be sent as emergency calls until the emergency state on the MC service client 1 is cancelled.

6.
The MC service server sends an MC service emergency alert request towards the MC service clients of each of those affiliated MC service group members. The MC service emergency alert request message shall contain the following information: Location, MC service ID and MC service group ID (i.e., MC service user's selected MC service group or dedicated MC service emergency group, as per MC service group configuration) and the MC service user's mission critical organization name.

7.
MC service users are notified of the MC service emergency.

8.
The receiving MC service clients send the MC service emergency alert response to the MC service server to acknowledge the MC service emergency alert.

9.
The MC service server implicitly affiliates the MC service client 1 to the emergency group if the MC service client 1 is not already affiliated.

NOTE 3:
Sending the emergency alert without making a request to also start an emergency call does not put the group into the ongoing emergency condition.

NOTE 4:
Sending the emergency alert does not put the other UEs in the group into an emergency state.

NOTE 5:
The MC service client 1 need not initiate a group call. For example, the MC service client can be configured to only allow alerts or the MC service user can choose not to make an MC service emergency group call.

Editor's note:
How emergency alert is synchronized between MC services is FFS.
******************************** End of change ***********************************
******************************** Next change ************************************
A.4
Group configuration data

The group configuration data is stored in the group management server. The group management server is used to configure the group configuration data to the MC service UE (CSC-2) and the MC service server (CSC-3).

A single group can support one or multiple MC service configurations. Hence, the MC service group configuration data is divided into common group configuration data and MC service specific group configuration data.

The group configuration data can be configured offline using the CSC-12 reference point.
The common group configuration data in specified in table A.4-1 and A.4-3. Tables A.4-1 and A.4-3 contain the group configuration required to support the use of off-network MC service.
The MC service related group configuration data specific to each MC service is specified as follows:

-
MCPTT related group configuration data is specified in 3GPP TS 23.379 [16];

-
MCVideo related group configuration data is specified in 3GPP TS 23.281 [12]; and

-
MCData related group configuration data is specified in 3GPP TS 23.282 [13];
Table A.4-1: Common group configuration data (on and off network)
	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-5.17-004]

[R-6.4.3-001]

[R-6.4.3-002]

[R-6.9-004]
[R-5.1.3-002]
	MC service group ID
	Y
	Y
	Y

	[R-5.17-004]

[R-6.4.3-001]

[R-6.4.3-002]

[R-6.9-004]
	Group Alias (Contact URIs)
	Y
	Y
	Y

	
	List of group members (see NOTE 1)
	
	
	

	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	> MC service IDs (see NOTE 2)
	
	
	

	
	>> MCPTT ID
	N
	Y
	Y

	
	>> MCVideo ID
	N
	Y
	Y

	
	>> MCData ID
	N
	Y
	Y

	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-6.4.5-001]

[R-6.4.5-002]

[R-6.4.5-003]

[R-6.4.5-004]
	> Affiliation status
	
	
	

	
	>> MCPTT
	N
	Y
	Y

	
	>> MCVideo
	N
	Y
	Y

	
	>> MCData
	N
	Y
	Y

	[R-5.16.2-001]

[R-5.16.2-002]
	Group’s owner (Mission Critical Organisation)
	Y
	Y
	Y

	[R-6.4.9-006]
	Geographic area within which affiliation to the group is permitted (see NOTE 7)
	Y
	Y
	Y

	[R-6.4.9-006]
	Geographic area outside which de-affiliation from the group is mandatory (see NOTE 7)
	Y
	Y
	Y

	Subcaluse 8.3.2, 10.2.3
	MC service specific configuration (see NOTE 3)
	
	
	

	
	> MCPTT configuration (see NOTE 4)
	
	
	

	
	> MCVideo configuration (see NOTE 5)
	
	
	

	
	> MCData configuration (see NOTE 6)
	
	
	

	
	List of subordinate groups
	
	
	

	[R-5.2.2-002]
	> MC service group ID
	N
	Y
	Y

	
	 Group broadcast information
	
	
	

	[R-5.2.2-001]
	Level within group hierarchy
	N
	Y
	Y

	[R-5.2.3-001]
	Level within user hierarchy
	N
	Y
	Y

	NOTE 1:
The list of group members is provided to an authorized user only upon request and not by default.

NOTE 2:
MC service IDs for all configured MC services shall be provided for the configured group member.

NOTE 3:
An MC service specific configuration shall be provided for all of the MC services for which the group is enabled. At least one MC service shall be enabled for a group.

NOTE 4:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 5:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 6:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].

NOTE 7:
The geographic area may consist of a union of regions that are non-contiguous or contain holes.


Editor's Note:
Whether the MC service IDs in table A.4-1 belong in their present location or should be moved to their respective MC service specific parts (and thus in their MC service specifications) is FFS.

Table A.4-2: Common group configuration data (on‑network)
	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-6.1-001]
	Maximum number of group members (Nc6)
	N
	Y
	Y

	[R-6.1-003]
	Enabled/disabled group (basic status)
	Y
	Y
	Y

	[R-6.4.5-005]
	Authorisation to request list of members of an MC service group
	Y
	Y
	Y

	[R-6.4.5-001]
[R-6.4.5-002]
[R-6.4.5-003]
[R-6.4.5-004]
	Authorisation to request list of affiliated members of an MC service group
	Y
	Y
	Y

	
	MC service specific configuration
	
	
	

	
	> MCPTT configuration (see NOTE 1)
	Y
	Y
	Y

	
	> MCVideo configuration (see NOTE 2)
	Y
	Y
	Y

	
	> MCData configuration (see NOTE 3)
	Y
	Y
	Y

	NOTE 1: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 2: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 3: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].


Table A.4-3: Common group configuration data (off‑network)
	Reference
	Parameter description
	MC service UE
	MC service server
	Group management server

	Subclause 8.1.3.2
	Prose layer-2 group ID (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	Subclause 8.1.3.2
	ProSe group IP multicast address (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	Subclause 5.2.3
	Associated relay service code (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	
	MC service specific configuration
	
	
	

	
	> MCPTT configuration (see NOTE 1)
	Y
	Y
	Y

	
	> MCVideo configuration (see NOTE 2)
	Y
	Y
	Y

	
	> MCData configuration (see NOTE 3)
	Y
	Y
	Y

	NOTE 1: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 2: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 3: 
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].


******************************** End of change ***********************************
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