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1
Decision/action requested

This is a pCR to TR 32.843 introducing a scenario applicable to the Mobile - Fixed Broadband Access Convergent scenario Roaming Architecture
2
References

[1]
TR 32.843 Study on Inter-PLMN PS domain online charging
[2]
TS 23.203: "Policy and charging control architecture".
[3] 
TS 29.212: "Policy and Charging Control (PCC); Reference points".

[4] 
TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".
[5] 
TS 29.214: "Policy and Charging Control over Rx reference point ".

[6] 
TS 29.215: " Policy and Charging Control (PCC) over S9 reference point".
3
Rationale

This pCR proposes to introduce a scenario applicable to the second architecture of this TR: Mobile - Fixed Broadband Access Convergent scenario Roaming Architecture, with AF located in HPLMN, and also reflects no issues are identified with use of S9       

4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.843 [1]  

	First change


4.2.X
Scenario X:  service provided from AF in HPLMN to 3GPP UE NSWO under Fixed Access  
4.2.X.1
Description 
A 3GPP UE connected to a Fixed Broadband Access owned by a VPLMN, with traffic routed over WLAN (NSWO), is provided with a service from an AF located in his HPLMN.
Use of S9 is assumed as part of roaming agreements between HPLMN and VPLMN for the corresponding PCC Rules provisioning. 
For simplification IP-Edge will be used instead of IP-Edge [PCEF] for the description: embedded PCEF functionality is assumed

For simplification, it is assumed only one Rx interaction occurs between the AF and the PCRF for initial provisioning of service information and corresponding IP flows enablement through generated PCC Rules.     

4.2.X.2
Message Flow
This clause provides the description of a 3GPP UE which connects to an IP-Edge in Fixed Broadband Access, using NSWO, for a service provided by an AF located in its HPLMN 

[image: image1.emf]IP-Edge

AF

Visited Network A Home Network A

UE 

A

V-PCRF

H-PCRF/

SPR

OCS

1. @IPv4 and/or an IPv6 prefix 

has been assigned to 3GPP UE.

7. install PCC Rules

8. New Gy session  CCR-I (MSCC (RGs, Service-IDs)..)  

9  Auth and 

quota allocation

IP-CAN session established for the 3GPP UE with a default Qos

11. AF trigger 

12. New PCC Rules  Provisioning: Step 1 to 10 Figure 4.2.X.2.1

10. Gy  CCA

2. Gx IP-CAN session establishment CCR-I  

3. S9 IP-CAN session establishment CCR-I 

5. S9 CCA (PCC Rules (RGs, Service-IDs)) 

4.Provisioning and validation of Default Qos

6. Gx CCA (PCC Rules (RGs, Service-IDs))

15  quota 

allocation

14. Gy session  CCR-U  (MSCC (RGi, ,Service-IDi),..)  

16. Gy  CCA

13. Install PCC 

Rules 

17. UE NSWO Traffic 

for service controlled 

via allocated quota


Figure 4.2.X.2.1: Service provided by AF in HPLMN – establishment for NSWO
1.
The Ip-Edge is aware the 3GPP UE has been allocated an IPv4 Address and/or IPv6 prefix, and triggers an IP-CAN session establishment.
2.
The IP Edge sends an indication of the IP-CAN session establishment to the PCRF, to obtain the default PCC rules for the UE from the V-PCRF, sending (IMSI, NSWO APN, Charging Id, Charging Characteristics (indication the default charging method configured is “Online Disabled”)...).  
3.  Based on the subscriber identity, the V‑PCRF determines the request is for a roaming user, and based on roaming agreements, S9 towards HPLMN is to be used. The V-PCRF stores the information received in the CCR command from the IP Edge and sends a new request over S9 containing parameters received over Gx (IMSI, NSWO APN, PLMN id, Charging Id, indication that the default charging method configured is “Online Disabled”...) towards the H-PCRF.

4.
The H‑PCRF detects the IP‑CAN session uses visited access. Based on user’s subscription for NSWO APN, the H-PCRF determines the Default QoS for the IP-CAN session, and applicable PCC Rules assigned with (RGs, Service-IDs). The H-PCRF also provides the HPLMN OCS Address to be used for the UE.  
5. The H-PCRF forwards over S9, the decisions to be applied to the IP Edge by the V-PCRF: PCC Rules to activate, “Online enabled” to be applied as default charging method instead of the configured one, OCS address in HPLMN,...).

6.
The V-PCRF enforces visited operator policies and validates the Default QoS provided by the home operator per the roaming agreements. The V-PCRF provisions the PCC Rules to be installed, associated with all other parameters received over S9, also provides HPLMN OCS Address to be used, sending CCA to IP Edge.
7.
The IP Edge installs the PCC Rules.
8.
As Online Charging is applicable to the IP-CAN session, and PCC Rules are activated, then IP Edge creates a Gy session towards the OCS, based on OCS address received over Gx. The IP Edge sends CCR-I with a set of relevant information in order to get OCS’s authorization for the IP-CAN session (IMSI, NSWO APN, Charging Id, IP Edge address, IP Edge PLMN Id, Qos information (Default Qos)...), and in addition may requests quota for RGs.
 9.
Based on checks whether the user is authorized for this IP-CAN session, and quota can be allocated for RGs, the OCS allocates appropriate quota along with a set of re-authorisation triggers. 

10. The OCS sends CCA to the PGW with granted quota

The UE has an IP-CAN session established for its NSWO traffic with Default Qos.
11.
UE interaction occurs with the AF for requesting a service. AF service level behaviour is not described. This triggers an action towards the Network.
12.
PCC Rules derived from service information provided by the AF are installed into the IP Edge, according to steps 1 to 10 in Figure 4.2.X.2.1 (generic scenario with service provided by AF in HPLMN) with IP-Edge (instead of PGW).
13. PCC Rules are installed
14. For the PCC Rules set with “online enabled”, and associated with new RGs (set of RGi), the IP-Edge sends CCR-U with MSCC (RGi, Service-IDi),...) to request quota for the service under the RGi.  
15.
Based on checks whether the user is authorized for this service, and quota can be allocated for RGi/service-IDi, the OCS allocates appropriate quota.
16. The OCS sends CCA to the PGW with granted quota
17.  The NSWO traffic associated to the service can go through and is controlled under quota allocation
4.2.X.3
Key issue#Y
No identified key issue related to RG/Service-ID since they are provided by the HPLMN.

The key issue#5 related to Home OCS Address determination does not apply since the Home OCS Address can be provided via S9 

	End of changes
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