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1
Decision/action requested
Agreement on structure of key issues discussion and resolution.
2
References

[1]
3GPP TR 32.849 Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks 
[2]
3GPP TR 29.949 Study on Technical aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks
3
Rationale

Proposal of an update for the call flow section. The main question is how to proceed with this sections.
4
Detailed proposal

It is proposed that TR 32.849 be updated with the following changes.
First change
5.2
Registration when roaming

5.2.1
General

This subclause describes the registration process of a roaming user including the traversal of transit network between the visited and the originating home network.

5.2.2
Registration via IC SIP proxies

The registration procedure between the visited network and the home network uses an IC network which provides SIP proxy nodes to relay SIP traffic between these networks.

For the registration the UE addresses an FQDN in the home network domain which reflects the registrar (i.e. the S‑CSCF of the home network). With this FQDN the IBCF acting as an exit point in the visited network chooses an IC provider and routes to a SIP proxy of the selected IC provider.

The SIP layer signalling is served by the IC provider’s SIP proxy. The SIP proxy decides on the next SIP proxy towards the home network and routes to the next SIP proxy or to the IBCF acting as an entry point in the home network, if no further SIP proxy is required.

NOTE 1:
The call flows just show scenarios with a single IC network and a single SIP proxy.

The user A at UE-A is roaming into a visited network vA. The user A is a subscriber of operator hA.
TS 32.260 [20] points out that the initial registration, user-initiated re-registration, and user-initiated de-registration chargeable events relate to SIP REGISTER request to trigger Charging Data Request[Event] / Debit / Reserve Units Requests, while network-initiated deregistration event relates to SIP NOTIFY request to trigger Charging Data Request[Event] / Debit / Reserve Units Requests provided that subscription to registration events has been applied (see TS 24.229 [106]).
Thus for each SIP REGISTER request/SIP 200 (OK) response Cycle a event based CDR will be written.
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Figure 5.2.2.1: Message flow for Registration via IC SIP proxy

Call flow details:

Step 1.
SIP REGISTER request (UE-A to P-CSCF-vA1) - see example in table 5.2.2.1.

The user A at UE-A initiates registration. The UE-A sends an initial SIP REGISTER request to the P-CSCF‑vA1 according to 24.229 [106].

Table 5.2.2.1: SIP REGISTER request (UE-A to P-CSCF-vA1)

SIP REGISTER request sip:home-A.net SIP/2.0

P-Access-Network-Info: 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:userA_public1@home-A.net>;tag=4fa3

To: <sip:userA_public1@home-A.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>;reg-id=1; +sip.instance="<urn:gsma:imei:90420156-025763-0>";expires=600000
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

CSeq: 1 SIP REGISTER request
Supported: path

Other SIP header fields are set according to 24.229 [106].

Request-URI:
The Request-URI sip:home-A.net (the URI that follows the method name, "SIP REGISTER request", in the first line) indicates the destination domain of this SIP REGISTER request which is the home network.
From:
Set to the SIP URI that is the default public user identity of the user A i.e. userA_public1@home-A.net.
To:
Set to the SIP URI that is the default public user identity of the user A i.e. userA_public1@home-A.net.
Supported:
The UE-A inserts the Supported header field containing the option-tag "path".
Step 2.
SIP REGISTER request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.2.2.2.


When the P-CSCF-vA1 receives the initial SIP REGISTER request the P‑CSCF-vA1 adds the P‑Visited‑Network‑ID header field containing the identifier of the P-CSCF network. This may be the visited network domain name or any other identifier that identifies the visited network at the home network.


The P-CSCF-vA1 needs to be in the path for all terminating requests for this user. To ensure this, the P‑CSCF‑vA1 adds itself to the Path header field for future requests.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the IBCF acting as an exit point towards the home network hA of the user A and sends the SIP REGISTER request according to 24.229 [106] to IBCF-vA1.

Table 5.2.2.2: SIP REGISTER request (P-CSCF-vA1 to IBCF-vA1)

SIP REGISTER request sip:home-A.net SIP/2.0
P-Access-Network-Info:3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"
From:

To:

Contact:

CSeq:

Supported:

Require: path

Path: <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Route: <sip:reg@ibcf-vA1.visited-A.net;lr>

P-Visited-Network-ID: "Visited Network Number A"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"

Via: 

...

Other SIP header fields are set according to 24.229 [106].

Route:
P‑CSCF‑vA1 includes the selected IBCF-vA1 URI.

P-Access-Network-Info: 
The P-CSCF-vA1 adds a network provided location, time-zone and daylight saving time. If it doesn't indicate that it is a network provided location, the P-Access-Network-Info header field containing the location provided by the UE-A is kept in the INVITE request.

Path: 
This is the address of the P-CSCF‑vA1 and is included to inform the S-CSCF where to route terminating requests. 
Require:
The P-CSCF-vA adds the Require header field containing the option-tag "path" to ensure that the recipient correctly handles the Path header field. If the recipient does not support the Path header field, a SIP response will be received with a status code of 420 and an Unsupported header field indicating the option-tag "path". Such a response indicates a wrong configuration of the routing tables and the request has been routed outside the IM CN subsystem.

P-Visited-Network-ID:
The P-CSCF‑vA1 adds the P‑Visited‑Network‑ID header field containing the identifier of the P-CSCF network. This may be the visited network domain name or any other identifier that identifies the visited network at the home network.
P-Charging-Vector:
The P-CSCF-vA1 provides an ICID value and adds a type 1 "orig-ioi" header field parameter with the IOI value identifying the visited network (i.e. "visited‑a").

Step 3.-6.
SIP REGISTER request (IBCF-vA1 to S-CSCF-hA1)

Between IBCF-vA1 and S-CSCF only the Path, Route and Via will be manipulated.

The based on the transit network traversed the entrypoint of the home network may manipulate the P-Charging vector header in adding a transit-ioi.
Path, Route and Via header fields will be filled from each entity traversed with the regarding information as specified within TS 24.229 [106].

Based on the use of topology hiding more or less entries will pass the complete path. Thus the CDR content based on Route header can vary.
7.
SIP 401 (Unauthorized) response (S-CSCF-hA1 to I-CSCF-hA1) - see example in table 5.2.2.7.

As the SIP REGISTER request arrived without integrity protection to the P-CSCF, the S-CSCF‑hA1 shall challenge the request. For this, the S-CSCF‑hA1 requires at least one authentication vector to be used in the challenge to the user. If a valid authentication vector is not available, then the S-CSCF‑hA1 requests at least one authentication vector from the HSS.
Table 5.2.2.3: SIP 401 (Unauthorized) response (S-CSCF-hA1 to UE‑A)

SIP/2.0 401 Unauthorized

Via: 

From: 

To: <sip:userA_public1@home-A.net>;tag=5ef4

CSeq:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a";term-ioi="Type 1home-a"

Other SIP header fields are set according to 24.229 [106].

P-Charging-Vector:
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the SIP REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑hA1 shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request.

Normal response routing procedure as described within 24.229 [106] applies. No specific roaming procedures apply.
Step 8. 
SIP REGISTER request (UE-A to S-CSCF-hA1).

The authentication challenge response is calculated by the UE-A and then put into the Authorization header field and sent back to the registrar in the SIP REGISTER request. Procedures are described within 24.229 [106].
UE‑A SIP REGISTER requests a second time with an authentication response.

With the exception of the Authorization header field, the CSeq header field value and the ICID value in the P‑Charging‑Vector header field, the SIP REGISTER request message will contain the same information.
Step 9-14.

SIP 200 (OK) response (S-CSCF-hA1 to UE‑A) - see example in table 5.2.2.19.

S-CSCF‑hA1 confirms the registration as described within 24.229 [106]. There are no roaming specific procedures that apply in addition.

The table 5.2.2.19 shows the content of the 200 (OK) response when sent by S-CSCF‑hA1.
Table 5.2.2.4: SIP 200 (OK) response (S-CSCF-hA1 to UE‑A)
SIP/2.0 SIP 200 (OK) response
Via: 

From:

Service-Route: <sip:home-abc@scscf-hA1.home-A.net;lr;iotl=visitedA-homeA>

To:

CSeq: 2 SIP REGISTER request
Contact:

P-Associated-URI: <sip:userA_public1@home-A.net>,<tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a";term-ioi="Type 1home-a"

Path: <sip:home-abc@ibcf-hA1.home-A.net:5070;lr>,


  <sip:proxy-abc@ic-A1.interconnection-A.net:5070;lr>,


  <sip:visit-abc@ibcf-vA1.visited-A.net:5070;lr>,


  <sip:visit-xyz@pcscf-vA1.visited-A.net:5070;lr;iotl=homeB-visitedB>

Other SIP header fields are set according to 24.229 [106].

Path:
List of Path header field received in the SIP REGISTER request will be included. (IBCF‑hA1, IC‑A1, IBCF-vA1, P-CSCF-vA1).
P-Associated-URI:
Containing the list of the SIP REGISTER request distinct public user identity and its associated set of implicitly SIP REGISTER request distinct public user identities. The first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default public user identity to be used by the S‑CSCF. This header has no direct influence on the content of the CDR's written
Service-Route:
Contains the SIP URI identifying the S-CSCF (S-CSCF-hA1) containing an indication that subsequent requests routed via this service route (i.e. from the P-CSCF to the S‑CSCF). This header has no influence on the content of the CDR written. 
P-Charging-Vector:
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the SIP REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑hA1 shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig‑ioi" header field parameter.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request.

After the completion of the procedure, the P-CSCF and S-CSCF sends  Charging Data Request[Event] to record transaction specific information in the P-CSCF/S-CSCF CDR.
After the registration procedure, the addresses of the P-CSCF and possibly the S-CSCF are known in UE(A). 
Furthermore, the P-CSCF has received (and stored internally) the following information from the UE:

-
Home Network: SIP URI of the domain name of the home network used to address the SIP REGISTER request of the served party

-
IMPU: To/From header field of the SIP REGISTER request
-
User Name (optional): Authorization Header (optional) within SIP REGISTER request (IMPI)

-
possible the address of the S-SCSF: S-CSCF-hA1.home-A.net. This is depended on the concept used within the home network domain. Either the S-CSCF address is put into the Service-Route header sent back to the visited network. Or the entry point of the home network which does topology hiding.
-
InstanceID containing the served IMEI which is sent back in the contact header
-
The Path header field will include the entities to be passed for future Re-SIP REGISTER requests. But has no relevance for charging.

The P-CSCF has received in addition:
-
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the SIP REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑h sets the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter which is also a Type 1 ioi.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request. 

Table 5.2.2.5: SIP REGISTER request/200OK Response P-CSCF-vA1 SIP Header Field to Information Element
	Chargeable Event / Information
	Charging Event

	SIP Header Field
	Example Content
	Discussion and Information Element

	Request-URI
	home-A.net
	IE: none
the Request URI only holds the domain where the registrar is located

	To
	<sip:userA_public1@home-A.net>
	IE: Called Party Address
this field holds the Public User ID under registration

	From
	<sip:userA_public1@home-A.net>;tag=4fa3
	IE: Called Party Address
IE: From Address
this field holds the Public User ID under registration.

	Contact:
	<sip:[5555::aaa:bbb:ccc:ddd]> ;+sip.instance="<urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>"
	IE: Called Party Address
IE: Instance ID

Other parts of the contact are not used.

	Route:
	Received:

<sip:ic-A1.interconnection-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>
transmitted:

<sip:ibcf-hA1.home-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>
	IE: Route Header Received

only the received information will be transmitted



	P-Access-Network-Info:
	3GPP-E-UTRAN-TDD
tran-cell-id-3gpp=234151D0FCE11;
network-provided;
local-time-zone="UTC+01:00";
daylight-saving-time="01"
	IE: Access Network Information

IE: Additional Access Network Information
In case there are two header fields available then the information will be written into both. That will happen when a network provided and user provided information will appear. 

	Via:
	SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]; branch=z9hG4bKnashds7
	IE: none

Via header is used for SIP responses to follow the same way as the Request was sent. 

Information out of the Via header field will not be used.

	P-Charging Vector Header
	icid-value="AyretyU0dm+6O2IrT5tAFrbHLso= 023551024";
orig-ioi="Type 1visited-a"
transit-ioi_"ICa.1"
term-ioi="Type 1home-a"
	IE: IMS-Charging-Identifier

IE: Inter Operator Identifiers
IE: Transit IOI List
he header includes so far the ICID, orig-ioi, term-ioi and transit-ioi  which will be included into the " IMS-Charging-Identifier" and into the "Inter Operator Identifiers"

	P-Visited-Network-ID: 
	"Visited Network Number A"
	IE: IMS Visited Network Identifier




Table 5.2.2.5: SIP REGISTER request/200OK Response S-CSCF-hA1 SIP Header Field to Information Element
	Chargeable Event / Information
	Charging Event

	SIP Header Field
	Example Content
	Discussion and Information Element

	Request-URI
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	To
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	From
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Contact:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Route:
	Received:

<sip:pcscf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Transmitted:

<sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>
	IE: Route Header Received

IE: Route Header Transmitted

The Route header field from the received SIP INVITE as well as from the sent SIP INVITE will be included.

	P-Access-Network-Info:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Via:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Charging Vector Header
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Visited-Network-ID: 
	See Table 5.2.2.5:
	See Table 5.2.2.5:


5.2.3
Subscription to the registration-state event package
5.2.3.1
General

After that the registration in subclause 5.2.2 is successfully completed the UE and the P-CSCF subscribes to the registration-state event package as described in 24.229 [106].

The difference between the UE-A subscription and the P-CSCF-vA1 subscription is that the UE-A sends the SIP SUBSCRIBE request using the registration path while the P-CSCF-vA1 is using the NNI i.e. for the IC network A it will appear as the SIP SUBSCRIBE request sent by the P-CSCF-vA1 is between two home networks.

NOTE:
The message flows in subclause 5.2.3.2 and subclause 5.2.3.3 are independent and can be done in parallel.

5.2.3.2
The UE subscribes to the registration-state event package
After that the registration in subclause 5.2.2 is successfully completed the UE subscribes to the registration-state event package as described in 24.229 [106] subclause 5.1.1.3.

Figure 5.2.3.2.1 shows how the UE-A sends the SUBSCRIBE request using the registration path.
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Figure 5.2.3.2.1:
Subscription to the registration-state event package by the UE-A
The chargeable event based information is equivalent to that as for the SIP REGISTER request. 

The chargeable event / information and charging event can be seen in Table Table 5.2.2.4 for the P-CSCF and in Table 5.2.2.5 for the S-CSCF

5.2.3.3
The P-CSCF subscribes to the registration-state event package
After that the registration in subclause 5.2.2 is successfully completed the P-CSCF-vA1 subscribes to the registration-state event package as described in TS 24.229 [106] subclause 5.2.3.

The information received in the registration-state event package can be used by the P-CSCF to determine if a registration is still valid.

Figure 5.2.3.3.1 shows how the P-CSCF-vA1 sends the SIP SUBSCRIBE request without using the registration path hence it will appear as the SIP SUBSCRIBE request is sent between two home networks.
Table 5.2.3.3.1: SIP SUBSCRIBE request/200OK Response P-CSCF-vA1 SIP Header Field to Information Element
	Chargeable Event / Information
	Charging Event

	SIP Header Field
	Example Content
	Discussion and Information Element

	Event
	reg
	IE: Event Type
This field holds the SIP Method (SUBSCRIBE), the content of the SIP "Event" header (reg) and the content of the SIP "expires" header (600000) when present in the SIP request

	Request-URI
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	To
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	From
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Contact:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Route:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Access-Network-Info:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Via:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Charging Vector Header
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Visited-Network-ID: 
	See Table 5.2.2.5:
	See Table 5.2.2.5:


Table 5.2.3.3.2: SIP SUBSCRIBE request/200OK Response S-CSCF-hA1 SIP Header Field to Information Element
	Chargeable Event / Information
	Charging Event

	SIP Header Field
	Example Content
	Discussion and Information Element

	Event
	See Table 5.2.3.3.1
	See Table 5.2.3.3.1

	Request-URI
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	To
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	From
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Contact:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Route:
	Received:

<sip:pcscf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Transmitted:

<sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>
	IE: Route Header Received

IE: Route Header Transmitted

The Route header field from the received SIP INVITE as well as from the sent SIP INVITE will be included.

	P-Access-Network-Info:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	Via:
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Charging Vector Header
	See Table 5.2.2.5:
	See Table 5.2.2.5:

	P-Visited-Network-ID: 
	See Table 5.2.2.5:
	See Table 5.2.2.5:


Table 5.2.3.3.3: SIP NOTIFY request/200OK Response P-CSCF-vA1 SIP Header Field to Information Element
	Chargeable Event / Information
	Charging Event

	SIP Header Field
	Example Content
	Discussion and Information Element

	Event
	reg
	IE: Event Type
This field holds the SIP Method (SUBSCRIBE), the content of the SIP "Event" header (reg) and the content of the SIP "expires" header (600000) when present in the SIP request


Editor's Note: For Notify it should be checked if really the expieres header (it is in this case a parameter) is meant or if the Subscription-State is meant.

All other elements are equivalent filled as in Table 5.2.3.3.1. the  same applys for the S-CSCF cargable event information.
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Figure 5.2.3.3.1:
Subscription to the registration-state event package by the P-CSCF-vA1

The chargeable event based information is equivalent to that as for the SIP REGISTER request. 

The chargeable event / information and charging event can be seen in Table 5.2.3.3.1 and Table 5.2.3.3.3 for the P-CSCF and in Table 5.2.3.3.2 for the S-CSCF
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