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3.1
Definitions

For the purposes of the present document, the following terms and definitions given in  TR 21.905 [50], TS 32.240 [1], and the following apply:

2G‑ / 3G‑: prefixes 2G‑ and 3G‑ refers to functionality that supports only GSM or UMTS, respectively, e.g. 2G‑CDF refers only to the GSM functionality of an CDF.

accounting: process of apportioning charges between the Home Environment, Serving Network and User.

billing: function whereby CDRs generated by the charging function are transformed into bills requiring payment.

Billing Domain: Part of the operator network, which is outside the core network, that receives and processes CDR files from the core network charging functions. It includes functions that can provide billing mediation and billing other (e.g. statistical) end applications. It is only applicable to offline charging (see "Online Charging System" for equivalent functionality in online charging).





chargeable event: activity utilizing telecommunications network infrastructure and related services for:

-
user to user communication (e.g. a single call, a data communication session or a short message); or

-
user to network communication (e.g. service profile administration); or

-
inter-network communication (e.g. transferring calls, signalling, or short messages); or

-
mobility (e.g. roaming or inter-system handover); and

-
that the network operator wants to charge for.

charged party: user involved in a chargeable event who has to pay parts or the whole charges of the chargeable event, or a third party paying the charges caused by one or all users involved in the chargeable event, or a network operator.

charging: function whereby information related to a chargeable event is formatted and transferred in order to make it possible to determine usage for which the charged party may be billed.

Charging Data Record (CDR): A formatted collection of information about a chargeable event (e.g. time of call set-up, duration of the call, amount of data transferred, etc) for use in billing and accounting. For each party to be charged for parts of or all charges of a chargeable event a separate CDR shall be generated, i.e. more than one CDR may be generated for a single chargeable event, e.g. because of its long duration, or because more than one charged party is to be charged.

charging function: entity inside the core network domain, subsystem or service that is involved in charging for that domain, subsystem or service.

circuit switched domain: domain within GSM / UMTS in which information is transferred in circuit mode.

domain: part of a communication network that provides services using a certain technology.

GPRS:  Packet Services for GSM and UMTS systems.

GTP': GPRS protocol, used for CDR transport. It is derived from GTP with enhancements to improve transport reliability necessary for CDRs. NOTE:
This protocol is not used for tunnelling.

GSM only: qualifier indicating that this clause or paragraph applies only to a GSM system. For multi-system cases this is determined by the current serving radio access network.

inter-system change: change of radio access between different radio access technologies such as GSM and UMTS.

in GSM,...: qualifier indicating that this paragraph applies only to GSM System.

in UMTS,...: qualifier indicating that this paragraph applies only to UMTS System.

middle tier TS: used for the 3GPP charging TSs that specify the domain / subsystem / service specific, online and offline, charging functionality. These are all the TSs in the numbering range from TS 32.250 [10] to TS 32.27x [3x], e.g. TS 32.250 [10] for the CS domain, or TS 32.270 [30] for the MMS service. Currently, there is only one "tier 1" TS in 3GPP, which is the TS 32.240 [1] that specifies the charging architecture and principles. Finally, there are a number of top tier TSs in the 32.29x numbering range ([50] ff) that specify common charging aspects such as parameter definitions, encoding rules, the common BD interface or common charging applications.
near real time: near real time charging and billing information is to be generated, processed, and transported to a desired conclusion in less than one (1) minute.
observed IMEI ticket: record used to describe an EIR relevant event e.g. a blacklisted IMEI.

offline charging: charging mechanism where charging information does not affect, in real-time, the service rendered.

online charging: charging mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with session/service control is required.

Online Charging System: the entity that performs real-time credit control. Its functionality includes transaction handling, rating, online correlation and management of subscriber accounts/balances.

packet switched domain: domain in which data is transferred between core network elements.

Real-time: real time charging and billing information is to be generated, processed, and transported to a desired conclusion in less than 1 second.
subscriber: A subscriber is an entity (associated with one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of users authorized to enjoy these services, and also to set the limits relative to the use that associated users make of these services.

UMTS only: qualifier indicating that this clause or paragraph applies only to a UMTS system. For multi-system cases this is determined by the current serving radio access network.
user: An entity, not part of the 3GPP System, that uses network resources by means of a subscription. The user may or may not be identical to the subscriber holding that subscription.

	Next change


6.2.4.0
General

This clause describes the information elements used in the GTP’ messages and the category in the tables are used according to the charging data configuration defined in clause 5.4 of TS 32.240 [1].
	Next change


6.2.4.1
Node Alive Request

The Node Alive Request message may be used to inform that a node in the network has started its service (e.g. after a service break due to software or hardware maintenance or data service interruption after an error condition). 
A node may send a different Node Address than its own in the Information Element, e.g. informing the "next node in the chain" that the "previous node in the chain" (which is located on the other side of the sender of this message) is now ready for service. This message type is optional if the Path Protocol is TCP.

The Node Alive Request message allows a quicker reconnect capability than the Echo Request message based polling can provide, and its usage has a reduced load effect on the network, particularly when the number of network nodes using GTP' is high. It may also be used to inform when a new network node has become available for service. 
If the Echo Request message is also used, then the usage of the Node Alive Request message allows the interval of Echo Requests to be longer, thus reducing network load by reducing number of Echo Requests. 
The IEs in a Node Alive Request message are shown in table 6.2.4.1.1. 

Table 6.2.4.1.1: IEs in a Node Alive Request

	Information Element
	Category

	Node Address
	M

	Alternative Node Address
	O

	Private Extension
	O


The Node Address format is the same as for the Charging Gateway Address format described in TS 29.060 [200]).

The format definition for the Node Address information element is the same as the format of the source and destination address of the IP packet that transports the GTP' messages. The optional Alternative Node Address IE can be used in the Node Alive Request if the message sender wants to advertise an IP address that is different from the node address format. This way both the IPv4 and IPv6 node address formats can be supported simultaneously in the messaging, regardless of whether IPv4 or IPv6 is used in the underlying transport.

The Private Extension IE contains vendor- or operator-specific information.
	Next change


6.2.4.2
Node Alive Response

The Node Alive Response message, shown in table 6.2.4.2.1, shall be sent as a response to a received Node Alive Request.

Table 6.2.4.2.1: IEs in a Node Alive Response

	Information Element
	Category

	Private Extension
	O


The Private Extension IE contains vendor- or operator-specific information.

	Next change


6.2.4.3
Redirection Request

There are two use cases for the Redirection Request message: 

- One is to advise that received CDR traffic is to be redirected to another CGF
  due to the sending CGF node is about to stop service (due to an outage for maintenance or an error condition). 

- The second purpose is to inform a CDF which is currently sending data to this node (e.g. CGF), 
  that the next node in the chain (e.g. a mediator device or Billing Computer) has lost connection to this node
  (e.g. CGF).

The IEs in a Redirection Request Message are listed in table 6.2.4.3.1. 
An Address of Recommended Node may be given if, for example, a CGF maintenance outage is handled by first introducing another CGF ready to take incoming CDRs. This way, the network performance can be maintained. The Address of Recommended Node shall only describe an intra-PLMN node containing a CGF, and not a node in any other PLMN.

Table 6.2.4.3.1: IEs in a Redirection Request

	Information Element
	Category

	Cause
	M

	Address of Recommended Node
	O

	Alternative Address of Recommended Node
	O

	Private Extension
	O


Possible Cause values are:

-
"This node is about to go down";

-
"Another node is about to go down";

-
"System failure";

-
"Receive buffers becoming full";

· "Send buffers becoming full".

The Address of Recommended Node information element, shown in figure 6.2.4.3.2, defines the IPv4 or IPv6 format address that the node is identified by in the 3GPP network.
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Figure 6.2.4.3.2: Address of Recommended Node information elements

The format definition for the Address of Recommended Node information element is the same as the format of the source and destination address of the IP packet that transports the GTP' messages. The optional Alternative Address of Recommended Node IE can be used in the Node Alive Request if the message sender wants to advertise an IP address that is different from the node address format. This way both the IPv4 and IPv6 node address formats can be supported simultaneously in the messaging, regardless of whether IPv4 or IPv6 is used in the underlying transport.

The Private Extension contains vendor- or operator- specific information.

	Next change


6.2.4.4
Redirection Response

A Redirection Response message shall be sent as a response of a received Redirection Request. 
The IEs of this message are listed in table 6.2.4.4.1.

Table 6.2.4.4.1: IEs in a Redirection Response

	Information Element
	Category

	Cause
	M

	Private Extension
	O


Possible Cause values are:

-
"Request Accepted";

-
"No resources available";

-
"Service not supported";

-
"System failure";

-
"Mandatory IE incorrect";

-
"Mandatory IE missing";

-
"Optional IE incorrect";

-
"Invalid message format";

-
"Version not supported".

The Private Extension contains vendor- or operator-specific information.

	Next change


6.2.4.6
Data Record Transfer Response

The message shall be sent as a response of a received Data Record Transfer Request. 
Also, several Data Record Transfer Requests can be responded by a single Data Record Transfer Response.

Table 6.2.4.6.1: IEs in a Data Record Transfer Response

	Information Element
	Category

	Cause
	M

	Requests Responded
	M

	Private Extension
	O


The Cause (whatever the value may be) applies for all those Data Record Transfer Requests, responded by that particular Data Record Transfer Response.

Possible Cause values are:

-
"Request Accepted";

-
"No resources available";

-
"Service not supported";

-
"System failure";

-
"Mandatory IE incorrect";

-
"Mandatory IE missing";

-
"Optional IE incorrect";

-
"Invalid message format";

-
"Version not supported";

-
"Request not fulfilled";

-
"CDR decoding error";

-
"Request already fulfilled";

-
"Request related to possibly duplicated packet already fulfilled";

-
"Sequence numbers of released/cancelled packets IE incorrect".

The cause value "CDR decoding error" is optional, primarily intended to inform the CDF that the receiving node 
cannot decode the CDR. Thus, special features in the receiving node that are based on information within the CDR, would not be operable. This message could alert the operator of a remote generating node of incompatible CDR encoding. It is optional and no action or response is required.

The Requests Responded information element contains the IE Type, Length and the Sequence Numbers (each 2 octets) of the Data Record Transfer Requests. It is shown in figure 6.2.4.6.2.
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Figure 6.2.4.6.2: Requests Responded IE

The Private Extension contains vendor or operator specific information.

Depending on the Cause value severity and general occurrence frequency, the node that sent the corresponding Data Record Transfer Request, may start to direct its CDRs to another CGF.

	End of changes


_1013429037.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











Length = 16 (Decimal)







IPv6 Address







Type = 254 (Decimal)







4-19







1







2-3







 Octets







 Bits







8







7







6







4







3







2







1







5











_935227290.doc







_1436613276.doc


 4..5







2..3







Length







n...n+1







Sequence Number DataRecordTransfer Request N







1







 Octets







 Bits







5







1







2







3







4







6







7







8







Sequence Number DataRecordTransfer Request 1







Type = 253












