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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

3GPP WG SA5 TS 32-series comprise a set of specifications for Interface N (Itf-N) describing the requirements and solutions for various network management domains or services (e.g. Alarm IRP, PM IRP, BasicCM IRP, KernelCM IRP, BulkCM IRP, Notification IRP, CS IRP, FileTransfer IRP and EP IRP).

The large number of IRPs reflects the large number of diverse Network Management (NM) domains, services and solutions which are required to satisfy all operators’ needs taken as a whole. However, not all operators require all network management (NM) domains services and solutions defined by these IRPs. 
This present document aims at providing one or more subsets of IRP requirements selected from the existing IRPs’ requirements and corresponding IRP functionality based on input from operators.
1
Scope

The present document examines IRP requirements selected from existing IRPs’ requirement and identifies one or more subsets of these requirements. It also studies the grouping of IRP functionality to recommend which functionality is needed in a network management context to satisfy every given subset of requirements.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 32.103: "Telecommunication management; Integration Reference Point (IRP) overview and usage guide".
[3]
NGMN: "Recommendation for IRP Ensembles".  https://www.ngmn.org/uploads/media/140103_NGMN_Open_OAM-IRP_Ensembles_Recommendations.pdf
[4]
3GPP TS 32.601: "Telecommunication management; Configuration Management (CM); Basic CM Integration Reference Point (IRP); requirements".
[5]
3GPP TS 32.611: "Telecommunication management; Configuration Management (CM); Bulk CM Integration Reference Point (IRP); requirements".
[6]
3GPP TS 32.661: "Telecommunication management; Configuration Management (CM); Kernel CM requirements".
[7]
3GPP TS 32.401: "Telecommunication management; Performance Management (PM); Concept and requirements ".
[8]
3GPP TS 32.111-1:" Telecommunication management; Fault Management; Part 1: 3G fault management requirements".
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

(void)
3.2
Symbols

For the purposes of the present document, the following symbols apply:

(void)
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CM 
Configuration Management
EMS
Element Management System
FM                       Fault Management

IRP
Integration Reference Point
MML 
Man-Machine Language
NMS
Network Management System
NRM
Network Resource Model

PM
Performance Management
4
Background
4.1
Overview
For the purpose of management interface 3GPP has developed an interface concept known as Integration Reference Point (IRP) to promote the wider adoption of standardized management interfaces in telecommunication networks.
Due to the continuous arrival of new SON functions in 3GPP Release 9 and Release 10 (e.g. Drive Tests substitution, Energy Savings Management (ESM), etc.), the number of IRPs which have been yet defined is quite important and, either their number is about to increase dramatically or their complexity is getting very large:
· Network Resource Model IRPs:

· Generic NRM IRP

· E-UTRAN NRM IRP

· EPC NRM IRP

· Interface IRPs:

· Basic Configuration Management IRP

· Bulk Configuration Management IRP

· Kernel Configuration Management IRP

· Notification IRP

· Alarm IRP

· Advanced Alarm IRP

· Subscription Management IRP

· Generic IRP Management

· Test management IRP

· Notification Log IRP

· File Transfer IRP

· Communication Surveillance IRP

· Entry Point IRP

· Partial Suspension of Itf-N IRP

· Delta Synchronization IRP

· Performance Management IRP

· Trace Management IRP

· Self-Configuration of Network Elements IRP

· Software management IRP

· State Management IRP

· Inventory Management IRP

· SON functions:

· ANR Management is using both E-UTRAN NRM IRP and Basic / Bulk Configuration Management

· Automatic PCI Configuration: same.
Consequently, there is a need to define a subset of IRPs, i.e. some grouping of IRPs to determine which IRPs are needed in a given network management application profile. The report is to address the appropriate subset of IRPs used for RAN including GERAN/UTRAN/E-UTRAN and Core Network(2G/3G/LTE).
5
Concepts and architecture
5.1 General 

3GPP WG SA5 has defined a set of Interface IRP specifications (the TS 32-series) for Itf-N with Requirements,Information Services (IS)  and Solution Sets (SS)  for different protocols. However, some functions of Itf-N are not used by some operators, such as acknowledgement of an alarm, manual alarm clearing, network element creation/deletion etc. Different operators have different needs for using different subsets of Itf-N.
It is important to identify the essential parts from the existing specifications based on actual use in operators’ deployments.

This present document studies  Fault Management (FM), Performance Management (PM) and Configuration Management (CM).
5.2 Fault Management (FM)
(Quote from TS32.111-1, version 12.0.0, Introduction)
"
A 3G system is composed of a multitude of Network Elements (NE) of various types and, typically, different vendors, which inter-operate in a co-ordinated manner in order to satisfy the network users' communication requirements. 
The occurrence of failures in a NE may cause a deterioration of this NE's function and/or service quality and will, in severe cases, lead to the complete unavailability of the respective NE. In order to minimize the effects of such failures on the Quality of Service (QoS) as perceived by the network users it is necessary to:

· detect failures in the network as soon as they occur and alert the operating personnel as fast as possible;

· isolate the failures (autonomously or through operator intervention), i.e. switch off faulty units and, if applicable, limit the effect of the failure as much as possible by reconfiguration of the faulty NE/adjacent NEs;

· if necessary, determine the cause of the failure using diagnosis and test routines; and,

· repair/eliminate failures in due time through the application of maintenance procedures.

This aspect of the management environment is termed "Fault Management" (FM). The purpose of FM is to detect failures as soon as they occur and to limit their effects on the network Quality of Service (QoS) as far as possible. 
"
5.3 Performance Management (PM)
(Quote from TS 32.401 [7], version 11.0.0, clause 4)
"
Any evaluation of PLMN-system behaviour will require performance data collected and recorded by its NEs according to a schedule established by the EM. This aspect of the management environment is termed Performance Management.

The purpose of any Performance Management activity is to collect data, which can be used to verify the physical and logical configuration of the network and to locate potential problems as early as possible.
"
Additionally, the process of Performance Management (PM) has also been defined in TS 32.401 [7].
(Quote from TS 32.401 [7], version 11.0.0, clause 4)
"
-the management of the performance measurement collection process;
- the generation of performance measurement results ;

- the local storage of measurement results in the NE;

- the transfer of measurement results from the NE to an OS (EM and/or NM); and
- the storage, preparation and presentation of results to the operating personnel.
"
The present document emphasises the above fourth bullet step which relates to the Itf-N.
5.4 Configuration Management (CM)
(Quote from TS 32.600 Clause 7.1)
“The Itf‑N (see ref. 3GPP TS 32.102 [2]) is an object oriented interface, i.e. all resources of the PLMN network (functional and physical resources) whose management is standardised by the present document are represented as Managed Object Instances (MOI) of a Network Resource Model (NRM).

The NRM shall be highly simplified for the purpose of the NM, based on the assumption that all of the detailed CM actions, including fault correction after one or more alarms, are performed by an Element Manager (EM), which knows the vendor-specific NRM and configuration.

The NRM identifies the basic Network Resources (NRs) to the level of detail required by FM and PM at the Network Management (NM) level. In addition to NR identification, the NRM also supports the alarm surveillance part of FM by defining which alarms can be notified by which Information Object Classes (IOCs).”
Generally, Configuration Management (CM) aspects of managing a PLMN network contains the following process:

· Installing a PLMN network;
· Operating a PLMN network;
· Growing/pruning a PLMN network
· NRM data monitoring
In order to simplify Itf-N, only the last process is implemented through Itf-N, while others are implemented by EM/NEs.

(Quote from TS 32.600 Clause 5.2)
“The system monitoring service component provides the operator with the ability to receive reports (on request or spontaneously) on the configuration of the entire network or parts of it from managed NEs. These consist of structure, states, versions employed and data settings. The NE sends spontaneous reports if there was an autonomous change of, for example, the states or other values due to Fault Management (FM) actions. Also, the NM may ask the managed EM/NE to send the information required to the NM at any time.”
“Any inconsistencies found during system monitoring by the NM should be reported to the operator, and it is left to the operator or an Operations System Function (OSF) to take appropriate actions.”

6
Application of Network Management (NM) requirements

6.1 Fault Management (FM)
The following requirements are proposed:

6.1.1 Real-time forwarding of event reports
(Quote from TS32.111-1, version 12.0.0, clause 5.2.2)
"
If the Itf-N is in normal operation (the NM connection to the subordinate entities is up), alarm reports are forwarded in real-time to the NM via appropriate filtering located in the subordinate entity. These filters may be controlled either locally or remotely by the managing NM (via Itf-N) and ensure that only the event reports which fulfil pre-defined criteria can reach the superior NM. In a multi-NM environment each NM shall have an own filter within every subordinate entity which may generate notifications. 
"
6.1.2 Real-time forwarding of Alarm clearing message
(Quote from TS32.111-1, version 12.0.0, clause 5.2.3)
"
On the Itf-N, alarm reports containing the value "cleared" of the parameter perceivedSeverity are used to clear the alarms. The correlation between the clear alarm and the related active alarms is performed by means of unambiguous identifiers.

This clearing mechanism ensures the correct clearing of alarms, independently of the (manufacturer-specific) implementation of the mapping of alarms/state change events in accordance with the information model of the Itf-N.
 "
6.1.3 Retrieval of current alarm information on NM request

(Quote from TS32.111-1, version 12.0.0, clause 5.3.1)
"
The present document defines a flexible, generic synchronization procedure, which fulfils the following requirements:

* The alarm information provided by means of the synchronization procedure shall be the same (at least for the mandatory parameters) as the information already available in the alarm list. The procedure shall be able to assign the received synchronization-alarm information to the correspondent requests, if several synchronization procedures triggered by one NM run at the same time.

* The procedure shall allow the NM to trigger the start at any time and to recognize unambiguously the end and the successful completion of the synchronization.

* The procedure shall allow the NM to discern easily between an "on-line" (spontaneous) alarm report and an alarm report received as consequence of a previously triggered synchronization procedure.

* The procedure shall allow the NM to specify filter criteria in the alignment request (e.g. for a full network or only a part of it.

* The procedure shall support connections to several NM and route the alignment-related information only to the requesting NM.
* During the synchronization procedure new ("real-time") alarms may be sent at any time to the managing NM.

If the EM loses confidence to its alarm list and rebuilds it, then the EM shall indicate to the NM that the alarm list have been rebuilt. If the rebuild of the alarm list only concerns alarms for e.g. one NE then the EM may indicate that it is only that part of the alarm list that has been rebuilt. In the latter case the NM may use the knowledge that only a specific subset of the alarm list have been rebuilt to perform a partial resynchronization using filters. 
"
6.2 Performance Management (PM)
The following requirements are proposed:

6.2.1 Transfer of performance measurements

(Quote from TS 32.401 [7], version 11.0.0, clause 5.5.2)
"
All scenarios for the result transfer, as far as they are relevant for standardisation of 3G systems, are defined above. It

should be noted that, depending on an Operator's needs, measurement results may have to be transferred to the EM

only, the NM only, or both. 
"
The present document concentrates on parts of the above referred requirements, namely transferring measurements to the NM.
6.3 Configuration Management (CM)
The following requirements are proposed:
(Quote from TS 32.600 Clause 6.2.3)
“
For responses to information requests and for information reports, it should be possible for the operator to specify where and when the information should go. The NM, EM and NE shall provide a capability to configure the response/reporting capabilities such that the following requirements are met at the Itf‑N:


information forwarding shall be possible to be enabled and disabled;


information shall be possible to be forwarded to the NM as soon as it is available;


information shall be possible to be directed to any of various NMs (one or several).
7
Grouping of functions

8
Recommendations
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