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1
Decision/action requested

Discuss and agree on the method to read RPT data.
2
References

[1]
S5-144289 “pCR 28.668 – Add attributes to the info model”
3
Rationale

3.1
Introduction

At SA5#96 was presented in [1] an operation to read the site and antenna data from the RPT. The reception of the message request allows ensuring always up to date RPT data is returned. Though it was agreed that in a first step always all data shall be returned, the operation request can also be used to provide parameters to the RPT to select a certain subset of data (scoping/filtering). The RPT data is returned in the message response. It is to be noted here, that this data can be assembled on the fly, or life in a file. For the message response this does not matter.
The need for an operation was discussed at SA5#96. There was the opinion that it is enough to define a file format for the RPT data to be returned, and that an operation is overkill given the identified use cases, or – in other words – that the benefit in terms of plug&play functionality does not outweigh the cost of implementation.

This contribution discusses in more detail the anticipated use cases, and the requirements for the functionality that these use cases entail.
3.1
Detailed use cases and solution requirements
The use cases documented is TS 28.667 focus on the type of data to be read (site, antenna and cell data) and on the relationships between them (e.g. which cell is cupported by which antennaa, and which antennaa supports which cell).
The use cases don’t say anything about which application reads this data for which purpose at which time intervals. It is only stated that the NM reads the data. This is also for good reason, since everything else is outside the scope of standards.
However, the method to access the data is mainly a function of how often the data is read; the more often it is read the more plug&play you need. For this reason it is important to look at which applications read the data. But again, this is only background information, and should not go into standards.
Use Case 1: It was stated at SA5#96 that the RPT data is read after initial deployment of base stations. The autor has the understanding that what was meant is the mass deployment of bases stations in a certain geographical area during the initial roll out phase, i.e. when no base stations at all or no base stations of a certain radio technology exist in the geographical area. This is different from network growth, where base stations are added. In this use case the data is read only once. The current info model in 28.668 specifies only site data and antenna data (and supported cells). The author does not see the need to read this kind of data during initial roll out. This is because base stations need to be configured during initial roll out, but they are configured with configuration data and not with site and antenna data. Nevertheless it is acknowledged that this use case may exist, and if not today then in future since it was agreed that the RPT info model may also be extended with configuration data.
Use Case 2: Applications on NM may need to know where the sites are located and which antennas are installed. One example of this type of application is an inventory system. It stores data about the physical resources. The question is now where this inventory system gets the data from. One possibility is to simply read it from the RPT. In a typical deployment this is often the only place where this data is available. The inventory system should store always up to date data. For this reason the RPT data is read during the initial deployment, but also during nework growth, when base stations are added.
Use Case 2: Other applications on NM layer requiring site and antenna data may be SON applications. These applications require also always up to date data, and read the RPT data also during the network growth process.

As can be seen above there are numerous applications reading the RPT data in regular intervals or after some triggerering event since they need up to date network data. This calls for a full plug&play solution requiring no manual intervention.
It may be discussed if the solution should also cater for use case 1 where the data is read only once, and which may not require a full plug&play solution since some manual intervention may be acceptable.

3.2
Possible solutions
The following solutions to read RTP data are identified:
Solution A: An operation based on message request and message response is defined. The message request is used to provide a query request (scoping and filtering) to the RPT. The message response returns the data. The data (syntax and semantics) in the message response is described by some meta modelling language like XML Schema or JSON Schema.
Solution B: An operation based on message request and message response is defined. The message request is used to provide a query request (scoping and filtering) to the RPT. The data is stored in a file. The message response returns the file name and file location. The syntax and semantics of the file has to be defined as well by a meta medelling language. The NM downloads the file with ftp or any other appropriate protocol.
Solution C: Only the syntax and semantics of a file are specified. It is outside the scope of standards to make sure the file has always up to date data. It is also ouside the scope of standards how the NM finds out the file name and file location.
Solution D: This is a combination of Solution A and C. The operation is defined as for Solution A. But it is added that a standard compliant solution is also when the operation is not supported and the RPT data is made available in a file which must comply with the syntax and sematic definition for the data used in the message response.
3.3
Evaluation of the solutions

Solution A is fully plag&play.
Solution B is also fully plag&play. It requires two protocols, one for the message request and message response and one for transfering the file. Due to the high cost of implementation this solution is not recommended.
Solution C is not fully plug&play. File name and file location is not made known to the NM in standardized fashion. Also, the standard does not forsee any means to make sure to file has up to date RPT data. This solution is hence discarded.
Solution D is like Solution A, with the additional possibility to make available RPT data in a file.
3.4
Conclusion

It is proposed to go for solution A. In case the group comes to the conclusion that also a very lightweight solution not having standardized plug&play functionality is required it is proposed to go for Solution D.
In case the main driver for the request to define a file format only was driven by the need to minimize implementation effort, please refer also the the discussion paper on Solution Sets in S5-145137.

4
Detailed proposal

See pCR in S5-145136.
