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Decision/action requested

Discuss and approve on the text proposal.
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Rationale

At the SA5 Sapporo meeting, a comment indicated that this contribution may need to specify a new WLAN MIB, by citing the following text from SID. 
“ … it is expected that this WI will not modify WLAN MIBS (that are defined in IEEE std 802.11) or will not specify alternatives of WLAN MIBs. This WI will rely on information defined by WLAN MIBs.”
This contribution proposes a PM data handling method to collect the mean and maximum statistics of WLAN counters (e.g. the number of associated UE dot11AssociatedStationCount in IEEE802dot11-MIB [3]). Therefore, it relys on information defined by IEEE802dot11-MIB, and has no intention to specify alternatives of WLAN MIBs. In fact, it is intended to define the PM measurements for use on the Type-2 interface, according to the following text as extracted from the SID.  
WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface to the 3GPP Network Manager. It is the intention that the performance measurements, such as traffic load, Quality of Service (e.g. packet throughput, etc), resource availability (e.g. the recording of begin and end times of service unavailability) are to be defined.
Based on this guideline, the group has agreed the alarm handling text (see section 4.6. in TR 32.841 [1]) that requires addition, change or removal of certain information (see below).
a) There exists no AlarmInformation [6] in AlarmList [6] corresponding to the newly received alarm or 

b) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to any value but Cleared or
c) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to Cleared.
In case of a), a new AlarmInformation is added in the AlarmList.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyNewAlarm if the added AlarmInformation satisfies the subscription filter constraint.  
In case of b), the corresponding AlarmInformation perceivedSeverity is changed.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyChangedAlarm if the subject AlarmInformation satisfies the subscription filter constraint.  

In case of c), the corresponding AlarmInformation is removed from the AlarmList if it has been acknowledged; else its perceivedSeverity is changed to Cleared.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyClearedAlarm if the subject AlarmInformation satisfies the subscription filter constraint
Therefore, this contribution proposes that the text of performance measurements handling for SI be added to [1].

4
Detailed proposal
	1st Modified Section


4.5        Performance measurements handling
There are two soultions in the handling of WLAN performance measurements.

Solution 1: performance measurements are handled at EM 
WLAN performance monitoring use case in section 5.1 shows that ifInOctets, ifOutOctets, ifHCInOctets and ifHCOutOctets in IF-MIB [2] can be used to measure data volume. The ifInOctets, ifOutOctets, ifHCInOctets and ifHCOutOctets are referred to as SNMP-counters. 

The SNMP-counters (e.g. ifInOctets, ifHCInOctets) would be incremented by ‘1’ when one byte of data is received. The SNMP-counters (e.g. ifOutOctets, ifHCOutOctets) would be incremented by ‘1’ when one byte of data is transmitted. The SNMP-counter value would wrap around when it reaches the maximum allowed value for the SNMP-counter. The SNMP-counter value would be reset to zero in certain situations.

Data volume is collected via the method of CC (Cumulative Counter) [7] over the Itf-N. 

CC cannot be used to carry the values of SNMP-counters since SNMP-counters are not reset to ‘0’ at the beginning of each granularity period (GP), as required by the CC definition.

The EM entity, dependent on vendor specific algorithm, would collect two values by reading SNMP-counters at the beginning and the end of the GP. The difference between these values is the CC measurement in the GP. The algorithm should take into consideration that the SNMP-counter values might have wrapped around or reset to zero during the GP,

The selection of SNMP-counters (e.g. using 32 or 64 bits SNMP-counters) for data volume measurement should take into account the WLAN line speed used, in order to prevent the counters from wrapping around twice in a GP.
The mean and maximum statistics of WLAN counters (e.g. the number of associated UE dot11AssociatedStationCount in IEEE802dot11-MIB [1]) are typically collected via the method SI (Status Inspection) [7] over the Itf-N. However, dot11AssociatedStationCount is a SNMP-counter that does not support SI. Therefore, the EM entity may need firstly to sample at a pre-defined interval the SNMP-counters, secondly to calculate the arithmetic mean of all samples at the end of the granularity period to compute the mean statistics, and thirdly to select the maximum value from all samples at the end of the granularity period to compute the maximum statistics.
Solution 2: performance measurements are handled at NM
WLAN performance monitoring use case in section 5.1 shows that ifHCInOctets and ifHCOutOctets in IF-MIB [2] can be used to measure data volume. The ifHCInOctets and ifHCOutOctets are referred to as SNMP-counters. 

The SNMP-counters (e.g. ifHCInOctets) would be incremented by ‘1’ when one byte of data is received. The SNMP-counters (e.g. ifHCOutOctets) would be incremented by ‘1’ when one byte of data is transmitted. The SNMP-counter value would wrap around when it reaches the maximum allowed value for the SNMP-counter. The SNMP-counter value would be reset to zero in certain situations.

For 64bits SNMP-counter, the EM entity receives it from WLAN AP and forwards the counter to the Network Manager directly at end of the collection period (e.g.15 minutes).

The same principleapplies to counters which useother collection methods in 3GPP (e.g.SI/DER/GAUGE).
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7         Conclusion

The study concludes that it is technically possible to collect the WLAN performance measurements, but there are two solutions in the handling of performance measurements, as described in section 4.5 Performance Measurements Handling. Which solution is to be used will be decided in the normative phase.
This study concludes that IETF defined alarms on linkUp and linkDown notifications (RFC 3877 [8]) shall be reported via Itf-N using notifyNewAlarm and notifyClearedAlarm.
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