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1. Overall Description:

SA5 thanks SA2 for the LS (S5-140467) regarding providing parameters to TDF.
SA5 has discussed the below aspects extracted from SA2 LS on Serving node type needed by TDF, 
“The Serving node Type can be obtained by the TDF based on RAT type. As for WLAN access there is no differentiation between Trusted and Untrusted WLAN in the RAT Type, the suggestion is to extend RAT type transferred over Gx and then subsequently over Sd to cover Trusted WLAN and Untrusted WLAN separately. The criteria is that if UE is connected via a WLAN and PGW is connected to ePDG then RAT type is set to Untrusted WLAN and if UE is connected via WLAN and PGW is connected to TWAG then RAT type is set to Trusted WLAN.”
And found that extending the WLAN RAT type to cover the Trusted and Untrusted WLAN case can’t help to deduce Serving node type needed by TDF to cover complete Serving node type cases. The reason contains,

1) Extending WLAN RAT type to cover the Trusted and Untrusted WLAN case is not appropriate because whether radio access network is Trusted or Untrusted is not a characteristic of the access network according to the statement in sub-clause 4.3.1.2 of TS 23.402: "Whether a Non-3GPP IP access network is Trusted or Untrusted is not a characteristic of the access network".
2) PCEF can deduce serving node type based on existing RAT-Type and other information such as access node information and then fill in existing AVP Serving-Node-Type used in SA5. For example the different serving node type like PMIPSGW and GTPSGW can be differentiated by PCEF based on the E-UTRAN RAT type and other access node information. Yet TDF hasn’t direct interface with serving nodes but an interface with PCRF, therefore TDF can’t deduce serving node type like PCEF and the only solution is to obtain serving node type from PCRF over Sd interface if PCRF has got this serving node type from PCEF over Gx interface previously.
In the SA2 LS, SA2 suggests extending the WLAN RAT type to cover the Trusted and Untrusted WLAN case. But as mentioned above, this extension could not be appropriate. SA5 proposes to introduce the Serving-Node-Type AVP (an existing AVP defined in TS32.299 used by SA5) over Gx/Sd interface in CT3 to transfer Serving node type needed by TDF. That means PCEF deduces serving node type based on RAT-Type and access node information and then reports serving node type information over Gx interface to PCRF. PCRF sends this serving node information over Sd interface to TDF if PCRF has got it from PCEF over Gx interface previously. 
SA5 would like to ask SA2 to reconsider this Serving node type related issue and provide guidance. 
2. Actions:

To SA2 group.
ACTION: 
SA5 asks SA2 to take the above into account and provide guidance.
3. Date of Next SA5 Meetings:
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