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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

TBD

1
Scope

The present document makes a gap analysis between the Next Generation Mobile Networks (NGMN) Alliance's "Next Generation Converged Operations Requirements (NGCOR) Requirements" [2] as compared to existing 3GPP solutions, and provides recommendation towards NGCOR compliance including suggestions for further 3GPP specification enhancements.

2
References

The following documents contain provisions that, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[0]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[1]
3GPP TS 32.111-1 "Telecommunication management; Fault Management; Part 1: 3G fault management requirements".
[2]
3GPP TS 32.111-2 "Telecommunication management; Fault Management; Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)".
[3]
3GPP TS 32.111-6 "Telecommunication management; Fault Management; Part 6: Alarm Integration Reference Point (IRP): Solution Set (SS) definitions".
[4]
3GPP TS 32.121 "Telecommunication management; Advanced Alarm Management (AAM) Integration Reference Point (IRP)".
[5]
3GPP TS 32.122 "Telecommunication management; Advanced Alarm Management (AAM) Integration Reference Point (IRP): Information Service (IS)".
[6]
3GPP TS 32.126 "Telecommunication management; Advanced Alarm Management (AAM) Integration Reference Point (IRP); Solution Set (SS) definitions".
[7]
3GPP TS 32.351 "Telecommunication management; Communication Surveillance (CS) Integration Reference Point (IRP); Requirements".
[8]
3GPP TS 32.352 "Telecommunication management; Communication Surveillance (CS) Integration Reference Point (IRP); Information Service (IS)".
[9]
3GPP TS 32.356 "Telecommunication management; Communication Surveillance (CS) Integration Reference Point (IRP); Solution Set (SS) definitions".
[10]
3GPP TS 28.390 "Telecommunication management; Fixed Mobile Convergence (FMC) Interface Integration Reference Point (IRP) Solution Profiles (SPs)". 
[11]
NGMN Alliance "NGCOR NEXT GENERATION CONVERGED OPERATIONS REQUIREMENTS" V1.4.
[12]
3GPP TS 32.351 "Telecommunication management; Study on Operations, Administration and Maintenance (OAM) aspects of Network Sharing".
[13]
3GPP TS 28.631 “Inventory Management (IM) Network Resource Model (NRM) Integration Reference Point (IRP); Requirements”

[14]
3GPP TS 28.632 “Inventory Management (IM) Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)”

[15]
3GPP TS 28.633 “Inventory Management (IM) Network Resource Model (NRM) Integration Reference Point (IRP); Solution Set (SS) definitions”

[16]
3GPP TS 32.601 “Configuration Management (CM); Basic CM Integration Reference Point (IRP); Requirements”

[17]
3GPP TS 32.602 “Configuration Management (CM); Basic CM Integration Reference Point (IRP); Information Service (IS)”

[18]
3GPP TS 32.606 “Configuration Management (CM); Basic CM Integration Reference Point (IRP); Solution Set (SS) definitions”

[19]
3GPP TS 32.611 “Configuration Management (CM); Bulk CM Integration Reference Point (IRP): Requirements”

[20]
3GPP TS 32.612 “Configuration Management (CM); Bulk CM Integration Reference Point (IRP): Information Service (IS)” 

[21]
3GPP TS 32.616 “Configuration Management (CM); Bulk CM Integration Reference Point (IRP); Solution Set (SS) definitions”
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [0] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [0].

NGMN Alliance: The Next Generation Mobile Networks (NGMN) Alliance is a mobile telecommunications association of mobile operators, vendors, manufacturers and research institutes. It was founded by major mobile operators in 2006 as an open forum to evaluate candidate technologies to develop a common view of solutions for the next evolution of wireless networks. Its objective is to ensure the successful commercial launch of future mobile broadband networks through a roadmap for technology and friendly user trials (Wikipedia, http://www.ngmn.org)

The NGMN Alliance complements and supports standards organizations by providing a coherent view of what mobile operators require. The Alliance's project results have been acknowledged by groups such as the 3rd Generation Partnership Project (3GPP), TeleManagement Forum (TM Forum) and the Institute of Electrical and Electronics Engineers (IEEE).

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [0] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [0].

NGCOR
Next Generation Converged Operations Requirements

NGMN
Next Generation Mobile Networks (NGMN) Alliance
4
Generic Next Generation Converged Operational Requirements (GEN)
Generic (GEN) Next Generation Converged Operational Requirements are considered applicable to all NCGOR functional areas, and therefore a gap analysis on these requirements is conducted within the respective functional area.
	NGCOR Requirements - REQ-GEN (1) “Plug & Play”
It must be possible to implement the interfaces between the OSS easy and efficient by lowest costs and

smallest effort (ideally without any development and/or configuration). The standard specification must

enable “Plug&Play” (e.g. by unambiguously defined interface capabilities)
· Comment: Backward compatibility (see related REQ-GEN (13)) is one major prerequisite to support this

characteristics during the whole life-cycle of the standard interface (e.g. plug & play must be still possible, if the

client of the interface uses version 1.0 and the server uses version 1.2 of the same interface specification)

· (See also TMForum TR 146 Lifecycle Compatibility Release 1-0[1] chapter 3.2.2 : consideration of the

approach to the requirements in TR146 chapter 3.2.2 may help to refine and better understand this

requirement)
Priority: Major

	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (2)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (3)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (4)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (5)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (6)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (7)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (8)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (9)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (10)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (11)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (12)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (13)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (14)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (15)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (16)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (17)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (18)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (19)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (20)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (21)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-GEN (22)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


5
Requirements for NGCOR Modelling and Tooling (MT)
	NGCOR Requirements - REQ-MT (1)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


6.1
Introduction
This clause provides a gap analysis between NGMN NCGOR Modelling and Tooling requirements and 3GPP specifications, as well as indicating available 3GPP solutions on the functional area (additional comments and questions are provided as appropriate).
6.2
Compliance summary

Table 6.2-1: compliance summary

	NGCOR Requirement
	3GPP solution compliance
	Comments

	REQ-MT (1)
	
	

	REQ-MT (2)
	
	

	REQ-MT (3)
	
	

	REQ-MT (4)
	
	

	REQ-MT (5)
	
	

	REQ-MT (6)
	
	

	REQ-MT (7)
	
	

	REQ-MT (8)
	
	

	REQ-MT (9)
	
	

	REQ-MT (10)
	
	

	REQ-MT (11)
	
	

	REQ-MT (12)
	
	

	REQ-MT (13)
	
	

	REQ-MT (14)
	
	

	REQ-MT (15)
	
	

	REQ-MT (16)
	
	

	REQ-MT (17)
	
	

	REQ-MT (18)
	
	

	REQ-MT (19)
	
	

	REQ-MT (20)
	
	

	REQ-MT (21)
	
	

	REQ-MT (22)
	
	

	REQ-MT (23)
	
	

	REQ-MT (24)
	
	

	REQ-MT (25)
	
	

	REQ-MT (26)
	
	

	REQ-MT (27)
	
	

	REQ-MT (28)
	
	

	REQ-MT (29)
	
	

	REQ-MT (30)
	
	

	REQ-MT (31)
	
	

	REQ-MT (32)
	
	

	REQ-MT (33)
	
	

	REQ-MT (34)
	
	

	REQ-MT (35)
	
	

	REQ-MT (36)
	
	

	REQ-MT (37)
	
	

	REQ-MT (38)
	
	

	REQ-MT (39)
	
	

	REQ-MT (40)
	
	

	REQ-MT (41)
	
	

	REQ-MT (42)
	
	

	REQ-MT (43)
	
	

	REQ-MT (44)
	
	

	REQ-MT (45)
	
	

	REQ-MT (46)
	
	

	REQ-MT (47)
	
	

	REQ-MT (48)
	
	

	REQ-MT (49)
	
	

	REQ-MT (50)
	
	

	REQ-MT (51)
	
	

	REQ-MT (52)
	
	

	REQ-MT (53)
	
	

	REQ-MT (54)
	
	

	REQ-MT (55)
	
	

	REQ-MT (56)
	
	

	REQ-MT (57)
	C
	

	REQ-MT (58)
	C
	This information can be derived from the specification. 

This information is not captured in the UML operation model.

	REQ-MT (59)
	TBD
	Need clarification on the "dynamic requirement". 

Compliant if the requirement is  "Interface object classes shall be used to model the interfaces in the operations model."

	REQ-MT (60)
	TBD
	Need clarification on what is "service interface"

	REQ-MT (61)
	C
	

	REQ-MT (62)
	TBD
	Need clarification on "Atomic/Idempotency/ Bulk Transfer Pattern". 

Note these terms are under MSDO JWG phase II discussion.

	REQ-MT (63)
	TBD
	Need discussion on the necessity of the common exception, and it is not clear which operation shall support the common exceptions. 

Note the set of common exceptions are now under MSDO JWG phase II discussion.

	REQ-MT (64)
	TBD
	Note the set of common exceptions are now under MSDO JWG phase II discussion.

	REQ-MT (65)
	C
	This information can be derived from the specification. 

This information is not captured in the UML operation model.

	REQ-MT (66)
	C
	

	REQ-MT (67)
	C
	

	REQ-MT (68)
	C
	This information can be derived from the specification. 

This information is not captured in the UML operation model.

	REQ-MT (69)
	C
	The format of "GeneralizedTime" is solution set specific.

	REQ-MT (70)
	TBD
	Need clarification on "User-defined data types". 

If the term means "vendor defined data type", it is out of scope of standard. 

If the term means "SDO defined data type", it is compliant.

	REQ-MT (71)
	C
	

	REQ-MT (72)
	C
	3GPP uses "names" instead of "naming" which has been agreed in MSDO JWG.

	REQ-MT (73)
	C
	This information can be derived from the specification. 

This information is not captured in the UML operation model.

	REQ-MT (74)
	
	

	REQ-MT (75)
	
	

	REQ-MT (76)
	
	

	REQ-MT (77)
	
	

	REQ-MT (78)
	
	

	REQ-MT (79)
	
	

	REQ-MT (80)
	
	

	REQ-MT (81)
	
	

	REQ-MT (82)
	
	

	REQ-MT (83)
	
	

	REQ-MT (84)
	
	

	REQ-MT (85)
	
	

	REQ-MT (86)
	
	

	REQ-MT (87)
	
	

	REQ-MT (88)
	
	

	REQ-MT (89)
	
	

	REQ-MT (90)
	
	

	REQ-MT (91)
	
	

	REQ-MT (92)
	
	

	REQ-MT (93)
	
	

	REQ-MT (94)
	
	

	REQ-MT (95)
	
	

	REQ-MT (96)
	
	

	REQ-MT (97)
	
	

	REQ-MT (98)
	
	

	REQ-MT (99)
	
	

	REQ-MT (100)
	
	

	REQ-MT (101)
	
	

	REQ-MT (102)
	
	

	REQ-MT (103)
	
	

	REQ-MT (104)
	
	

	REQ-MT (105)
	
	

	REQ-MT (106)
	
	

	REQ-MT (107)
	
	

	REQ-MT (108)
	
	

	REQ-MT (109)
	
	

	REQ-MT (110)
	
	

	REQ-MT (111)
	
	

	REQ-MT (112)
	
	

	REQ-MT (113)
	
	

	NOTE:
A cell marked has the following meanings:

C
Compliant

FFS
For Further Study - Still under discussion in M-SDO (or elsewhere)

NA
Not Applicable

NC
Non-Compliant

PC
Partial Compliant




6.2
Compliance details

REQ-MT (#)

Req heading txt (if applicable/available)

3GPP Stage-1 reference/Gap

· Reference xyz

3GPP Solution reference/Gap

· Solution reference xyz

· Gap description (if applicable)


3GPP Solution compliance compliance/Proposal

· Compliant statement

· Requires Implementation of identify applicable 3GPP specifications (or portions of it)

Comments/Questions/Open issues

None or identify Comments/Questions/Open issues

REQ-MT (57) 

An object class shall have the following properties:

· Object Class name
Shall follow Upper CamelCase (UCC)
The complete Distinguished Name (DN) having this name as a equipment must be unique across an interface instance

· Object Class description
Shall contain a textual description of the object class
Shall refer (to enable traceability) to the appropriate requirement

· Superclass(es)
Inheritance and multiple inheritance may be used

· Abstract Object Class
Indicates if the object class can be instantiated or is just used for inheritance

· Required Object Notifications
Shall identify if creation/ deletion notifications are to be send
"objectCreationNotification" <NO | YES | NOT_APPLICABLE>
"objectDeletionNotification" <NO | YES | NOT_APPLICABLE>
"objectDiscoveryNotification" <NO | YES | NOT_APPLICABLE>

· Support Qualifier
Identifies the required support of the object class: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory

3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement.


3GPP Solution compliance compliance/Proposal

· Compliant 

Comments/Questions/Open issues

None

REQ-MT (58) 

An attribute within an object class shall have the following properties:

· Attribute name
Shall follow Lower CamelCase (LCC)

· Boolean typed attribute names shall always start with a verb like ‘is', 'must', etc. (e.g., ‘isAbstract') and the whole attribute name must be composed in a way that it is possible to answer it by "true" or "false"

· Enumeration typed attributes always end with "Kind" (e.g., ‘aggregationKind')

· List typed attributes shall end with the word "List"

· Attributes referencing an instance identifier shall contain the word "Ref"

· Attribute description
Shall contain a textual description of the attribute
Shall refer (to enable traceability) to the specific requirement

· Qualifiers

· Ordered
For a multi-valued multiplicity; this specifies whether the values in an instantiation of this attribute are sequentially ordered; default value is false

· Unique
For a multi-valued multiplicity, this specifies whether the values in an instantiation of this attribute are unique (i.e., no duplicate attribute values are allowed); default value is true

Excerpt from UML superstructure specification [44]: When isUnique is true (the default) the collection of values may not contain duplicates. When isOrdered is true (false being the default) the collection of values is ordered. In combination these two allow the type of a property to represent a collection in the following way:

Table 1: Collection types for properties
(Table extracted from UML Superstructure Specification [44])

	isOrdered
	isUnique
	Collection type

	false
	True
	Set

	true
	True
	OrderedSet

	false
	False
	Bag

	true
	False
	Sequence


· Read Only
If true, the attribute may only be read, and not written by the client OS. The default value is false

· Type
Refers to a pre-defined or user-defined data type; see also chapter 4.5.1.4.7
· Default Value
Provides the value that the attribute has to start with in case the value is not provided during creation or already defined because of a system state

· Multiplicity
Defines the number of values the attribute can simultaneously have

· Attribute Notifications
Identifies if a notification has to be sent in case of a value change

· Invariant
Identifies if the value of the attribute can be changed after it has been created; default value is "False"

· Value Range
Identifies the allowed values the attribute can have

· Passed by Id
Identifies if the attribute contains just a pointer to the information (passed by id = true) or contains the whole information itself (passed by id = false); default value = "false"

· Support Qualifier
Identifies the required support of the attribute: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory

3GPP Stage-1 reference

·  Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

·  Compliant.


3GPP Solution compliance compliance/Proposal

· Compliant. 

Comments/Questions/Open issues

This information can be derived from the specification. This information is not captured in the UML operation model.

REQ-MT (59) 

Interface object classes shall be used to model the interfaces in the operations model and shall be derived from the dynamic requirements.

3GPP Stage-1 reference

· TBD.

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance compliance/Proposal

· TBD 

Comments/Questions/Open issues

Need clarification on the "dynamic requirement".

Compliant if the requirement is "Interface object classes shall be used to model the interfaces in the operations model."

REQ-MT (60) 

A service interface shall have the following properties:

· Service interface name
Shall follow Upper CamelCase (LCC)
Shall be expanded by the word "Service"

· Service interface description
Shall contain a textual description of the service interface
Shall refer (to enable traceability) to the specific requirement

· Support Qualifier
Identifies the required support of the service interface: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory

3GPP Stage-1 reference

· TBD.

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance compliance/Proposal

· TBD 

Comments/Questions/Open issues

Need clarification on what is "service interface".

REQ-MT (61) 

Operations shall be grouped in interface object classes and shall be derived from the dynamic requirements and usage scenarios.

3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement.


3GPP Solution compliance compliance/Proposal

· Compliant 

Comments/Questions/Open issues

None.

REQ-MT (62) 

An operation shall have the following properties:

· Operation name
Shall follow Lower CamelCase (LCC)

· Operation description
Shall contain a textual description of the operation
Shall refer (to enable traceability) to the specific requirement

· Atomic
Identifies if the operation is best effort or is successful/ not successful as a whole

· Return Type
Shall be fixed to "void"

· Pre-condition(s)
Shall list the conditions that have to be true before the operation can be started (i.e., if not true, the operation will not start at all)
Note: It is recommended to define the pre-condition in OCL

· Parameter(s)
Refer to specific requirement below 

· Post-condition(s)
Shall describe the state of the system after the operation has been successfully executed
Note: It is recommended to define the post-condition in OCL

· Idempotency
Defines if the operation is idempotent or not

· Bulk Transfer Pattern
The Bulk Transfer Pattern fully identify the messages and the choreography (sequencing and cardinality) of the messages independently from a business activity; default value is "batch pull iterator pattern"
The following distinct communication patterns are required:

· Batch pull iterator pattern

· Batch push event pattern

· File transfer pattern

· Streaming pattern

· Emits events
Identifies the operation as a process status event with/ or without associated data; default value = "not applicable"

· One way
The operation is one way, when it has only input parameter or only output parameter; default value = "false"

· Operation Exceptions
The allowed exceptions together with a failure reason shall be defined for each operation

· Support Qualifier
Identifies the required support of the operation: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory
3GPP Stage-1 reference

· TBD.

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance compliance/Proposal

· TBD

Comments/Questions/Open issues

Need clarification on "Atomic/Idempotency/ Bulk Transfer Pattern". Note these terms are under MSDO JWG phase II discussion.

REQ-MT (63) 

The following list of common exceptions shall be supported by the operations:

· AlreadyInPostCondition
This exception can be used by operations which are not defined as idempotent. It is used to indicate that the target OS is already in the post-condition

· AtomicTransactionFailure
This exception shall be raised when an atomic operation is not successful due to a failure of one of its sub-parts. The failure reason shall indicate which object/ part failed

· CapacityExceeded
This exception shall be raised when the request will result in resources being created or activated beyond the capacity supported by the NE or target OS

· Duplicate
This exception shall be raised if an object instance cannot be created because an object with the same identifier/name already exists

· EntityNotFound
This exception shall be raised when the specified object does not exist

· FilterNotSupported
This exception shall be raised when a filter definition is not supported by the implemented filter. The failure reason shall indicate the more precise reason

· InventoryOutOfSync
This exception shall be raised when the operation fails because the inventory data bases from the target and requesting OS are out of sync

· NotInValidState
This exception shall be raised when the state of the specified object is such that the target OS cannot perform the operation

· ObjectInUse
This exception shall be raised when the object identified in the request is currently in use

· UnableToNotify
This exception shall be raised when the target OS is unable to connect to the Notification Service

· CommunicationLoss
This exception shall be raised when the target OS is unable to communicate with the subordinate OS

· InternalError
This exception shall be raised when the request has resulted in an OS internal error

· NotImplemented
This exception shall be raised when the target OS does not support this operation

· UnableToComply
This exception shall be raised when the target OS cannot respond to the request

· AccessDenied
This exception shall be raised when the requesting OS is not permitted to perform the operation

· InvalidInput
This exception shall be raised when the operation contains an input parameter that is syntactically incorrect or identifies an object of the wrong type or is out of range
3GPP Stage-1 reference

· TBD.

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance compliance/Proposal

· TBD

Comments/Questions/Open issues

Need discussion on the necessity of the common exception, and it is not clear which operation shall support the common exceptions. Note the set of common exceptions are now under MSDO JWG phase II discussion.

REQ-MT (64) 

The following common exceptions shall be supported by all operations:

· AccessDenied

· CommunicationLoss

· InternalError

· InvalidInput

· NotImplemented

· UnableToComply

3GPP Stage-1 reference

· TBD.

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance/Proposal

· TBD

Comments/Questions/Open issues

 Note the set of common exceptions are now under MSDO JWG phase II discussion.

REQ-MT (65) 

Each parameter within an operation shall have the following properties:

· Parameter name
Shall follow Lower CamelCase (LCC)

· Parameter description
Contains a textual description of the parameter.
Shall refer (to enable traceability) to the specific requirement

· Type
Shall refer to a basic or complex data type
Note: A list of input (in a few cases also output) parameters could also be combined in a data type

· Default Value
Provides the value that the parameter has to start with in case the value is not provided

· Ordered
For a multi-valued parameter; the order of the values is important

· Unique
For a multi-valued parameter, no duplicate values are allowed

· Multiplicity
Defines the number of values the parameter can simultaneously have

· Value Range
Identifies the allowed values the attribute can have

· Bulk Potential
Indicates that this parameter can potentially carry a very large amount of data which will require a bulk data transfer pattern

· Direction
In | InOut | Out

· Passed by Id
Identifies if the parameter contains just a pointer to the information (passed by id = true) or contains the whole information itself (passed by id = false);  default value = "false"

· Support Qualifier
Identifies the required support of the operation: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· Compliant.


3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues

This information can be derived from the specification. 
This information is not captured in the UML operation model.

REQ-MT (66) 

Object classes shall be used to model the notifications in the Information Model

3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement.


3GPP Solution compliance/Proposal

· Compliant 

Comments/Questions/Open issues

None.

REQ-MT (67) 

Notifications shall have the following properties:

· Notification name
Shall follow Upper CamelCase (UCC)
Shall end with the word "Notification" (e.g., EquipmentProtectionSwitchNotification)

· Notification description
Contains a textual description of the parameter
Shall refer (to enable traceability) to the appropriate requirement

· Superclass(es)
Inheritance and multiple inheritance may be used

· Abstract Object Class
Indicates if the notification can be instantiated or is just used for inheritance

· Support Qualifier
Identifies the required support of the notification: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement.


3GPP Solution compliance/Proposal

· Compliant 

Comments/Questions/Open issues

None.

REQ-MT (68) 

Notification Parameters shall have the following properties:

· Parameter name
Shall follow Lower CamelCase (LCC)
Shall follow the naming conventions defined for the object class attribute names defined in chapter Error! Reference source not found.
· Parameter description
Contains a short textual description of the parameter
Shall refer (to enable traceability) to the specific requirement

· Type
Refers to a basic or complex data type

· Passed by Id
Identifies if the parameter contains just a pointer to the information (passed by id = true) or contains the whole information itself (passed by id = false); default value = "false"

· Support Qualifier
Identifies the required support of the notification parameter: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· Compliant.


3GPP Solution compliance/Proposal

· Compliant. 

Comments/Questions/Open issues

This information can be derived from the specification. This information is not captured in the UML operation model.

REQ-MT (69) 

The following pre-defined data types shall be used:

· Boolean

· Integer

· Real

· String

· DistinguishedName
The DistinguishedName has to be used for the unique, read-only name of an object. The exact type is protocol specific

· GeneralizedTime
"yyyyMMddhhmmss.s[Z|{+|-}HHMm]" where:
yyyy
"0000".."9999"
year
MM

"01".."12"
month
dd

"01".."31"
day
hh

"00".."23"
hour
mm

"00".."59"
minute
ss

"00".."59"
second
s

".0"..".9"
tenth of second (set to ".0" if EMS or ME cannot support this


granularity)
Z

"Z"
indicates UTC (rather than local time)
{+|-}

"+" or "-"
delta from UTC
HH

"00".."23"
time zone difference in hours
Mm

"00".."59"
time zone difference in minutes
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement except the format of "GeneralizedTime".


3GPP Solution compliance/Proposal

· Compliant except the format of "GeneralizedTime" 

Comments/Questions/Open issues

 The format of "GeneralizedTime" is solution set specific.

REQ-MT (70) 

User-defined data types shall have the following properties:

· Data type name
Shall follow Upper CamelCase (UCC)

· Data type description
Shall contain a textual description of the data type
Shall refer (to enable traceability) to the appropriate requirement

· Attributes within data types
Data type attributes have the same properties as the object class attributes; see chapter Error! Reference source not found.
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· TBD.


3GPP Solution compliance/Proposal

· TBD. 

Comments/Questions/Open issues

Need clarification on "User-defined data types". If the term means "vendor defined data type", it is out of scope of standard. If the term means "SDO defined data type", it is compliant..

REQ-MT (71) 

The literals of Enumeration data types shall have only upper case characters; words are separated by "_"

3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement.


3GPP Solution compliance/Proposal

· Compliant 

Comments/Questions/Open issues

None.

REQ-MT (72)

Associations shall have the following properties:

· Association description
Shall contain a textual description of the association
Shall refer (to enable traceability) to the appropriate requirement

· Stereotype
E.g., <<naming>> shall be used if the association defines the object naming tree

· Association Type
E.g., inheritance, association (composition, aggregation, and association class), dependency, and realisation
An association may represent a composite aggregation (i.e., a whole/part relationship). Only binary associations can be aggregations. Composite aggregation is a strong form of aggregation that requires a part instance be included in at most one composite at a time. If a composite is deleted, all of its parts are normally deleted with it. Note that a part can (where allowed) be removed from a composite before the composite is deleted, and thus not be deleted as part of the composite. Compositions may be linked in a directed acyclic graph with transitive deletion characteristics; that is, deleting an element in one part of the graph will also result in the deletion of all elements of the sub graph below that element. Composition is represented by the isComposite attribute on the part end of the association being set to true

· Role names
Identifies the role that the object plays at the navigable end of the relationship
Shall follow Lower CamelCase (LCC)
Navigable association ends will lead to an attribute in the remote object class. Therefore, the name shall follow the naming conventions defined for the object class attribute names defined in chapter Error! Reference source not found.
Note: Only navigable relationships have role names

· Constraint(s)
List the constraint(s) under which the association can exist

· Abstract
It is recommended to create associations which are just for explanation to the reader of the model. These associations should be defined as "abstract", they are not navigable and have no role names. They shall not be taken into account in the protocol specific specification. This can for example be used to show the association to the object which is retrieved by a get-operation.
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· 3GPP 28 series IS specifications follow the requirement except usage of "naming".


3GPP Solution compliance/Proposal

· Compliant except usage of "naming"

Comments/Questions/Open issues

3GPP uses "names" instead of "naming" which has been agreed in MSDO JWG..

REQ-MT (73)

A navigable association end shall have the following properties:

· Name
Shall follow Lower CamelCase (LCC)

· Boolean typed association end names shall always start with a verb like ‘is', 'must', etc. (e.g., 'isAbstract') and the whole association end name must be composed in a way that it is possible to answer it by "true" or "false"

· Enumeration typed association end always end with "Kind" (e.g., 'aggregationKind')

· List typed association ends shall end with the word "List"

· Association ends referencing an instance identifier shall contain the word "Ref"

· Description
Shall contain a textual description of the association end
Shall refer (to enable traceability) to the specific requirement

· Qualifiers

· Ordered
For a multi-valued multiplicity; this specifies whether the values in an instantiation of this association end are sequentially ordered; default value is false

· Unique
For a multi-valued multiplicity, this specifies whether the values in an instantiation of this association end are unique (i.e., no duplicate association end values are allowed); default value is true

· Excerpt from UML Superstructure Specification, Error! Reference source not found.: When isUnique is true (the default) the collection of values may not contain duplicates. When isOrdered is true (false being the default) the collection of values is ordered. In combination these two allow the type of a property to represent a collection in the following way:

Table 2: Collection types for properties
(Table extracted from UML Superstructure Specification [44])

	isOrdered
	isUnique
	Collection type

	False
	True
	Set

	True
	True
	OrderedSet

	False
	False
	Bag

	True
	False
	Sequence


· Read Only
If true, the association end may only be read, and not written by the Requesting OS. The default value is false

· Type
Refers to a pre-defined or user-defined data type; see also chapter Error! Reference source not found.
· Default Value
Provides the value that the association end has to start with in case the value is not provided during creation or already defined because of a system state

· Multiplicity
Defines the number of values the association end can simultaneously have

· Notifications
Identifies if a notification has to be sent in case of a value change

· Invariant
Identifies if the value of the association end can be changed after it has been created; default value is "False"

· Value Range
Identifies the allowed values the association end can have

· Passed by Id
Identifies if the association end that points to an object contains just a pointer to the object (passed by id = true) or contains the whole object information itself (passed by id = false); default value = "false"

· Support Qualifier
Identifies the required support of the association end: optional, mandatory, conditionalMandatory, conditionalOptional, conditional. It shall also be possible to define the condition. Default value = mandatory
3GPP Stage-1 reference

· Not applicable here – applicable to the following clause (3GPP Solution reference/Gap).

3GPP Solution reference/Gap

· Compliant.


3GPP Solution compliance/Proposal

· Compliant. 

Comments/Questions/Open issues

This information can be derived from the specification. 
This information is not captured in the UML operation model.
6
High-level requirements for Converged Operations (CON)
	NGCOR Requirements - REQ-CON (1)
Vendors' EMS shall be able to manage network elements belonging to several network operator affiliates. In a minimal configuration, it shall be able to manage multiple network domains / technologies, e.g. it shall be able to cover not only multiple radio access technologies but shall also enable network operators to manage their wireless and wire line network domains in a unified way.


	Relevant 3GPP specifications:

None.
	Compliance statement

N/A.

	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement is about EMS and it is irrelevant to standard.
	None.
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (2)
Alarms coming from operator affiliates' domestic network elements up to the shared EMS are handled by shared NOC staff. 

The shared EMS shall be able to filter such alarms and forward them to the relevant operator affiliate OSS FM application, either for information only or for action (acknowledge, clear, etc.). All alarm-related information exchanges between the shared EMS and the affiliates' OSS FM applications shall comply with standardized specifications.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement has been studied in Rel-12 TR 32.851 [12].
	FFS.
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (3)
Operator affiliates shall be able to configure their own network elements from their own OSS CM application(s). The shared EMS shall ensure isolation of configuration action requests coming from the affiliates’ OSS CM applications. All configuration management related information exchanges between the shared EMS and the affiliates OSS CM applications shall comply with standardized specifications.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement has been studied in Rel-12 TR 32.851 [12].
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (4)
Operator affiliates shall be able to collect performance management counters/ KPIs related to their own network elements. They shall be able to trigger, from their own OSS PM application, performance measurement jobs for their own purpose, and collect related PM measurements within their OSS PM application. All performance management related information exchanges between the shared EMS and the affiliates’ OSS PM Applications shall comply with standardized specifications.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement has been studied in Rel-12 TR 32.851 [12].
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (5)
Operator affiliates shall be able to inventory resources related to their own network elements. They shall be able to retrieve, from their own OSS InvM application, all available inventory data. All inventory management related information exchanges between the shared EMS and the affiliates’ OSS InvM applications shall comply with standardized specifications.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement has been studied in Rel-12 TR 32.851 [12].
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (6)
Network management applications shall be, up to the maximum, common to multiple network domains / technologies. They shall be based on a kernel, common to multiple network domains / technologies, and possibly technology-specific management capabilities.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement is about NMS and it is irrelevant to standard.
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (7)
In order to lower the costs of integration of the various EMSs to the single set of NMS applications, it is required that all EMSs offer the same set of northbound interface(s), based on a standardized federated model (cf. Sub-Task  Modelling & Tooling)


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement is about NMS and it is irrelevant to standard.
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (8)
Operators expect common service management applications for the following functional processes, belonging to service operation and management:

-
Service configuration and activation

-
Service problem management

-
Service quality management


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement is about NMS and it is irrelevant to standard.
	
	
	

	
	
	
	
	


	NGCOR Requirements - REQ-CON (9)
It shall be possible that the "Master Operator" EMS and "Sharing Operators" NMS applications communicate with each others through a standardized northbound interface. This interface shall be "online", i.e. not only based on offline file exchange. These exchanges shall be secured to ensure privacy of information. The Master Operator EMS shall be able to filter information exchanged with Sharing Operators' NMSs based on unique identifiers (PLMN Id, etc.). Standardized northbound interfaces shall enable such a use case.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement has been studied in Rel-12 TR 32.851 [12].
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-CON (10)
Vendors' EMS shall offer a unique set of management capabilities at its northbound interfaces. It is expected that EMS northbound interfaces are implemented according to the following rules:

· Network resource models for various network domains are built on a standardized federated network resource model, i.e. network resource model for wire line network domains shall not be 100% different from network resource models for wireless network domains.

· Functional interfaces for wire line and wireless networks shall be similar for at least configuration management, fault management, performance management, inventory management, software management. EMS northbound Interface shall offer common management capabilities to the operator, regardless of the network domain.

· It is of primary importance that EMS northbound interface fully implements:

· standardized northbound interfaces firstly and

· clearly identifiable, vendor-specific extensions to capture vendors' own set of parameters and/or value added management capabilities. Vendor's specific capabilities shall be implemented as extensions

· -
EMS northbound interface shall be based on Web Services.

	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	This requirement is about EMS and it is irrelevant to standard.
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7
Requirements for Fault Management interface (FM)
	NGCOR Requirements - REQ-FM (1)
The event/alarm must contain structured information according to the X.733 specification.


	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (2)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (3)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (4)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (5)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (6)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (7)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (8)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (9)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (10)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (11)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (12)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	


	NGCOR Requirements - REQ-FM (13)
The event/alarm must contain structured information according to the X.733 specification.



	Relevant 3GPP specifications:


	Compliance statement



	Item
	Description
	Action
	Related CR(s)
	Status 

	1
	
	
	
	

	2
	
	
	
	




7.2
Compliance summary

Table 7.2-1: Compliance summary

	NGCOR Requirement
	3GPP compliance
	Comments

	REQ-GEN (1) (M)

Plug & Play
	
	

	REQ-GEN (2) (M)

Useful
	
	

	REQ-GEN (3) (E)

Re-Usable / Generic
	
	

	REQ-GEN (4) (E)

Simple
	
	

	REQ-GEN (5) (M)

Flexible / Extensible
	
	

	REQ-GEN (6) (M)

Fine grained (as far as needed)
	
	

	REQ-GEN (7) (E)

Standardized / Open
	
	

	REQ-GEN (8) (M)

Mature / Stable
	
	

	REQ-GEN (9) (E)

De-coupled
	
	

	REQ-GEN (10) (M)

Evolutionary
	
	

	REQ-GEN (11) (E)

Independent
	
	

	REQ-GEN (12) (M)

Certifiable
	
	

	REQ-GEN (13) (E)

Compatible
	
	

	REQ-GEN (14) (M)

Interoperable
	
	

	REQ-GEN (15) (E)

Scalable
	
	

	REQ-GEN (16) (L)

Secure
	
	

	REQ-GEN (17) (E)

Reliable
	
	

	REQ-GEN (18) (E)

Interface robustness
	
	

	REQ-GEN (19) (E)

Simple trace and logging
	
	

	REQ-GEN (20) (M)

1:1 Relation between Event MO Instances and Inventory MO Instances
	
	

	REQ-GEN (21) (M)

"MO Instance" Attribute Information Structure for EMS ←→ NMS Event Interface
	
	

	REQ-GEN (22) (M)

M : N Connectivity
	
	

	NOTE:
A cell marked has the following meanings:

C
Compliant

FFS
For Further Study - Still under discussion in M-SDO (or elsewhere)

NA
Not Applicable

NC
Non-Compliant

PC
Partial Compliant




Table 7.2-2: Compliance summary
	NGCOR Requirement
	3GPP solution compliance
	Comments

	REQ-FM (1)

X.733 Event/Alarm Attributes
	PC
	· NGCOR REQ-FM (1) Event Type shall follow ITU-T M.3703, whereas TS 32.111-1 Event Type is compliant to ITU-T X.733


NGCOR REQ-FM (1) Probable Cause shall follow ITU-T M.3703, whereas TS 32.111-1 has no requirement with regard to Probable Cause values and TS 32.11-2 follows ITU-T Recommendation M.3100 [11], ITU-T Recommendation X.721 [3], ITU T Recommendation X.733 [2], and ITU-T Recommendation X.736 [15].

	REQ-FM (2)

Event/Alarm Transport
	C
	

	REQ-FM (3)

Clear – Event/Alarm Transport
	C
	

	REQ-FM (4)

Unambiguous ID
	C
	

	REQ-FM (5)

Event/Alarm Query
	C
	

	REQ-FM (6)

Heartbeat
	C
	

	REQ-FM (7)

Supplementary Information contained within alarm
	C
	

	REQ-FM (8)

Co-operative alarm acknowledgement (OPTIONAL)
	C
	

	REQ-FM (9)

Reliable Event/Alarm Communication (supported by EMS)
	C 
	

	REQ-FM (10)

Configurable EMS Heartbeat Message
	C
	

	REQ-FM (11)

Alarm Suppression
	C
	

	REQ-FM (12)

Summary Alarms
	C
	

	REQ-FM (13)

Re-Synchronization
	C
	


7.3
Compliance details

REQ-FM (1)

The event/alarm must contain structured information according to the X.733 specification

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements clause 

4.1.1
Fault detection

For each fault, the fault detection process shall supply the following information:

· The device / resource / file / functionality / smallest replaceable unit as follows:

· for hardware faults, the smallest replaceable unit that is faulty;

· for software faults, the affected software component, e.g. corrupted file(s) or databases or software code;

· for functional faults, the affected functionality;

· for faults caused by overload, information on the reason for the overload;

· for all the above faults, wherever applicable, an indication of the physical and logical resources that are affected by the fault if applicable, a description of the loss of capability of the affected resource.

· the type of the fault (communication, environmental, equipment, processing error, QoS) according to ITU‑T Recommendation X.733 [9];

· the severity of the fault (indeterminate, warning, minor, major, critical), as defined in ITU‑T Recommendation X.733 [9];

· the probable cause of the fault;

· the time at which the fault was detected in the faulty network entity;

· the nature of the fault, e.g. ADAC or ADMC;

· any other information that helps understanding the cause and the location of the abnormal situation (system/implementation specific).

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Partially Compliant

Comments/Questions/Open issues
None

REQ-FM (2)

It must be possible to send (Server) [and receive/listen to (Client) event/alarms]

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements 4.1.2
Generation of alarms, 5.2.2
Real-time forwarding of event reports

4.1.2 
Generation of alarms

For each detected fault, appropriate alarms shall be generated by the faulty network entity, regardless of whether it is an ADAC or an ADMC fault. Such alarms shall contain all the information provided by the fault detection process as described in clause 4.1.1.

5.2.2
 
Real-time forwarding of event reports

If the Itf-N is in normal operation (the NM connection to the subordinate entities is up), alarm reports are forwarded in real-time to the NM via appropriate filtering located in the subordinate entity…

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (3)

It must be possible to send [and receive/listen to] "clear" - event/alarm events

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements 

5.2.3
Alarm clearing

On the Itf-N, alarm reports containing the value "cleared" of the parameter perceivedSeverity are used to clear the alarms.

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (4)

It must be possible to correlate between clear–event/alarm and the original event/alarm, by using an unambiguous ID.

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements 

5.2.3
Alarm clearing

On the Itf-N, alarm reports containing the value "cleared" of the parameter perceivedSeverity are used to clear the alarms. The correlation between the clear alarm and the related active alarms is performed by means of unambiguous identifiers.

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (5)

It must be possible for the client (NMS) to query all active event/alarms.

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements 

5.3
Retrieval of alarm information

The retrieval of alarm information comprises two aspects:

-
Retrieval of current information:


This mechanism shall ensure data consistency about the current alarm information between the NM and its subordinate entities and is achieved by means of a so-called synchronization ("alignment") procedure, triggered by the NM. The synchronization is required after every start-up of the Itf-N, nevertheless the NM may trigger it at any time.

5.3.1
Retrieval of current alarm information on NM request

The present document defines a flexible, generic synchronization procedure, which fulfils the following requirements:

…

· The procedure shall allow the NM to specify filter criteria in the alignment request

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (6)

The interface has to support a heartbeat capability which allows EMS to send heartbeats (configurable) and NMS to receive/listen to heartbeats.

3GPP Stage-1 reference

· TS 32.351: Communication Surveillance (CS) Integration Reference Point (IRP); Requirements 

4.2.1.3
Emission of CS notifications

This feature allows the managed system to send CS notifications to the NM.

Managed system will emit CS notifications to NM according to the specified frequency.

3GPP Solution reference/Gap
· TS 32.352 Communication Surveillance (CS) Integration Reference Point (IRP); Information Service (IS)

· TS 32.356 Communication Surveillance (CS) Integration Reference Point (IRP); Solution Set (SS) definitions

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (7)

The interface has to provide all information required for correlation.

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements
4.1.1
Fault detection

…

For each fault, the fault detection process shall supply the following information:

…

any other information that helps understanding the cause and the location of the abnormal situation (system/implementation specific). 

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None

REQ-FM (8)

The interface shall support a co-operative alarm-acknowledgement function as described in 3GPP TS 32.111-1 (Optional feature).

3GPP Stage-1 reference

· TS 32.111-1: Fault Management; Part 1: 3G fault management requirements
5.4
Co-operative alarm acknowledgement on the Itf-N

The co-operative alarm acknowledgement on Itf-N shall fulfil the following requirements:

· Acknowledgement messages may be sent in both directions between EMs and NM, containing the following information:

-
Correlation information to the alarm just acknowledged. 

-
Acknowledgement history data, including the current alarm state (active | cleared), the time of alarm acknowledgement and, as configurable information, the management system (EM | NM) and the operator in charge of acknowledgement (the parameter operator name or, in case of auto-acknowledgement, a generic system name).

-
Acknowledgement notifications sent to NM shall be filtered with the same criteria applied to the alarms.

· Taking into account the acknowledgement functionality, the above described synchronization procedure for retrieval of current alarm information on NM request may be extended. Additionally to the requirements defined in clause 5.3.1, this extended synchronization procedure relates not only to the active, but also to the "cleared and not acknowledged" alarms, which have still to be managed by the EM.

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

Comments/Questions/Open issues
None
REQ-FM (9)

Reliable Event/Alarm Communication (supported by EMS)

3GPP Stage-1 reference

· TS 32.111-1: 3G fault management requirements  [1] (Section 5.3 Retrieval of alarm information)

· TS 32.351 Communication Surveillance (CS) IRP; Requirements [7]

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

· TS 32.352 Communication Surveillance (CS) IRP; Information Service (IS) [8]

· TS 32.356 Communication Surveillance (CS) IRP; Solution Set (SS) definitions [9]

3GPP Solution compliance/Proposal

· Compliant

· Requires Implementation of 3GPP Alarm IRP [1]/[2]/[3] and 3GPP CS IRP [7]/[8]/[9] (as documented in NGCOR Fault Management Solution Profile [10])

Comments/Questions/Open issues
None

REQ-FM (10)

Configurable EMS Heartbeat Message

3GPP Stage-1 reference

· TS 32.351 Communication Surveillance (CS) IRP; Requirements  [4] (Section 4 Communication Surveillance (CS) requirements)

3GPP Solution reference/Gap
· TS 32.352 Communication Surveillance (CS) IRP; Information Service (IS) [8]

· TS 32.356 Communication Surveillance (CS) IRP; Solution Set (SS) definitions [9]

3GPP Solution compliance/Proposal

· Compliant

· Requires Implementation of 3GPP CS IRP [7]/[8]/[9]  (as documented in NGCOR Fault Management Solution Profile [10])

Comments/Questions/Open issues
None

REQ-FM (11)

Alarm Suppression

3GPP Stage-1 reference

· TS 32.111-1: 3G fault management requirements  [1] (Section 4.1.4 Alarm forwarding and filtering)

· TS  32.121 Advanced Alarm Management (AAM) IRP: Requirements  [4] (Section 4.2 General Requirements for AAM on Itf-N)

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

· TS 32.122 Advanced Alarm Management (AAM) IRP: Information Service (IS) [5]

· TS 32.126 Advanced Alarm Management (AAM) IRP; Solution Set (SS) definitions [6]

3GPP Solution compliance/Proposal

· Compliant

· Requires Implementation of 3GPP Alarm IRP [1]/[2]/[3] and 3GPP AAM IRP [4]/[5]/[6]  (as documented in NGCOR Fault Management Solution Profile [10])

Comments/Questions/Open issues
None

REQ-FM (12)

Summary Alarms

3GPP Stage-1 reference

· TS  32.121 Advanced Alarm Management (AAM) IRP: Requirements [4] (Section 4.2 General Requirements for AAM on Itf-N)

3GPP Solution reference/Gap
· TS 32.122 Advanced Alarm Management (AAM) IRP: Information Service (IS) [5]

· TS 32.126 Advanced Alarm Management (AAM) IRP; Solution Set (SS) definitions [6]

3GPP Solution compliance/Proposal

· Compliant

· Requires Implementation of 3GPP Alarm IRP [1]/[2]/[3]  and 3GPP AAM IRP [4]/[5]/[6]  (as documented in NGCOR Fault Management Solution Profile [10])

Comments/Questions/Open issues
None

REQ-FM (13)

Alarm Suppression

3GPP Stage-1 reference

· TS 32.111-1: 3G fault management requirements [1] (Section 5.3 Retrieval of alarm information)

3GPP Solution reference/Gap
· TS 32.111-2 Alarm IRP: Information Service (IS) [2]

· TS 32.111-6 Alarm IRP: Solution Set (SS) definitions [3]

3GPP Solution compliance/Proposal

· Compliant

· Compliant / Requires Implementation of 3GPP Alarm IRP [1]/[2]/[3]  (as documented in NGCOR Fault Management Solution Profile [10])

Comments/Questions/Open issues
None

REQ-GEN/FM (#)

Req heading txt (if applicable/available)

3GPP Stage-1 reference/Gap
· Reference xyz

3GPP Solution reference/Gap
· Solution reference xyz

· Gap description (if applicable)


3GPP Solution compliance/Proposal

· Compliant statement

· Requires Implementation of identify applicable 3GPP specifications (or portions of it)

Comments/Questions/Open issues
None or identify Comments/Questions/Open issues
8
Requirements for Configuration Management (CM)

9
Requirements for Performance Management (PM)

10
Requirements for Resource and Service Inventory Management (INVM)



8.2
Compliance summary

Table 8.1-1: Compliance summary
	NGCOR Requirement
	3GPP solution compliance
	Comments

	REQ-InvM (1)
	NA
	

	REQ-InvM (2)
	NA
	

	REQ-InvM (3)
	NA
	

	REQ-InvM (4)
	NA
	

	REQ-InvM (5)
	NA
	

	REQ-InvM (6)
	NA
	

	REQ-InvM (7)
	NA
	

	REQ-InvM (8)
	NA
	

	REQ-InvM (9)
	NA
	

	REQ-InvM (10)
	NA
	

	REQ-InvM (11)
	NA
	

	REQ-InvM (12)
	NA
	

	REQ-InvM (13)
	NA
	

	REQ-InvM (14)
	NA
	

	REQ-InvM (15)
	NA
	

	REQ-InvM (16)
	NA
	

	REQ-InvM (17)
	NA
	

	REQ-InvM (18)
	NA
	

	REQ-InvM (19)
	NA
	

	REQ-InvM (20)
	NA
	

	REQ-InvM (21)
	C
	

	REQ-InvM (22)
	NA
	

	REQ-InvM (23)
	NA
	

	REQ-InvM (24)
	C
	

	REQ-InvM (25)
	NA
	

	REQ-InvM (26)
	NA
	

	REQ-InvM (27)
	NA
	

	REQ-InvM (28)
	NA
	

	REQ-InvM (29)
	NA
	

	REQ-InvM (30)
	NA
	

	REQ-InvM (31)
	NA
	

	REQ-InvM (32)
	NA
	

	REQ-InvM (33)
	NA
	

	REQ-InvM (34)
	NA
	

	REQ-InvM (35)
	NA
	

	REQ-InvM (36)
	NA
	

	REQ-InvM (37)
	NA
	

	REQ-InvM (38)
	NA
	

	REQ-InvM (39)
	NA
	

	REQ-InvM (40)
	NA
	

	REQ-InvM (41)
	NA
	

	REQ-InvM (42)
	NA
	

	REQ-InvM (43)
	NA
	

	REQ-InvM (44)
	NA
	

	REQ-InvM (45)
	NA
	

	REQ-InvM (46)
	NA
	

	REQ-InvM (47)
	NA
	

	REQ-InvM (48)
	NA
	

	REQ-InvM (49)
	NA
	

	REQ-InvM (50)
	NA
	

	REQ-InvM (51)
	C
	

	REQ-InvM (52)
	NA
	

	REQ-InvM (53)
	NA
	

	REQ-InvM (54)
	NA
	

	REQ-InvM (55)
	NA
	

	REQ-InvM (56)
	NA
	

	REQ-InvM (57)
	C
	

	REQ-InvM (58)
	NA
	

	REQ-InvM (59)
	NA
	

	REQ-InvM (60)
	NA
	

	REQ-InvM (61)
	NA
	

	REQ-InvM (62)
	NA
	

	REQ-InvM (63)
	NA
	

	REQ-InvM (64)
	NA
	

	REQ-InvM (65)
	NA
	

	REQ-InvM (66)
	NA
	

	REQ-InvM (67)
	NA
	

	REQ-InvM (68)
	NA
	

	REQ-InvM (69)
	NA
	

	NOTE:
A cell marked has the following meanings:

C
Compliant

FFS
For Further Study - Still under discussion in M-SDO (or elsewhere)

NA
Not Applicable

NC
Non-Compliant

PC
Partial Compliant




8.3
Compliance details

REQ-InvM (1)

Capability to manage resource models of variety of technology infrastructure domains and areas of converged fixed-mobile environment
3GPP Stage-1 reference/gap

· NA
3GPP Solution reference/gap

· NA
3GPP Solution Compliance/Proposal

· NA
Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (2)

Capability to offer and maintain resource data to/with the different applications supporting planning & implementation, fulfilment, assurance and billing (generally SI&P, OSR, FAB), and with resource infrastructure
3GPP Stage-1 reference/gap

· NA
3GPP Solution reference/gap

· NA
3GPP Solution Compliance/Proposal

· NA
Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (3)

Capability to organize and offer ownership of resource information/data among applications, functions and processes.
3GPP Stage-1 reference/gap

· NA
3GPP Solution reference/gap

· NA
3GPP Solution Compliance/Proposal

· NA
Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (4)

Capability to model and document the horizontal relationship (on physical and logical level) between resources, spanning all types of resource – technologies.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (5)

Capability to model and document the life cycle & usage state of network resources in line with the ITU-T Recommendation X.731 – Amendment 2.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (6)

Capability to manage service models of different domains and areas for converged fixed-mobile services.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (7)

Capability to offer and maintain service data to/with the different applications supporting planning & implementation, fulfilment, assurance and billing (generally SI&P, OSR, FAB).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (8)

Capability to organize and offer ownership of service information/data among organization functions and processes.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (9)

Capability to ensure high quality of Inventory data identification, control, status accounting & reporting, verification and audit.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (10)

A common harmonized and consistent resource information model covering different infrastructure domains of converged fixed-mobile environment.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (11)

A common, harmonized and consistent resource information model agreed between interworking OSS applications/areas for resource management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (12)

A common harmonized and consistent service information model covering different services of converged fixed – mobile environment.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.
REQ-InvM (13)

A common, harmonized and consistent service information model agreed between interworking OSS/BSS applications/areas for service management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (14)

Vertical service information model, which contains the relationship of services to resource/product/customer – layers.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (15)

Resource Inventory interfacing with Service Inventory Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (16)

Resource Inventory interfacing with resource order management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (17)

Resource Inventory interfacing with Fault Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (18)

Resource Inventory interfacing with Service Problem Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (19)

Resource Inventory interfacing with Service Quality Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (20)

Resource Inventory interfacing with performance management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (21)

Resource Inventory interfacing with resource discovery.
Resource discovery function provides means to upload and reconcile the Resource Inventory information with the actual network element information. The interface is either via element management systems or in some cases directly to network elements.  Resource discovery interfaces towards network using interface is represented by Interface group B in the Figure 46 and is an object for standardization.
3GPP Stage-1 reference/gap

· TS 32.601 “Basic CM Integration Reference Point (IRP); Requirements” [16]
· TS 32.611 “Bulk CM Integration Reference Point (IRP): Requirements” [19]
3GPP Solution reference/gap

· TS 32.602 “Basic CM Integration Reference Point (IRP); Information Service (IS)” [17]
· TS 32.606 “Basic CM Integration Reference Point (IRP); Solution Set (SS) definitions” [18]
· TS 32.612 “Bulk CM Integration Reference Point (IRP): Information Service (IS)” [20]
· TS 32.616 “Bulk CM Integration Reference Point (IRP); Solution Set (SS) definitions” [21]
3GPP Solution Compliance/Proposal

· Compliant

Comments/Questions/Open Issues

Because there is no configuration notification defined in TS 28.632 [14], only the Basic CM IRP and Bulk CM IRP can be used to support the resource discovery.
REQ-InvM (22)

Resource Inventory synchronization.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (23)

Resource Inventory interfacing with billing mediation.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (24)

Resource Inventory interfacing with Resource Configuration.
Resource Configuration performs the equipment configuration to bring resources into operation. It performs initial equipment configurations triggered by SI&P processes, and keeps the configuration data up to date. Resource Configuration interface towards network is represented by Interface group B in the Figure 46 and is an object for standardization.
3GPP Stage-1 reference/gap

· TS 32.601 “Basic CM Integration Reference Point (IRP); Requirements” [16]
· TS 32.611 “Bulk CM Integration Reference Point (IRP): Requirements” [19]
3GPP Solution reference/gap

· TS 32.602 “Basic CM Integration Reference Point (IRP); Information Service (IS)” [17]
· TS 32.606 “Basic CM Integration Reference Point (IRP); Solution Set (SS) definitions” [18]
· TS 32.612 “Bulk CM Integration Reference Point (IRP): Information Service (IS)” [20]
· TS 32.616 “Bulk CM Integration Reference Point (IRP); Solution Set (SS) definitions” [21]
3GPP Solution Compliance/Proposal

· Compliant

Comments/Questions/Open Issues

None

REQ-InvM (25)

Resource Inventory interfacing with resource testing.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (26)

Resource Inventory interfacing with other Resource Lifecycle Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (27)

Service Inventory interfacing with fulfilment.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (28)

Service Inventory interfacing with Service Problem Management / trouble ticketing.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (29)

Service Inventory interfacing with Service Quality Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (30)

Service Inventory interfacing with SLA management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (31)

Service Inventory interfacing with test & diagnostics.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (32)

Service Inventory interfacing with billing mediation.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (33)

Service Inventory interfacing with service discovery.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (34)

Service Inventory interfacing with Resource Inventory.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (35)

Service Inventory interfacing with product / customer inventory.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (36)

Service Inventory interfacing with catalog management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about interface between OSS level applications and it’s out of SA5 scope.

REQ-InvM (37)

Resource Inventory shall model the resource information of the elements and the topology.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (38)

Resource Inventory shall provide actual resource information (not later than n hours after a change of a configuration has happened) to the Fault Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (39)

Resource Inventory shall provide the topology information of the network to the Fault Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (40)

Resource Inventory shall support the required data modeling and data entry (manual as well as via discovery & reconciliation).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (41)

Interfaces between the Resource Inventory and Fault Management application have to be set up.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (42)

Near real-time data synchronization via these interfaces has to be implemented.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (43)

It should be configurable which attributes will be available for enrichment and which are synchronized between Resource Inventory and the related applications.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (44)

Enrichment of Incident-Tickets for IP-Hardware-Components (e.g. Router, Server, Switches and Storages etc.) needs well documented and actual information in the Resource Inventory
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (45)

Incident-Tickets, created from an initiating Alarm, are to be populated with information (attributes: 1, 2, 3) from this initiating Alarm and also with information (attributes: a, b, c) from the Resource Inventory (Example for a, b, c: location, responsible person, accessibility,).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (46)

Interfaces between the Resource Inventory and Fault Management application have to be set up.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.
REQ-InvM (47)

Near real-time data synchronisation via these interfaces has to be implemented.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (48)

Topology information is passed over to Fault Management
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (49)

It should be configurable which attributes will be available in the Resource Inventory and which are synchronized between Resource Inventory and Fault Management.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (50)

Configuration parameter settings for the resource as the object are retrieved from Resource Inventory by Resource Configuration
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (51)

Resource Configuration send the configuration parameters to the resource as object for configuration
3GPP Stage-1 reference/gap

· TS 32.601 “Basic CM Integration Reference Point (IRP); Requirements” [16]
· TS 32.611 “Bulk CM Integration Reference Point (IRP): Requirements” [19]
3GPP Solution reference/gap

· TS 32.602 “Basic CM Integration Reference Point (IRP); Information Service (IS)” [17]
· TS 32.606 “Basic CM Integration Reference Point (IRP); Solution Set (SS) definitions” [18]
· TS 32.612 “Bulk CM Integration Reference Point (IRP): Information Service (IS)” [20]
· TS 32.616 “Bulk CM Integration Reference Point (IRP); Solution Set (SS) definitions” [21]
3GPP Solution Compliance/Proposal

· Compliant

Comments/Questions/Open Issues

None

REQ-InvM (52)

Resource Configuration notifies Resource Inventory about the results of configuration activity (successful or some problems)
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (53)

Resource Configuration shall be provided by a bidirectional interface to Resource Inventory for parameter transfer (Basic set of parameters is defined by the planning tool (IP addresses, location, HW, transmission...))
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (54)

Configuration data respective to planned resources, eNodeBs, has to be prepared in Resource Inventory to be addressed by Resource Configuration requests, Configuration data may be aggregated as configuration files.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (55)

Configuration data shall be transferred to eNodeBs in accordance with the northbound interface specification for SON enabled Plug & Play configuration of the eNodeB.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (56)

Resource Inventory shall enable to discover/upload eNodeB data and reconciliate (between planned data and uploaded data) in real-time and respectively at dedicated intervals (<= 24h).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (57)

Resource Inventory shall have access to these parameter sets on request via Itf.-N in accordance with the northbound interface specification.
3GPP Stage-1 reference/gap

· TS 32.601 “Basic CM Integration Reference Point (IRP); Requirements” [16]
· TS 32.611 “Bulk CM Integration Reference Point (IRP): Requirements” [19]
3GPP Solution reference/gap

· TS 32.602 “Basic CM Integration Reference Point (IRP); Information Service (IS)” [17]
· TS 32.606 “Basic CM Integration Reference Point (IRP); Solution Set (SS) definitions” [18]
· TS 32.612 “Bulk CM Integration Reference Point (IRP): Information Service (IS)” [20]
· TS 32.616 “Bulk CM Integration Reference Point (IRP); Solution Set (SS) definitions” [21]
3GPP Solution Compliance/Proposal

· Compliant

Comments/Questions/Open Issues

None

REQ-InvM (58)

Planning systems need to retrieve resource information from Resource Inventory concerning current resources and/or their capacity
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (59)

Planning systems need to update Resource Inventory with new information about planned resources and their characteristics and parameters
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (60)

The Planning tool shall allow a consistent planning of all these parameter values, maintain them in its database and provide an interface to the Resource Inventory for parameter transfer.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (61)

The Resource Inventory shall allow maintaining and presenting the above mentioned set of dedicated parameters including ANR specific values for each planned eNodeB (normally prepared by the planning processes).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (62)

The Resource Inventory shall provide an interface to the Planning Tools for parameter transfer (Basic set of parameters is defined by the planning tool (IP addresses, location, HW, transmission...)).
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (63)

Construction and implementations support systems need to retrieve resource information from Resource Inventory concerning resources planned to be deployed; information is for example about; equipment types, volumes, implementation sites and locations etc.
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (64)

Resource Inventory information is updated with new information about implemented resources and their readiness for operation
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (65)

Specific security and access control mechanism has to be established for external sub-contractors
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (66)

IP address space (logical resources) is part of the Resource Inventory – Resource Inventory provides capabilities for obtaining and defining public and private IP address space, and allocating parts of that address space to locations, subnets, devices, ports and address pools
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (67)

Resource Inventory provides capabilities for defining subnets and VLANs
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (68)

IP address allocations (whether manual or automatic) have to be recorded in a log and as attribute of the target object
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.

REQ-InvM (69)

A periodical reconciliation of actual IP-related data from the network with the Resource Inventory has to be performed - Resource Inventory information can be updated with information about assigned IP addresses and planning & design faults in the network can be recognized
3GPP Stage-1 reference/gap

· NA

3GPP Solution reference/gap

· NA

3GPP Solution Compliance/Proposal

· NA

Comments/Questions/Open Issues

This requirement is about OSS level function and it’s out of SA5 scope.
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