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1
Decision/action requested

Approval of changes for CDR generation of TR 32.849, FS_REVOLTE_IMS_CH.
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3
Rationale

This contribution proposes the sections on CDR consideration for TR 32.849 FS_REVOLTE_IMS_CH.
4
Detailed proposal

TR 32.849 should be modified as per the following changes:

*** 1st Change ***

Annex X
This Annex keeps material discussed during the meeting and will to be removed when the final decision is made where and how to document the following content.
X.1
Charging Data Record Contents
X.1.1
P-CSCF CDR
X.1.1.1
Discussion of further parameters to be considered within the P-CSCF CDR.
The P-CSCF CDR is described in TS 32.260 [20] subclause 6.1.3.4.
Table X.1.1.1-1: Discussion on Charging Data of P-CSCF CDR 
	Field
	Category
	Description
	Comment / 
Discussion

	Home Network
	OM
	Contains the SIP URI of the domain name of the home network used to address the REGISTER request of the served party.
	in MOC and MTC scenarios, this field contains the only reliable information about the home network, i.e. the network which is "charged" by the VPLMN using this CDR (or the corresponding TAP record);
note: public user ids do not unambiguously identitfy the home network; the ROUTE header (see below) does not contain the HPLMN in MTC scenarios

	User Name
	OC
	Contains the “User Name” field from the “Authorization Header” used in the course of the registration by the served party. 
The “User Name” will be set to the “Private User ID, IMPI” of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user/one public user identity (IMPU). 
Note: in case of an USIM the UE will provide e.g.: <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org
	1. in the TAP definition, currently the IMSI is used to identify the user (mandatory in TD.57);
2. in some scenarios, the  used SIM-card cannot be identified based on public IDs (e.g. Multi-SIM); 
3. might also be required for legal reasons (lawful interception ?);

4. might be helpful for troubleshooting (customer complains, etc.)

	NNI Information
	OC
	This grouped field holds information about the NNI used for interconnection and roaming on the loopback routing path. It is present only if “VPLMN routing” is applied in a Roaming Architecture for Voice over IMS with Local breakout.
	(only included because the sub-field "NNI Type" is needed; see below)

	
NNI Type
	OM
	This field indicates usage of the roaming NNI for loopback routing, i.e S-CSCF performed the loopback decision.

	high priority;
this field may would be very helpful in post-processing to decide, whether a TRF CDR exists for the same call (in MOC scenarios);
requires additional signalling in backwards direction inside the VPLMN, from IBCF towards P-CSCF (e.g. in 183 Session Progress or 200 OK)

	Route
	OM
	(Last element of) Route header from initial INVITE (S-CSCF address, indicates home network)

(alternatively: complete Route header)
	mandatory;
this element indicates the "charging distance" in the "direct media homerouting" MOC scenario


NOTE:That two fields are included in this CDR which point (in general) towards the HPLMN. The field HomeNetwork is a network ID that is stored in the P-CSCF during the registration process. This information identifies the network, towards which a TAP CDR based on this P-CSCF CDR shall be sent, i.e. it identifies the PLMN which is charged by the VPLMN for the connection from / to the subscriber. It is available and relevant in both, MOC and MTC scenarios.

On the other hand, the field Route contains the address towards which this message is routed, i.e. in a MOC scenario the address of the S-CSCF in the home network. This information is necessary to evaluate the "charging distance" in the "direct media homerouting" scenario (ref. section 4.1.2), when the media plane directly follows the route of the (SIP) signalling plane. This field is not available in MTC scenarios.

A more detailed discussion on the generation of TAP records including the relevant parameters for the "charging distance" can be found in section 6.1.

The "IMS Application Reference ID" is included in the P-CSCF CDR definition in TS 32.260 [20], but it is not included in the definition of the P-CSCF CDR in TS 32.298[51]. On the other hand, the P-CSCF CDR definition in TS 32.298 [51] contains a number of fields in addition to the fields listed in TS 32.260 [20]. However, from operators point of view, the usability of some of these fields in an P-CSCF CDR is questionable. This is a list of these additional fields:

· -
list-of-Requested-Party-Address: where does this info come from?; why is it a "list"?; 
in the P-CSCF the "requested party" should always be identical to the "called party" (see definition of Requested-Party-Address at the end of subclause 6.1)

· -
initialIMS-Charging-Identifier: is this relevant for "service continuity"?

· -
list-Of-AccessTransferInformation: ?

Regarding the CDR field "Session ID", TS 32.260 [20]defines that this parameter contains the SIP header "Call ID" according to RFC 3261 [404]. However, TS 24.229 [106] points out that the "Call ID" is often modified by (e.g.)  B2BUAs, and, hence, cannot be used for correlation of CDRs in the end-to-end message path. In 3GPP TS TS 24.229 [106] it is proposed to use the SIP header field "Session ID" to overcome this problem. Hence, it should be discussed whether the P-CSCF CDR field "Session ID" should contain the SIP header field "Session ID" instead of "Call ID". (The same applies also for the IBCF CDR (ref. section 5.2) and the TRF CDR (ref. section 5.3))

X.1.2
IBCF CDR

X.1.2.1
Discussion of further parameters to be considered within the IBCF CDR.
The IBCF CDR is described in TS 32.260 [20] subclause 6.1.3.10.
Table X.1.2.1-1: Consideration on Charging Data of IBCF CDR 
	Field
	Category
	Description
	Comment / 
Discussion

	NNI Information
	Oc
	This grouped field comprising several sub-fields holds information about the NNI used for interconnection and roaming. This field may occur more than once in a CDR e.g. when routing capability in support of transit is collocated with the IBCF.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Session Direction
	Oc
	This field indicates whether the NNI is used for an inbound or outbound service request on the control plane in case of interconnection and roaming.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
NNI Type
	Oc
	This field indicates whether the type of used NNI is non-roaming, roaming with loopback routing, or roaming without loopback routing.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Relationship Mode
	Oc
	This field indicates whether the other functional entity (contact point of the neighbouring network) is regarded as part of the same trust domain.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Neighbour Node Address
	Oc
	This field holds the control plane IP address of the neighbouring network contact point that handles the service request in case of interconnection and roaming.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Link ID
	Oc
	This field holds an operator specific logical ID to identify the specific "link" (IP connection towards the next neighbour node) used for the media plane of this call (i.e. an indication for the IP address/port of the outgoing leg (MOC) or incoming leg (MTC) of the used TrGW and the corresponding information of the neighbour node).

	important;
1. a TrGW may support several dedicated incoming / outgoing IP addresses per IC partner;
2. there may be several TrGWs available in the partner network / IC provider;
these addresses can currently NOT be included in an IBCF; 
Proposal: the NNI element should contain an (operator proprietary ?) logical indication for the pair of own TrGW IP address (used for the current connection) and the TrGW in the partner network,  
analogous to the "Trunk ID" in legacy CS networks;

Refer to the discussion in subclause 6 for further details

	Route
	OM
	(Last element of) Route header from initial INVITE (S-CSCF address, indicates home network)

(alternatively: complete Route header)
	mandatory;
this element indicates the "charging distance" in the "direct media homerouting scenario;
note: distance cannot be derived from the Called Party Address provided in the request line of the SIP.INVITE


In addition to the fields listed in the table above (taken from TS32.260 [20]), the IBCF CDR definition in TS 32.298 [5] contains a number of additional fields. However, fromoperator'spoint of view, the usability of some of these fields in an IBCF CDR is questionable. This is a list of these additional fields:

· -
gGSNaddress: where does this info come from? why is it relevant for the IBCF?

· -
list-of-subscription-ID: acc. to 32.298 [51], this field "identifies the charged party" – why is this relevant in an IBCF CDR?; the IBCF CDR is relevant only for interconnection accounting

· -
list-Of-Called-Asserted-Identity: where is this defined? why is this relevant in an IBCF CDR?

· -
list-of-Requested-Party-Address: where does this info come from?; why a "list"? 
in the IBCF the "requested party" should always be identical to the "called party" (see definition of Requested-Party-Address at the end of section 6.1)

· -
initialIMS-Charging-Identifier: relevant for "service continuity"? is this relavant in an IBCF CDR?

· -
list-Of-AccessTransferInformation: where is this defined? why is this information relevant in an IBCF CDR?

Regarding the CDR field "Session ID", the comment made for the P-CSCF CDR (ref. section 5.1, end of section) identically also applies for the IBCF CDR.
X.1.3
TRF CDR

X.1.3.1
Discussion of further parameters to be considered within the TRF CDR.
The TRF CDR is described in TS 32.260 [20] subclause  6.1.3.12.
Table X.1.3.1-1: Consideration on Charging Data of TRF CDR 
	Field
	Category
	Description
	Comment / 
Discussion

	Home Network
	OM
	HPLMN-ID, to be provided by S-CSCF
	see description of P-CSCF CDR; 
may be signalled from the S‑CSCF by extending the feature caps header by an "HPLMN-ID"  (note that the feature caps header already exists between S-CSCF and TRF in the loopback scenario)

	User Name
	OC
	to be provided by P-CSCF;

Contains the “User Name” field from the “Authorization Header” used in the course of the registration by the served party and stored in the P-CSCF. 
The “User Name” will be set to the “Private User ID, IMPI” of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user/one public user identity (IMPU). 
Note: in case of an USIM the UE will provide e.g.: <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org
	see description of P-CSCF CDR (e.g.: "IMSI" is currently mandatory in TAP);
signalling required from P‑CSCF towards TRF


For a detailed discussion on the relevant parameters for the "charging distance" (i.e. the relevance of "Called Party Address" and "Requested Party Address").

Regarding the CDR field "Session ID", the comment made for the P-CSCF CDR (ref. section 5.1, end of section) identically also applies for the TRF CDR.

*** End of Changes ***

