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1. Overall Description:

SA5 is aware of the Credit Management Failure feature introduced by SA2 and CT3 within the scope of ABC work in order to handle failed Result-Code (as defined in the TS 32.299, section 7.1.11) which may be received in a response from the OCS. It is SA5’s understanding, that  the purpose of this ABC feature is to let the PCRF know about failed Result-Code, so the PCRF can take appropriate action (e.g. TDF session termination, IP-CAN session termination, perform gating of services in the TDF, switch to offline charging, rating group change, etc.). SA5 also notes that according to the existing system architecture, the TDF cannot unilaterally terminate a TDF session, and such an action can only be taken upon receiving appropriate command from PCRF. 

While introducing Application Based Charging in TDF, SA5 recognized that appropriate coverage is required also in case Credit-Control-Failure-Handling AVP is received from the OCS (the appropriate Stage 2 functionality is defined in the TS 32.251, section 5.3.1.4 and Stage 3 functionality is defined by the TS 32.299 section 6.3.9, while the functionality is referenced from the RFC 4006). The usage of Credit-Control-Failure-Handling AVP gives flexibility to have different failure handling for credit-control session. 



As there is no TDF functionality for terminating a TDF session, it is SA5’s understanding that there is a need here to also have a mechanism for session termination to cover the application of Credit-Control-Failure-Handling functionality. However, SA5 is uncertain whether the defined Credit Management Failure mechanism can be re-used in the TDF case. The following behaviours are proposed for the TDF , which would requireto extend the failure codes communicated to the PCRF, so the PCRF can take appropriate action and make decision according to the RFC 4006. 
TDF shall support the following actions when the failure handling mechanism based on the directives received previously from the OCS:

· Terminate: This is the default behaviour.The TDF initiates an interaction with the PCRF in relation to the OCS’s guidance for terminating the associated TDF session.

· Retry&Terminate: If the OCS and TDF support failover procedures, and failure is temporary or due to a transport failure the TDF shall attempt to failover to an alternative OCS. Otherwise the TDF initiates an interaction with the PCRF in relation to the OCS’s guidance for terminating the associated TDF session.

· Continue: If the OCS and TDF support failover procedures, and the failure is temporary or due to a transport failure the TDF shall attempt to failover to an alternative OCS. Otherwise the TDF initiates an interaction with the PCRF in relation to the OCS’s guidance for continuing the associated TDF session.
2. Actions:

To SA2 and CT3 groups.

ACTION: 
SA5 asks CT3 and SA2 to provide guidance and if appropriate to define the corresponding procedures and parameters for credit control failure handling towards TDF.
3. Date of Next SA5 Meetings:
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