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Decision/action requested

Identify agreement on path forward for providing SIP Instance Id for charging purposes.
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Rationale

Operators are currently deploying charging plans dependent on the specific device being used at the time, i.e., specific PC dongle or tablet. Operators are also introducing shared plans which allow their customers to utilize both a mobile phone and a tablet with specific allowances for each specific device on the plan. When operators begin deploying IMS on a widespread basis, they need a mechanism to determine the specific device involved in an IMS session. The SIP Instance Id was chosen for this information because it is our understanding that this field can transport the identifiers associated with the 3GPP domain (i.e., IMEI), 3GPP2 domain (i.e., MEID), as well as other non-3GPP domains that may be utilizing IMS.
For online charging, it has been specified to include the Subscriber Equipment Number (e.g., IMEI) in Diameter online charging messages from an IMS-GWF and a SIP AS since 3GPP Release 6, as per TS 32.260, and specifically for the MMTel AS since 3GPP Release 8, as per TS 32.275. It is our understanding that this requires availability of the Instance Id over the ISC interface to the IMS-GWF and SIP AS.

SA5 understands from LS from CT1 (S5-140181/C1-135196) that for privacy reasons, the Instance Id from the UE is currently limited to REGISTER requests and responses, in requests and responses for Emergency Call scenario, and when the UE knows the Instance Id will be removed by a network entity.

In consideration of the privacy issues, SA5 is considering limiting the offline charging requirements to the S-CSCF, E-CSCF, P-CSCF, and AS in 3GPP Release 12.
To meet these requirements, a solution is required for SIP Instance Id to be available at the AS in addition to the S-CSCF, E-CSCF, P-CSCF.
4
Detailed proposal

For the joint session between SA5 and CT1, SA5 proposes the following topics for discussion:

1. Clarification on whether the UE can send the Instance Id if the serving S-CSCF explicitly removes this information when forwarding a request/response to an untrusted SIP AS and when forwarding outside the home IMS network.

2. If it is possible for the serving S-CSCF to include a stored Instance Id in requests and responses only when forwarding to a trusted IMS-GWF or SIP AS in a manner similar to the P-Asserted-Identity header.

3. Is there any means of using information provided by the 3rd party registration procedure that will allow the AS to identify the SIP Instance Id for the served user for non-REGISTER messages.

4. CT1 to identify any other options for making this information available at the IMS-GWF or SIP AS.
