3GPP TSG-SA5 Meeting #92 
S5-132108
San Francisco, USA 11-15 November 2013










revision of S5-132052
	CR-Form-v11

	CHANGE REQUEST

	

	
	32.251
	CR
	0330
	rev
	1
	Current version:
	12.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Addition of requirements for Application Based Charging functionality

	
	

	Source to WG:
	Allot Comunications, Openet

	Source to TSG:
	S5

	
	

	Work item code:
	ABC
	
	Date:
	2013-11-14

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	Application Based Charging requirements need to be introduced into the specification as per approved skeleton.

	
	

	Summary of change:
	Addition of Application Based Charging requirements is introduced into the specification as per approved skeleton.

	
	

	Consequences if not approved:
	Lack of support for Application Based Charging in the specification.

	
	

	Clauses affected:
	5.1, 5.1.1, 5.1.2, 5.1.3, 5.2.1, 5.3.1, 5.3.2.3, 5.3.2.4, 6.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


	First change


5.1
PS charging principles

The charging functions specified for the PS domain relate to

-
mobility management, refer to TS 23.060 [201];

-
SMS transmissions / receptions, refer to TS 23.060 [201] , and TS 23.272 [213];

-
IP-CAN bearers, refer to TS 23.060 [201], TS 23.401[208] and TS 23.402[209];

-
LCS events, refer to TS 32.271 [31];

-
individual service data flows within a IP-CAN bearer, refer to TS 23.203 [72]; 
-
TDF session, refer to TS 23.203[72];
-
network usage for specific applications within a TDF session, refer to TS 23.203[72];
-
MBMS bearer contexts, refer to TS 23.246 [207] and TS 32.273 [32].

	Next change


5.1.1
Requirements

The following are high-level charging requirements specific to the packet domain, derived from the requirements inTS 22.115 [102], TS 23.060 [201], TS 23.401 [208], TS 23.402 [209] and TS 23.203 [72].

1)
Every IP-CAN bearer shall be assigned a unique identity number for billing purposes. (i.e. the charging id).

2)
Data volumes on both the uplink and downlink directions shall be counted separately. The data volumes shall reflect the data as delivered to and from the user. When the P-GW includes PCEF, the data volumes shall also reflect the data as delivered to and from the serving node at the bearer level.

3)
The charging mechanisms shall provide the duration of the IP-CAN bearer with date and time information.

4)
The network operator may define a subset of the charging information specified by Packet-Switched domain charging standards. This means that it shall be possible to configure the PCN for the CDR information generated.

5)
The PCNs shall be capable of handling the Charging Characteristics. Charging Characteristics can be specific for a subscription or for subscribed IP-CAN bearer (i.e. per APN), see annex A for details. 

Editor’s Notes: The applicability of Charging Characteristics to the TDF (as part of PCN) is ffs.
6)
The SGSN shall support charging of CAMEL services.

7)
The SGSN shall support charging for location requests.

8)
The SGSN may support online charging using CAMEL techniques.

9)
The P-GW may support online charging using IETF based techniques.

10)
The P-GW may be capable of identifying data volumes, elapsed time or events for individual service data flows (flow based bearer charging). One PCC rule identifies one service data flow.

11)
When online charging is used in the P-GW/TDF, the credit control shall be per rating group. 

12)
P-GW/TDF shall allow reporting of the service/detected application usage per rating group or per combination of the rating group and service id. This reporting level can be activated per PCC/ADC rule.

13)
The P-GW shall collect charging information for IP -CAN session as it would for one IP-CAN bearer  in case of  PMIP based connectivity is used .

14)
Charging support in the SGSN shall apply only for SGSN with Gn/Gp connectivity.

15)
The data volume shall be counted regardless of whether the subscriber’s traffic has been offloaded from the mobile operator’s network.
Editor’s Notes: This requirement should be rerefined after finalization of the architecture for Selected IP Traffic Offload charging.

 

16)
   The TDF shall be capable of identifying data volumes, elapsed time or events for specific applications (application based charging). 
XX)
The charging mechanisms shall provide the duration of the TDF session with date and time information.
These requirements apply equally to PS domain online charging and offline charging. 
NOTE: The capability of P-GW to support application based charging is achieved with PCRF providing PCC Rules to the P-GW with Application Identifier for the application which needs to be detected, enforced and charged. Then, the same principles of reporting to the charging systems as in case of service data flows apply.
	Next change


5.1.2
Charging information

Charging information in the PS domain network is collected for each MS/UE by the SGSNs, MMEs, S-GWs, ePDG, P-GWs and TDFs, which are serving that MS/UE. The SGSN, S-GW, and ePDG collects charging information for each MS/UE related with the radio network usage, while the P-GW collects charging information for each MS related with the external data network usage. PCNs also collect charging information on usage of the PS domain network resources. For MBMS, charging information in the PS domain network is collected for each MBMS bearer context. The following paragraphs list the charging information to be collected by the PCNs for both online and offline charging.

For IP-CAN bearers, the PCNs shall collect the following charging information:

1.
usage of the radio interface: the charging information shall describe the amount of data transmitted in MO and MT directions categorized with QoS and user protocols;

2.
usage duration: duration of IP-CAN bearer is counted as the time interval from IP-CAN bearer activation to IP-CAN bearer deactivation;

3.
usage of the general PS domain resources: the charging information shall describe the usage of other PS domain-related resources and the MSs PS domain network activity (e.g. mobility management);

4.
destination and source: the charging information shall provide the actual source addresses used by the subscriber for the IP-CAN bearer. The charging information shall describe the destination addresses with a level of accuracy as determined by the Access Point Name (APN);

5.
usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network. External networks can be identified by the Access Point Name (APN).

6.
location of MS/UE: HPLMN, VPLMN, plus optional higher-accuracy location information. 

7.
User CSG information: a user consumes network services via a CSG cell or a hybrid cell according to the user CSG information. The charging information shall include CSG ID, access mode and CSG membership indication.

For service data flows defined for FBC, the P-GW shall collect the following charging information:

1.
the information described above for IP-CAN bearer charging;

2.
the amount of data transmitted in MO and MT directions categorized by rating group or combination of the rating group and service id when volume based charging applies;

3.
the duration of service data flows is counted and categorized by rating group or combination of the rating group and service id when time based charging applies;
4.
the number of events and corresponding timestamps categorized by rating group or combination of the rating group and service id when event based charging applies. 

For TDF session, the PCNs shall collect the following charging information:

1.
usage of the radio interface: the charging information shall describe the amount of data transmitted in MO and MT directions categorized with maximal bandwidth;

2.
usage duration: duration of TDF sesion is counted as the time interval from TDF session activation to TDF session deactivation;

3.
usage of the general PS domain resources: the charging information shall describe the usage of other PS domain-related resources and the MSs PS domain network activity (e.g. mobility management);

4.
destination and source: the charging information shall provide the actual source addresses used by the subscriber for the TDF session. The charging information shall describe the destination addresses with a level of accuracy as determined by the Access Point Name (APN);

5.
usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network. External networks can be identified by the Access Point Name (APN).

6.
location of MS/UE: HPLMN, VPLMN, plus optional higher-accuracy location information. 

7.
User CSG information: a user consumes network services via a CSG cell or a hybrid cell according to the user CSG information. The charging information shall include CSG ID, access mode and CSG membership indication.

For application traffic defined for application based charging, the TDF shall collect the following charging information:

1.
the information described above for TDF session charging;
2.
the amount of data transmitted as specific application in MO and MT directions categorized by rating group or combination of the rating group and service identifier when volume based charging applies;

3. 
the duration of application traffic is counted and categorized by rating group or combination of the rating group and service identifier when time based charging applies;
4. 
the number of events and corresponding timestamps categorized by rating group or combination of the rating group and service identifier when event based charging applies.

For non-IP-CAN bearer related activities, the SGSN shall collect the following charging information:

1.
mobility management actions for GPRS attached UEs/MSs;

2.
short messages passing through the SGSN in MO and MT directions;

3.
location requests passing through the SGSN, triggered by the UE/MS, by an external source, or by the network. 

For MBMS bearer contexts, the PCNs shall collect the following charging information:

1.
usage of the radio interface: the charging information shall describe the amount of data transmitted categorized with QoS and MBMS specific information defined in TS 32.273 [72];

2.
usage duration: duration of MBMS bearer context is counted as the time interval from the local creation of the MBMS bearer context to the local deletion of the MBMS bearer context;
3.
source: the charging information shall provide the source address used by the MBMS bearer service for the MBMS bearer context. The charging information may describe the destination addresses with a level of accuracy as determined by the Access Point Name (APN);
4.
location information: the charging information shall describe a list of the downstream nodes being sent the MBMS bearer service. 

The MME shall collect short messages passing through the MME in MO and MT directions.  
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5.1.3
Identifiers and correlation 

The EPC Charging Identifier assigned per IP-CAN bearer, is used for correlation purpose within PS domain, as specified in TS 32.240 [1]. 

Within a PDN connection, the EPS default bearer remains established throughout the lifetime of this PDN connection and is assigned with its "EPS default bearer Charging Identifier". Other additional IP-CAN bearers (i.e. dedicated bearers) which may be activated and deactivated during this PDN connection, are each assigned with their own "IP-CAN bearer Charging Identifier". For correlation of charging information for the whole PDN connection, this "EPS default bearer Charging Identifier" is shared by all these IP-CAN bearers charging sessions activated during this PDN connection, as the "PDN connection Charging identifier". 

For PMIP based connectivity, an "unique Charging Id" is assigned by the P-GW for the PDN connection (i.e as it would be one IP-CAN bearer).
For application based charging by the TDF: 
· In case of GTP based connectivity, an "EPS default bearer Charging Identifier" 
· In case of PMIP based connectivity, an "unique Charging Id" 
is assigned by the P-GW and transferred to the TDF for the TDF session.

Editor’s Note: How this information is conveyed to the TDF is FFS.
During handover of a PDN connection between a GTP based connectivity access, and a PMIP based connectivity access for the P-GW (and reversely), the "EPS default bearer Charging identifier" and the "unique Charging Id" respectively, are maintained in order to ensure charging continuity for the whole PDN connection over the different accesses. Upon handover from GTP based connectivity to PMIP based connectivity, the previously assigned "EPS default bearer Charging Identifier" is used as the "unique Charging Id". Upon handover from PMIP based connectivity to GTP based connectivity, the previously assigned "unique Charging Id" is used as the "EPS default bearer Charging Identifier".

When multiple simultaneous PDN connections are established for a given APN, each PDN connection is associated with its own "PDN connection Charging identifier" or "unique Charging Id" and processed independently from the other PDN connections.   
When a "MAPCON capable UE", as defined in TS 23.402 [209], has simultaneous PDN connections through different access networks, each PDN connection is associated with its own "PDN connection Charging identifier" or "unique Charging Id" over the selected access for the PDN connection.When selective transfer of PDN connections between the different accesses is performed, each PDN connection is transferred, as for a single PDN connection.

When an "IFOM capable UE", as defined in TS 23.402 [209], is simultaneously connected to 3GPP access and WLAN access for different IP flows within the same PDN connection, each service data flow is uniquely identified by a PCC Rule within the PDN connection.

When SIPTO function applies, as defined in TS 23.060 [201] and TS 23.401[208] the standard Charging behaviour for PDN connection activation/deactivation applies on the respective GW.

	Next change


5.2.1
Basic principles

In order to provide the data required for the management activities outlined in TS 32.240 [1] (billing, accounting, statistics etc.), the SGSN shall be able to produce CDRs, and the MME, S-GW, ePDG and P-GW shall be able to produce CDRs or report charging events  for CDRs generation by CDF, for each of the following:

· Charging Data related to IP-CAN bearers in the SGSN (S-CDR), S-GW (SGW-CDR) , ePDG (ePDG-CDR) and P-GW (PGW-CDR);

· Charging Data related to service data flows in the P-GW (PGW-CDR);

· Charging Data related to MM contexts (Mobile Station Mobility Management Data) in SGSN (M-CDR);

· SMS Mobile Originated Data (S-SMO-CDR) and SMS Mobile Terminated Data (SMS-SMT-CDR) in the SGSN;

· Charging Data related to mobile originated location requests (LCS-MO-CDR), mobile terminated location request (LCS-MT-CDR), and network induced location request (LCS-NI-CDR) passing through the SGSN;

· Charging Data related to MBMS bearer contexts (S-MB-CDR, G-MB-CDR, and MBMS-GW-CDR).

· SMS Mobile Originated Data (M-SMO-CDR) and SMS Mobile Terminated Data (M-SMT-CDR) in the MME;

· Charging data related to TDF session (TDF-CDR) in the TDF;
The contents and purpose of each of these CDRs, as well as the chargeable events that trigger CDR creation, information addition, or closure are described in the following clauses. A detailed formal description of the CDR parameters defined in the present document is to be found in 3GPP TS 32.298 [51].

When the CDF is implemented as a separate entity (for the MME, S-GW, ePDG and the P-GW), the Charging events triggering and contents for CDRs handling by the  CDF, are described in clause 5.2.2.
	Next change


5.3.1
Basic principles

PS domain online charging may be performed in the SGSN using CAMEL techniques. This functionality is specified in TS 23.078 [206] and TS 29.078 [202] and is outside the scope of the present document.

PS domain online charging may be performed by the PCEF in the P-GW and by the TDF using the common Ro based credit control application specified in TS 32.299 [50]. In order to provide the data required for the management activities outlined in TS 32.240 [1] (credit control, accounting, statistics etc.), the PCEF shall be able to perform online charging for each of the following:

· Charging Data related to IP-CAN bearers;

· Charging Data related to service data flows.

The above items both pertain to sessions (IP-CAN bearers), hence session based online charging (SCUR) with centralized rating and centralized unit determination is required in the PCEF.
The TDF shall be able to perform online charging each of the following:

· Charging Data related to TDF session;
· Charging Data related to detected application traffic.

The above items pertain to sessions (application traffic), hence SCUR is required in the TDF.
The Credit Control Requests (CCR) and Credit Control Answers (CCA) specified for SCUR in TS 32.299 [50] (initial/update/termination) are issued towards the OCS / received from the OCS when certain conditions (chargeable events) are met. The PS domain specific contents and purpose of each of these messages, as well as the chargeable events that trigger them, are described in the following subclauses. A detailed formal description of the online charging parameters defined in the present document is to be found in 3GPP TS 32.299 [50]. Further information on the general principles of the common 3GPP online charging application can also be found in TS 32.299 [50] and TS 32.240 [1].

The credit control is always per rating group but the reporting level can be either per rating group or per combination of the rating group and service id. Reporting level is defined per PCC rule in case of PCEF integrated in the P-GW or per ADC rule in case of TDF.

	Next change


5.3.2.3
PS Furnish Charging Information procedure
The OCS online charging function may use this procedure to add online charging session specific information to the PGW-CDR/TDF-CDR by means of  the Diameter Credit Control Application in the Ro interface. The data can be sent either in one Diameter Credit Control Credit-Control-Answer message or several Diameter Credit Control Credit-Control-Answer messages with append indicator.

The OCS online charging function can send multiple concatenated PS Furnish Charging Information elements per online charging session in the Ro interface. The OCS online charging function can also send multiple concatenated PS Furnish Information Element per each quota (i.e. per rating group).

The total maximum of free format data is 160 octets per service so the total maximum of free format data per online session is n*160 octets, where n indicates the number of rating groups activated per online session.
In the OCS online charging function, a PS online charging session shall be identified by the P-GW control plane address and the ChargingId. In the P-GW/TDF, the PS online charging session and the PS offline charging session shall be identified by the same ChargingId. Therefore the ChargingId shall allow the P-GW/TDF to correlate an online charging session with an offline charging session. 

This procedure can only apply when online and offline charging is performed simultaneously for the same session (IP-CAN bearer or TDF session) or rating group. In any other case, the P-GW/TDF shall discard the additional charging information sent by the OCS in the Diameter Credit Control Credit-Control-Answer messages. 

When the OCS sends session specific charging information, it must send the "PS-Furnish-Charging-Information" AVP at command level in the Credit-Control-Answer message. In this case, the information is added to the main body of the PGW-CDR. When the OCS sends service specific charging information , it must send the "PS-Furnish-Charging-Information" AVP at MSCC level in the Credit-Control-Answer message. In this case, the information is added to the specific service container in the PGW-CDR/TDF-CDR.

The PS Furnish Charging Information AVP is described in TS 32.299 [50].

	Next change


5.3.2.4
Support of Failure Situations

In case the OCS fails the P-GW/TDF must support the Failure Handling procedure and Failover mechanism described in 3GPP TS 32.299 [50]. 

The Failure Handling Procedure affects the whole online session so in case FBC/ABC is enabled, the procedure shall affect all services activated during the IP-CAN bearer/TDF session triggering the online charging session.

According to 3GPP TS 32.299 [50], timer Tx determines the maximum interval the P-GW shall wait for an answer to each credit control request sent to the OCS. In case FBC/ABC is enabled, it is possible that several concurrent Credit Control Request messages are triggered for the same online charging session. In this case, each Credit Control Request message shall reset the Tx timer. When Tx expires, P-GW shall execute the Failover and Failure Handling mechanisms according to the behaviour described in Annex B. 

Three different actions are described in [402]. P-GW/TDF shall support the following actions when the failure handling mechanism is executed:

· Terminate: The online session is finished. The associated IP-CAN bearer/TDF session is released (ongoing sessions) or not established (new sessions). Failover for ongoing sessions is not supported. Failover for new sessions is always supported.

· Retry&Terminate: The online session is finished. The associated IP-CAN bearer/TDF session is released (ongoing sessions) or not established (new sessions). Failover for ongoing sessions is supported. Failover for new sessions is always supported.

· Continue: The online session is finished. The associated IP-CAN bearer/TDF session is established (new sessions) or not released (ongoing sessions). Failover for ongoing sessions is supported. Failover for new sessions is always supported. It shall be operator configurable to limit the maximum duration of the IP-CAN bearer in this situation. 

In case the user is simultaneously online and offline charged, the failure situation must be registered in the PGW-CDR/TDF-CDR. When the user is only online charged, the execution of the Failure Handling mechanism with value equal to Continue shall imply that a new PGW-CDR/TDF-CDR is opened.
	Next change


6.5
Bindings for EPC Offline Charging

This clause aims to describe the mapping between the Diameter messages AVP and CDR parameter for EPC Offline Charging.

Table 6.5.1 describes the mapping of the Diameter Accounting AVP to the CDR parameter of ePDG-CDR, S-GW-CDR , PGW-CDR and TDF-CDR in EPC Offline Charging. 
Editor’s Note: The applicability of parameters listed below is FFS.
Table 6.5.1: Bindings of Accounting AVP to S-/PGW/TDF-CDR parameter

	Diameter ACR AVP
	ePDG/S-/PGW/TDF-CDR field

	Called-Station-Id
	Access Point Name Network Identifier

	AF-Correlation-Information
	AF-record-information

	3GPP-Selection-Mode
	APN Selection Mode

	Change-Condition
	Change Condition

	Change-Time
	Change Time

	3GPP-Charging-Characteristics
	Charging Characteristics

	Charging-Characteristics-Selection-Mode
	Charging Characteristics Selection Mode

	3GPP-Charging-Id  
	Charging Id

	Charging-Rule-Base-Name
	Charging Rule Base Name

	Change-Condition
	Cause for Record Closing

	Accounting-Input-Octets
	Data Volume Uplink

	Accounting-Output-Octets
	Data Volume Downlink

	Diagnostics
	Diagnostics

	Dynamic-Address-Flag
	Dynamic Address Flag

	Dynamic-Address-Flag-Extension
	Dynamic Address Flag extension

	IMSI-Unauthenticated-Flag
	IMSI Unauthenticated Flag

	Traffic-Data-Volumes
	List of Traffic Data Volumes

	Service-Data-Container
	List of Service Data

	3GPP-MS-Time-Zone
	MS Time Zone

	Node ID
	Node ID

	PDN-Connection-Charging-ID
	PDN Connection Charging Id

	3GPP-PDP-Type
	PDP/PDN Type

	3GPP-GGSN-MCC-MNC
	PGW PLMN Identifier

	GGSN-Address  
	PGW Address Used

	GGSN-Address  
	PGW IPv6 Address

	Qos-Information
	EPC QoS Information/Qos Information

	3GPP-RAT-Type
	RAT Type 

	Rating-Group
	Rating Group

	Node-Functionality
	Record Type

	Change-Time
	Report Time

	Result-Code
	Result Code

	Change-Condition
	Service Condition Change

	Service-Identifier
	Service Identifier

	Subscription-Id
	Served IMSI

	Terminal-Information
	Served IMEI

	Subscription-Id
	Served MN NAI

	Subscription-Id
	Served MSISDN

	Terminal-Information
	Served 3GPP2 MEID

	3GPP-SGSN-MCC-MNC  
	Serving node PLMN Identifier

	PDP-Address
	Served PDP/PDN Address

	PDP-Address
	Served PDP/PDN Address extension

	PDP-Address-Prefix-Length
	Served PDP/PDN Address prefix length

	Service-Specific-Info
	Service Specific Info

	SGSN-Address
	Serving Node Address

	SGSN-Address
	Serving IPv6 Node Address

	Serving-Node-Type
	Serving Node Type

	SGW-Address
	S-GW Address used

	SGW-Address
	S-GW IPv6 Address

	SGW Change
	S-GW Change

	Start time
	Start Time

	Stop time
	Stop Time

	Time-First-Usage
	Time of First Usage

	Time–Last-Usage
	Time of Last Usage

	Time-Usage
	Time Usage

	TWAN-User-Location-Info
	TWAN User Location Information

	3GPP-User-Location-Info
	User Location Information

	User-CSG-Information
	User CSG Information

	3GPP2-BSID
	3GPP2 User Location information

	Low-Priority-Indicator
	Low Priority Indicator


Table 6.5.1a describes the mapping of the Diameter Accounting AVP to the CDR parameter of S-SMO/S-SMT-CDR in EPC Offline Charging for SMS.

Table 6.5.1a : Bindings of Accounting AVP to S-SMO/S-SMT-CDR parameter
	Diameter ACR AVP
	S-SMO/S-SMT-CDR  field

	3GPP-Charging-Characteristics
	Charging Characteristics

	Charging-Characteristics-Selection-Mode
	Charging Characteristics Selection Mode

	Recipient-Address
	Destination Number

	Submission-Time
	Event Time Stamp

	Message Id
	Message Reference

	MME-Name
	MME Name

	MME-Number-for-MT-SMS
	Recording Entity

	MME-Realm
	MME Realm

	Node ID
	Node ID

	Originator-Address
	Originating Address

	Node-Functionality
	Record Type

	Subscription-Id
	Served IMSI

	Terminal-Information
	Served IMEI

	Subscription-Id
	Served MSISDN

	Serving-Node-Type
	Serving Node Type

	SGSN-Address
	Serving Node Address

	SGSN-Address
	Serving IPv6 Node Address

	SMSC-Address
	Service Centre

	3GPP-User-Location-Info
	User Location Information


NOTE :
The whole set of ePDG/MME//S/PGW-CDR parameters is described in the TS 32.298 [51].
	End of changes


