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1
Decision/action requested

Discuss and approve on the text proposal.
2
References

[1]
TR 32.841, v1.1.0, “Study on WLAN Management” (Release 12)

3
Rationale

This contribution proposes some details on alarm handling for TR 32.841. 

4
Detailed proposal
	1st Modified Section


Introduction

WLAN offload is becoming a compelling solution for operators to cope with rapid growth of mobile data traffic without the need of network upgrades or expansions. To enable WLAN playing such a role to complement the cellular technology, the behaviour of WLAN has to be known by the 3GPP OAM system. This document is intended to enable a 3GPP OAM system to monitor WLAN performance measurements and alarms that are essential to evaluate the performance of WLAN offloading. The WLAN performance measurements can also be used in network planning.
1.        Scope

The present document describes the study on WLAN management that focuses on WLAN performance monitoring and alarm reporting. The WLAN performance measurements and alarms are sent to the NM via the Type-2 interface. No impact to the Type-1 interface of WLAN NE and the WLAN MIB specified by other SDO is expected. 
2.        References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
IEEE Std "Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[2]
RFC 2863, "The Interfaces Group MIB".
[3]
3GPP TR 21.905, "Vocabulary for 3GPP Specifications".
[4]
3GPP TS 32.101, “Telecommunication management; Principles and high level requirements”.
[5]
3GPP TS 32.150, “Telecommunication management; IRP Concept and definitions”.
[6]
3GPP TS 32.111-2 “Telecommunication management; Fault Management, Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)”.
3.        Abbreviations

3.1        Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [3].

AP
Access Point 

MIB
Management Information Base

SDO
Standards Development Organization

4         Concept and architecture implied

4.1        General concept

WLAN is becoming an essential technology to complement 3GPP RAN, as operators are deploying huge number of WLAN nodes to mitigate the traffic congestion caused by the surge of mobile data traffic. As the result,  performance measurements of eNB and WLAN AP are important measurements for monitoring the performance of WLAN offloading. Since mobile data traffic can fluctuate very rapidly and dynamically, the performance measurements of both eNB/NB and WLAN APs that are overlaid by the eNB/NB need to be collected, and then correlated on a regular basis, in order to understand the WLAN offloading performance, and to identify any potential issues that may degrade the offloading performance.

For interworking with 3GPP networks, WLAN alarm reporting is also needed.

4.2        Architectures
4.2.1
General

The architecture for management of WLAN AP is conformant to the Management reference model defined (see Figure 1 of [4]). The WLAN AP is depicted as NE in the Management reference model.
The System Context for WLAN management is System Context A (see Figure 4.7.1 of [5]). 
IRPManager manages the WLAN AP by sending/receiving the management data to/from IRPAgent over the Type-2 interface. 
4.2.2
Data correlation scenarios
This section describes 3 scenarios supporting correlation for alarms and correlation of performance measurements. 
The figure below depicts a scenario where correlation is done at NM.
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Figure 4.2-1: Data correlation at NM
The figure below depicts a scenario where data correlation is done at DM.
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Figure 4.2-2: Data correlation at DM
The figure below depicts a scenario where data correlation is done via peer DMs.
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Figure 4.2-3: Data correlation via peer DM

4.3        Sources of PM measurements and alarm

3GPP does not specify interface(s), neither directly nor indirectly, between WLAN AP and DM. IEEE and IETF specify standards for accessing management data of WLAN AP. 
For the data, here are 
the relevant SNMP MIBs:

· IEEE 802.11 "Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications" [1];
· IETF RFC 2863, "The Interfaces Group MIB" [2];
The IEEE 802.11 MIB, as defined in IEEE 802.11 [1], includes for example dot11QosCountersTable, which provides counters to measure the performance of a WLAN AP.  

4.4        3GPP – WLAN Mapping Function

Figure 4.4-1 depicts the mapping function that is to map the relevant management data produced by WLAN AP in a form suitable for distribution via the Type-2 interface to IRPManager(s). The mapping function is logical in that its location is not specified. Furthermore, its internal and external interfaces are not standardized.
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Figure 4.4-1: 3GPP – WLAN Mapping Function
Note: 
WLAN AP can report the management data to the mapping function directly, or via AC. 
Note: WLAN PM counters as defined in IEEE 802.11 or IETF are not able to support the cumulative incremental method that NE may use to collect the PM measurements. It is the responsibility of EM or Mapping Function to take care of this issue. 

Editor’s note:

1) The details of the mapping function are FFS.

2) The interface and entities below EM are out of the scope of the standard.

4.5
Performance measurements handling
TBD
4.6
Alarm handling
WLAN AP produces network management information. Some of such information will be handled as alarm in the following manner.
On reception of such alarm, the mapping function should process the alarm and decide if 

a) There exists no AlarmInformation [6] in AlarmList [6] corresponding to the newly received alarm or 

b) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to any value but Cleared or
c) There exists an AlarmInformation in AlarmList corresponding to the newly received alarm. There is a need (see Editor’s Note 3) to change the value of perceivedSeverity of the corresponding AlarmInformation to Cleared.
In case of a), a new AlarmInformation is added in the AlarmList.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyNewAlarm if the added AlarmInformation satisfies the subscription filter constraint.  
In case of b), the corresponding AlarmInformation perceivedSeverity is changed.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyChangedAlarm if the subject AlarmInformation satisfies the subscription filter constraint.  

In case of c), the corresponding AlarmInformation is removed from the AlarmList if it has been acknowledged; else its perceivedSeverity is changed to Cleared.  The IRPManager, who has a subscription with NotificationIRP, is notified via notifyClearedAlarm if the subject AlarmInformation satisfies the subscription filter constraint.  
Editor’s note 1: Whether there is a need to specify the detail of mapping is FFS.
Editor’s note 2: Whether there is a need to identify the information produced by WLAN AP is FFS as 3GPP alarms.
Editor’s note 3: Since information produced by WLAN AP (identified as 3GPP alarms) may not convey explicitly or implicitly the meaning of perceivedSeverity level, how to determine the ‘need’ is for FFS.
Section 6 stated that “The IRPAgent should support the capability of reporting alarms of the WLAN AP to the IRPManager by using an existing Interface IRP. Editor’s note: Which IRP to be used is FFS.”. In case the Alarm IRP is not selected to reporting alarms of the WLAN AP, then this section is invalid and should be removed.
	End of Modified Section
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