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Decision/action requested
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3
Rationale

With WID RAVEL roaming with loopback was introduced in 3GPP IME. This document describes requirements for the charging of IMS (VoLTE) subscribers which are roaming in foreign networks. This includes a description of the CDRs which are generated in the most important IMS (VoLTE)-roaming use cases. 
General Charging Concept

In general, it is assumed that the fundamental principles for charging and accounting in case of a VoLTE subscriber roaming in foreign network shall be identical to those that are currently used for GSM/3G roaming.

This is also required in GSMA document IR.65 [6]:

"The charging model for roaming used in CS domain shall be maintained in VoIMS."

From our point of view, these principles include:

· the roaming subscriber only has a contract with his home network operator (HPLMN)

· the roaming subscriber is only charged by his HPLMN operator

· "zonal charging" (i.e. charging dependent on the distance between call origin and call destination, "charge distance") shall be supported

· in MTC scenarios, the called roaming subscriber may be charged for the terminating leg from HPLMN to VPLMN

· accounting fees between HPLMN and VPLMN are based on TAP records (TAP CDRs; [7], [8]), which are generated in the VPLMN

· interconnection fees between PLMNs and IC providers dependent on the direct interconnection (and on the remaining charge distance)
· roaming charges for the roaming subscriber may be based on TAP CDRs or on CDRs generated in the HPLMN (e.g. AS CDRs); both options should be available

Furthermore, we believe that correlation of a large number of CDRs generated in an also large number of network elements is complex, costly, error prone, not reliable, and, hence, not desirable for charging purposes. Although standards foresee this option (e.g. by means of the IMS Charging Identifier (ICID)), and it may be useful in certain situations, we prefer to base each charging / accounting process on a single CDR.

Mobile Originating Call

Figure 3‑1 shows the MOC roaming scenario, including the CDRs generated in different network elements and the money flows based on these CDRs. Similar colors indicate, which money flows are based on which CDRs:

· roaming charges for the roaming subscriber who sets up the outgoing call (end-customer charging) are based on CDRs generated in the AS in the HPLMN (blue; alternatively, TAP records may be used);

· accounting between the VPLMN and the HPLMN (inter-operator accounting) is based on TAP records; these TAP records, in turn, are based on CDRs generated in the P-CSCF and/or the TRF in the VPLMN (red);

· interconnection charges depend on CDRs generated in the IBCFs and the SIP-Proxies of IP IC providers (green); note that CDRs generated in outgoing IBCFs of the VPLMN may be used to "control" the bills provided by the IC providers, but they are not actually used for charging; in the loopback scenario, when OMR applies, the signalling leg without media might be zerocharged (dotted arrows in Figure 3‑1a, business principles still have to be agreed).

All CDRs should contain the same detailed information regarding the call (media session) that is also used in the non-roaming case (time-stamps, durations, SDP information, release causes, etc.). In order to allow for a correct charging / accounting in the roaming case, the following information is particularly needed (additionally):

· P-CSCF CDR:
- User Name of the Calling Party (from Authorization Header, identifies the given client)

- Public User ID(s) (IMPU) of the Calling Party (provided by the HPLMN)

- Called Party

- Home Network / HPLMN ID of the Calling Party (=> charging distance)

- IMEI (optional)

- an indication, whether a TRF CDR exists for the same call

· IBCF CDR:
- the own (IBCF) IP address used for this call

- the IP address of the succeeding/adjacent network element to which the call is sent

- an indication of the session direction (outgoing or incoming)

- an indication of the roaming scenario (loopback or homerouting)

- HPLMN ID (=> charging distance)

· TRF CDR:
- User Name of the Calling Party (from P-CSCF, see above)


- Home Network / HPLMN ID of the Calling Party (from P-CSCF, see above)

- Public User ID (IMPU) of the Calling Party

- Called Party Address (=> charging distance after loopback)
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Figure 3‑1: CDRs and money flows for roaming MOC scenario: a) with loopback; 
b) with direct homerouting (colors indicate, which money flow is based on which CDR)

Generation of TAP CDRs

For all roaming scenarios discussed in this document, the VPLMN provides IMS capabilities for the HPLMN (i.e. the P-CSCF is located in the VPLMN). Roaming accounting for IMS Services is based on TAP CDRs which are generated in the VPLMN. We believe that these TAP CDRs should be solely based on CDR data collected within the IMS domain of the VPLMN (i.e. P-CSCF CDRs and/or TRF CDRs). This contradicts TD.58 [8], where a correlation of P-CSCF CDRs with S-GW / P-GW CDRs is intended.

From our point of view, correlation of IMS CDRs with CDRs generated in the packet core network is not necessary and / or not feasible because:

· all information required for accounting between VPLMN and HPLMN can be derived from information which is available within IMS entities of the VPLMN

· high complexity, high efforts, and high costs of CDR correlation with RBP systems (including an increased likelihood of errors)

· a typical business model assumption for IMS roaming with Local Breakout is:

· service based charging by the service aware service domain, and

· zero-rated data volume for the associated signalling and media traffic via IMS-APN

hence, Packet Core CDR generation might even be disabled for an IMS-APN 

· the IMS Domain might be decoupled (even from an organisational / business point of view) from the Mobile Packet Core Network;
note: this is also the reason why IMS standards define e.g. that IMS UEs authenticate with ISIM credentials towards the IMS Core Network, in addition to terminal authentication towards the Mobile Radio Network and the Packet Core Network 

· correlation of Mobile Packet CDRs and IMS CDRs requires online exchange of charging identities based on PCC procedures; however, deployment of PCC is neither necessary nor mandatory for various RCS services

Charging Data Record Contents

The CDR tables are taken from 3GPP TS 32. 260 [4]. New fields added to the description from TS 32.260 are highlighted in red (=> CRs required). An additional column contains further information / points for discussion regarding these new parameters.

P-CSCF CDR

Scetion 6.1.3.4 3GPP TS32.260 [4],  Table 6.1.3.4 describes the content of the  Charging Data of P-CSCF CDR

Additionally, this discussion paper proposes to introduce the following parameters:

	Field
	Category
	Description
	Comment / 
Discussion

	Home Network
	OM
	Contains the SIP URI of the domain name of the home network used to address the REGISTER request of the served party.
	mandatory; 
in MOC and MTC scenarios, this field contains the only reliable information about the home network, i.e. the network which is "charged" by the VPLMN using this CDR (or the corresponding TAP record);
note: public user ids do not unambiguously identitfy the home network; the ROUTE header (see below) does not contain the HPLMN in MTC scenarios.
Please note that the ioi’s does not contain a hint toward the home network.

	User Name
	OC
	The field contains the Private User Identity [201]


	high priority; 
Contains the “User Name” field from the “Authorization Header” used in the course of the registration by the served party. 
The “User Name” will be set to the “Private User ID, IMPI” of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user/one public user identity (IMPU). 
Note: in case of an USIM the UE will provide e.g.: <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org
1. in the TAP definition, currently the IMSI is used to identify the user (mandatory in TD.57);
2. in some scenarios, the  used SIM-card cannot be identified based on public IDs (e.g. Multi-SIM); 
3. might also be required for legal reasons (lawful interception ?);

4. might be helpful for troubleshooting (customer complains, etc.)

	Instance ID
	OC
	An Instance ID according to 3GPP TS 23.003 (contains the Served IMEI); stored in P-CSCF during registration procedure (part of Contact header);

Format: 
urn:gsma:imei:<gsma-specifier-defined-substring> 
(where gsma-specifier-defined-substring may contain an IMEI)
	optional;
might be helpful for troubleshooting (customer complains, etc.) to identify the device / terminal / UE used for the current call

	NNI Information
	OC
	This grouped field holds information about the NNI used for interconnection and roaming on the loopback routing path. It is present only if “VPLMN routing” is applied in a Roaming Architecture for Voice over IMS with Local breakout.
	(only included because the sub-field "NNI Type" is needed; see below)

	
NNI Type
	OM
	This field indicates usage of the roaming NNI for loopback routing, i.e S-CSCF performed the loopback decision.

	high priority;
this field may would be very helpful in post-processing to decide, whether a TRF CDR exists for the same call (in MOC scenarios);
requires additional signalling in backwards direction inside the VPLMN, from IBCF towards P-CSCF (e.g. in 183 Session Progress or 200 OK)

	Route
	OM
	(Last element of) Route header from initial INVITE (S-CSCF address, indicates home network)

(alternatively: complete Route header)
	mandatory;
this element indicates the "charging distance" in the "direct media homerouting" MOC scenario


Table 5‑2: P-CSCF CDR (additionally required fields)

Note: Reference [201] is the referencenumber in TS 32.260 which refers to TS 23.228
Note that two fields are included in this CDR which point (in general) towards the HPLMN. The field HomeNetwork is a network ID that is stored in the P-CSCF during the registration process. This information identifies the network, towards which a TAP CDR based on this P-CSCF CDR shall be sent, i.e. it identifies the PLMN which is charged by the VPLMN for the connection from / to the subscriber. It is available and relevant in both, MOC and MTC scenarios.

On the other hand, the field Route contains the address towards which this message is routed, i.e. in a MOC scenario the address of the S-CSCF in the home network. This information is necessary to evaluate the "charging distance" in the "direct media homerouting" scenario (ref. section 4.1.2), when the media plane directly follows the route of the (SIP) signalling plane. This field is not available in MTC scenarios.

A more detailed discussion on the generation of TAP records including the relevant parameters for the "charging distance" can be found in section 6.1.

The "IMS Application Reference ID" is included in the P-CSCF CDR definition in TS 32.260 [4], but it is not included in the definition of the P-CSCF CDR in TS 32.298 [5]. On the other hand, the P-CSCF CDR definition in 3GPP TS 32.298 contains a number of fields in addition to the fields listed in 3GPP TS 32.260. However, from our point of view, the usability of some of these fields in an P-CSCF CDR is questionable. This is a list of these additional fields:

· list-of-Requested-Party-Address: where does this info come from?; why is it a "list"?; 
in the P-CSCF the "requested party" should always be identical to the "called party" (see definition of Requested-Party-Address at the end of section 6.1)

· initialIMS-Charging-Identifier: is this relevant for "service continuity"?

· list-Of-AccessTransferInformation: ?

Regarding the CDR field "Session ID", 3GPP TS 32.260 defines that this parameter contains the SIP header "Call ID" according to RFC 3261 [1]. However, 3GPP TS 24.229 [3] points out that the "Call ID" is often modified by (e.g.)  B2BUAs, and, hence, cannot be used for correlation of CDRs in the end-to-end message path. In 3GPP TS 24.229 it is proposed to use the SIP header field "Session ID" to overcome this problem. Hence, it should be discussed whether the P-CSCF CDR field "Session ID" should contain the SIP header field "Session ID" instead of "Call ID". (The same applies also for the IBCF CDR (ref. section 5.2) and the TRF CDR (ref. section 5.3))

IBCF CDR

Section 6.1.3.10 of 3GPP TS32.260 [4], Table 6.1.3.10: describes the Charging Data of IBCF CDR

Additionally, this discussion paper proposes to introduce the following parameters / changes:

	Field
	Category
	Description
	Comment / 
Discussion

	NNI Information
	Oc
	This grouped field comprising several sub-fields holds information about the NNI used for interconnection and roaming. This field may occur more than once in a CDR e.g. when routing capability in support of transit is collocated with the IBCF.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Session Direction
	Oc
	This field indicates whether the NNI is used for an inbound or outbound service request on the control plane in case of interconnection and roaming.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
NNI Type
	Oc
	This field indicates whether the type of used NNI is non-roaming, roaming with loopback routing, or roaming without loopback routing.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Relationship Mode
	Oc
	This field indicates whether the other functional entity (contact point of the neighbouring network) is regarded as part of the same trust domain.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Neighbour Node Address
	Oc
	This field holds the control plane IP address of the neighbouring network contact point that handles the service request in case of interconnection and roaming.
	(only included because the NNI sub-field "Link ID" is introduced, see below)

	
Link ID
	Oc
	This field holds an operator specific logical ID to identify the specific "link" (IP connection towards the next neighbour node) used for the media plane of this call (i.e. an indication for the IP address/port of the outgoing leg (MOC) or incoming leg (MTC) of the used TrGW and the corresponding information of the neighbour node).

	important;
1. a TrGW may support several dedicated incoming / outgoing IP addresses per IC partner;
2. there may be several TrGWs available in the partner network / IC provider;
these addresses can currently NOT be included in an IBCF; 
Proposal: the NNI element should contain an (operator proprietary ?) logical indication for the pair of own TrGW IP address (used for the current connection) and the TrGW in the partner network,  
analogous to the "Trunk ID" in legacy CS networks;

refer to the discussion in section 6.2 for further details

	Route
	OM
	(Last element of) Route header from initial INVITE (S-CSCF address, indicates home network)

(alternatively: complete Route header)
	mandatory;
this element indicates the "charging distance" in the "direct media homerouting scenario;
note: distance cannot be derived from the Called Party Address provided in the request line of the SIP.INVITE


Table 5‑4: IBCF CDR (additionally required fields / changes)

In addition to the fields listed in the table above (taken from 3GPP TS 32.260 [4]), the IBCF CDR definition in 3GPP TS 32.298 [5] contains a number of additional fields. However, from our point of view, the usability of some of these fields in an IBCF CDR is questionable. This is a list of these additional fields:

· gGSNaddress: where does this info come from? why is it relevant for the IBCF?

· list-of-subscription-ID: acc. to 32.298, this field "identifies the charged party" – why is this relevant in an IBCF CDR?; the IBCF CDR is relevant only for interconnection accounting

· list-Of-Called-Asserted-Identity: where is this defined? why is this relevant in an IBCF CDR?

· list-of-Requested-Party-Address: where does this info come from?; why a "list"? 
in the IBCF the "requested party" should always be identical to the "called party" (see definition of Requested-Party-Address at the end of section 6.1)

· initialIMS-Charging-Identifier: relevant for "service continuity"? is this relavant in an IBCF CDR?

· list-Of-AccessTransferInformation: where is this defined? why is this information relevant in an IBCF CDR?
Regarding the CDR field "Session ID", the comment made for the P-CSCF CDR (ref. section 5.1, end of section) identically also applies for the IBCF CDR.

TRF CDR

Note that the TRF is only involved in the MOC scenario with loopback, hence, it is only relevant in this specific scenario. The TRF is neither involved in the scenario "MOC with direct media home routing", nor in the MTC scenario.

Section 5.1.3.12 in 3GPP TS32.260 [4],  Table 6.1.3.12 describes the Charging Data of TRF CDR 

Additionally, this discussion paper proposes to introduce the following parameters / changes:

	Field
	Category
	Description
	Comment / 
Discussion

	Home Network
	OM
	Contains the SIP URI of the domain name of the home network which is provided by S-CSCF via Signalling 

	mandatory; 
see description of P-CSCF CDR; 
may be signalled from the S‑CSCF by extending the feature caps header by an "HPLMN-ID"  (note that the feature caps header already exists between S-CSCF and TRF in the loopback scenario)
HPLMN-ID, to be provided by S-CSCF. Also the orig-ioi Type 2 sent from the home S-CSCF maybe used.  But it must beconsidered for correlation purposes between P-CSCF and TRF that the use of different CDR elements could confuse implementing the standard. 

	User Name
	OC
	The field contains the Private User Identity [201]


	high priority; 
see description of P-CSCF CDR (e.g.: "IMSI" is currently mandatory in TAP);
signalling required from P‑CSCF towards TRF
to be provided by P-CSCF;

Contains the “User Name” field from the “Authorization Header” used in the course of the registration by the served party and stored in the P-CSCF. 
The “User Name” will be set to the “Private User ID, IMPI” of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user/one public user identity (IMPU). 
Note: in case of an USIM the UE will provide e.g.: <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org


Table 5‑6: TRF CDR (additionally required fields / changes)

Note: Reference [201] is the referencenumber in TS 32.260 which refers to TS 23.228
For a detailed discussion on the relevant parameters for the "charging distance" (i.e. the relevance of "Called Party Address" and "Requested Party Address"), refer to section 6.1.

Regarding the CDR field "Session ID", the comment made for the P-CSCF CDR (ref. section 5.1, end of section) identically also applies for the TRF CDR.

4
Detailed proposal

The meeting is asked to discuss and agree the proposed changes. Since VoLTE (IMS) roaming with loopback is defined starting with Rel-11, it is propoes to start the changes with 3GPP release 11:
P-CSCF CDR:

· additional field needed: "Home Network"; contains the SIP URI of the domain name of the home network used to address the REGISTER request of the served party; field is required to identify the HPLMN to which TAP CDR will be send

· additional field needed: "User Name"; contains the "User Name" field from the "Authorization Header" used in the course of the registration by the served party. The "User Name" will be set to the "Private User ID, IMPI" of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user / one public user identity (IMPU). Holds the used private user identity of the served party according to RFC2486 if available. 

· additional field needed: "Instance ID"; contains the IMEI; stored in the P-CSCF during registration 

· additional field needed: "NNI Information . NNI Type"; indicates whether loopback applies for this call or not (i.e. whether a corresponding TRF CDR exists or not); requires additional signalling (see below)

· additional field needed: "Route"; last element of the SIP Route header (or alternatively the complete Route header); contains the S-CSCF address, which can be used to identify the HPLMN; important for "distance dependent charging" in the direct media homerouting MOC scenario and in the MTC scenario

· alignment between P-CSCF CDR definitions in 3GPP TS 32.260 and 3GPP TS 32.298 is necessary;
proposal: remove additional parameters from 3GPP TS 32.298

· content of "Session ID" field: "Call ID" header (3GPP TS 32.260) vs. Session ID header (3GPP TS 24.229)

IBCF CDR:

· additional field needed: "Route"; last element of the SIP Route header (or alternatively the complete Route header); contains the S-CSCF address, which can be used to identify the HPLMN; important for "distance dependent charging" in the direct homerouting MOC scenario

· "NNI Information . Link ID" contains a (VPLMN) operator specific ID which identifies the specific "link" that is used for the IP signalling for the current call (e.g. outgoing IP address and port of the IBCF and IP address and port of the "next neighbour node"; 
if an IBCF supports several dedicated outgoing IP addresses per IC partner, then these addresses can currently NOT be included in an IBCF CDR ("Node Address" contains just one IP address)

· alignment between IBCF CDR definitions in 3GPP TS 32.260 and 3GPP TS 32.298 is necessary;
proposal: remove additional parameters from 3GPP TS 32.298

· content of "Session ID" field: "Call ID" header (3GPP TS 32.260) vs. Session ID header (3GPP TS 24.229)

TRF CDR:

· additional field needed: "Home Network"; needs to be forwarded from the originating (HPLMN) S-CSCF; may be signalled from the S‑CSCF by extending the feature caps header by an "HPLMN-ID"  (not that the feature caps header already exists between S-CSCF and TRF in the loopback scenario)

· additional field needed: "User Name"; needs to be forwarded from the originating (VPLMN) P-CSCF 

· content of "Session ID" field: "Call ID" header (3GPP TS 32.260) vs. Session ID header (3GPP TS 24.229)

For the above proposed changes Change Requests are delivered within the scope of this and the next meeting.
Please Note that for the blue marked proposals CR’s where provided to this meeting for the green marked proposals an 3GPP CT1 proposal were presented already in the last CT1 meeting and an CR exists for this SA5 meeting.
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