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Decision/action requested

It’s asked for the group to discuss and approve the proposal of IRP selection.
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Rationale

At the SA5 #90 meeting, there were long discussions on which IRP should be used for alarm notification. No consensus could be reached. Therefore, which IRP is to be used is FFS, as currently stated in TR 32.841 [5]. This discussion paper is intended to inspire discussion, and reach a consensus if possible by studyng a few candidate IRPs that can be used to support the alarm notification.

WLAN alarm report use case uses ifOperStatus attribute, defined in the IF-MIB in RFC 2853 [6], to report the WLAN alarm. The definition of ifOperStatus attribute (shown below) contains values, such as Up, Down, to indicate the condition of a WLAN AP.
ifOperStatus OBJECT-TYPE

    SYNTAX  INTEGER {

                up(1),        -- ready to pass packets

                down(2),

                testing(3),   -- in some test mode

                unknown(4),   -- status can not be determined

                              -- for some reason.

                dormant(5),

                notPresent(6),    -- some component is missing

                lowerLayerDown(7) -- down due to state of

                                  -- lower-layer interface(s)

            }

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The current operational state of the interface.  The

            testing(3) state indicates that no operational packets can

            be passed.  If ifAdminStatus is down(2) then ifOperStatus

            should be down(2).  If ifAdminStatus is changed to up(1)

            then ifOperStatus should change to up(1) if the interface is

            ready to transmit and receive network traffic; it should

            change to dormant(5) if the interface is waiting for

            external actions (such as a serial line waiting for an

            incoming connection); it should remain in the down(2) state

            if and only if there is a fault that prevents it from going

            to the up(1) state; it should remain in the notPresent(6)

            state if the interface has missing (typically, hardware)

            components."
State Management IRP
The State Management, as described in TS 32.111-1 [1], contain a couple state attributes (i.e. Administrative state and the Operational state) that are important to Fault Management. The following table shows the definition of Operational state (See TS 32.672 [2]). 

	Attribute Name
	Definition
	Legal Values

	operationalState
	It indicates the operational state of the object instance. "It describes whether or not the resource is physically installed and working." [7] This attribute is READ-ONLY.
	"Enabled", "Disabled"

The meaning of these values is as defined in ITU‑T Recommendation X.731 [7].


The operationalState state attribute contains {Enabled, Disabled}, that can be mapped to ifOperStatus attribute {Up, Down}, respectively. 
Kernal CM IRP
Kernal CM IRP, as specified in section 7.6 in TS 32.662 [3], contains notifyAttributeValueChange operation to allow IRPAgent to notify the subscribed IRPManager of a change of one or several attributes of a Managed Object in the NRM. Therefore, in this method, it is required that an attribute should be defined to represent the WLAN alarm. The IRPAgent invokes this notification because the subject notification satisfies the filter constraint expressed in the IRPManager subscribe operation (see TS 32.302 [7]).
The WLAN alarm may be notified via the notifyStateChange operation (see section 7.8 [3]) that allows IRPAgent to notify the subscribed IRPManager of a change of state and or status of a Managed Object in the NRM. Again, a state attribute is required the notifyStateChange operation.

Alarm IRP
AlarmIRP maintains an AlarmList that contains currently active alarms (i.e. AlarmInformation whose perceivedSeverity is not Cleared) and alarms that are Cleared but not yet acknowledged (see TS 32.111-2 [4]). AlarmList assigns an identifier, called alarmId, to each AlarmInformation in the AlarmList. 
AlarmIRP class inherits from ManagedGenericIRP class specified in 3GPP TS 32.312 [8] that supports generic management capabilities associated with each IRPAgent. When a WLAN alarm is detected, IRPAgent can notify the subscribed IRPManager via notifyNewAlarm. IRPAgent invokes this notification because the subject notification satisfies the filter constraint expressed in the IRPManager subscribe operation (see TS 32.302 [7]).
IRPs comparison
The following table lists the comparison of 3 IRPs. 
	
	State Management IRP
	Kernal CM IRP
	Alarm IRP

	Complexity
	Simple
	Medium
(e.g. new attribute is required)
	High
(e.g. new attribute is required)

	Functionality
	Limited
	Basic
(e.g. eventTime)
	Robust
(e.g. notifyChangedAlarm,

notifyClearedAlarm)

	Support of future WLAN-OAM Enhancement
	No
	Yes
(e.g. additional CM capability)
	Yes
(e.g. additional FM capability)


The group is asked to discuss on the proposed text for adding a session of “IRP selection study” in TR 32.841 [5].  
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Detailed proposal
The group is asked to discuss and come to an agreement on the proposal of adding the session of IRP selection study for alarm notification.
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