Page 1



3GPP TSG-SA5 Meeting #91 
S5-131578
Shenzhen, China, 14-18 October 2013











revision of S5-130abc
	CR-Form-v11

	CHANGE REQUEST

	

	
	32.299
	CR
	0546
	rev
	-
	Current version:
	8.20.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Correction for use of Destination-Host AVP in ACR

	
	

	Source to WG:
	Ericsson, Alcatel-Lucent, NSN

	Source to TSG:
	S5

	
	

	Work item code:
	CH8
	
	Date:
	2013-10-02

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	The ACR message specification is corrected to include the Destination-Host AVP. The Diameter Base Protocol (RFC 3588) allowed for 0-1 occurrences of the Destination-Host AVP (Section 10.2 of RFC 3588), but the ABNF specification for the AVP omitted the value. The ABNF specification was used as the definition of the ACR message in TS 32.299. This was acknowledged as a typographical error by the editor of RFC 3588bis.
The Destination-Host AVP is required for Diameter message routing in order to direct a request to a specific home server among those serving a given realm, as per RFC 3588.

	
	

	Summary of change:
	Include the Destination-Host AVP in the ACR message specification.

	
	

	Consequences if not approved:
	An operator with multiple CDF entities serving a single Diameter realm that has a deployed a Diameter relay or stateless proxy for server traffic management (e.g., load balancing) cannot guarantee that subsequent messages in a Diameter offline charging session are delivered to the same server for processing.

	
	

	Clauses affected:
	5.1.2, 6.2.2, 7.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	


	First change


5.1.2
Basic Operation

Event and session based Charging are performed by the use of the "Charging Data Transfer" operation:

· "Charging Data Request"; sent from CTF ( CDF
After detecting a chargeable event, the CTF sends a Charging Data Request to the CDF. 

· "Charging Data Response"; sent from CDF ( CTF
The CDF replies with a Charging Data Response, which informs the CTF that charging data was received.

Table 5.1.2.1 and table 5.1.2.2 describe the content of these operations.

Table 5.1.2.1: Charging Data Request Content
	Charging Data Request
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Originator Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Destination Domain
	M
	This field contains the realm of the operation destination.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Identifier
	OM
	The field corresponds to the unique operation identification.

	User Name
	OC
	The field contains the identification of the service user.

	Destination Host
	OC
	This field contains the identification of the destination point of the operation.

	Operation Interval
	OC
	

	Origination State
	OC
	

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Operation Token
	OM
	This field identifies the domain, subsystem or service and release.

	Service information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding ‘middle tier’ TS.


Table 5.1.2.2: Charging Data Response Content
	Charging Data Response
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Operation Result
	M
	This field identifies the result of the operation.

	Originator Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator. 

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Identifier
	OM
	The field corresponds to the unique operation identification.

	Operation Interval
	OC
	

	Error Reporting Host
	OC
	If proxies exist between the accounting client and the accounting server this field contains the identity of the proxy that sent a response other than 2001 (Success). 

	Origination State
	OC
	

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy Information
	OC
	This field contains the parameter of the proxy.


	Second change


6.2.2
Accounting-Request Message

The ACR messages, indicated by the Command-Code field set to 271 is sent by the CTF to the CDF in order to send charging information for the requested bearer / subsystem /service. 

The ACR message format is defined according to the Diameter Base Protocol [401] as follows:

      <ACR> ::= < Diameter Header: 271, REQ, PXY >

                < Session-Id >

                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]
                [ User-Name ]





[ Destination-Host ]

                [ Accounting-Sub-Session-Id ]

                [ Acct-Session-Id ]
                [ Acct-Multi-Session-Id ]
                [ Acct-Interim-Interval ]

                [ Accounting-Realtime-Required ]
                [ Origin-State-Id ]

                [ Event-Timestamp ]              

              * [ Proxy-Info ]

              * [ Route-Record ]

                [ Service-Context-Id ]

                [ Service-Information ]

              * [ AVP ]

NOTE:
Similar information as in subscription_id should be added as 3GPP parameter, IMEI.

Table 6.2.2 illustrates the basic structure of a 3GPP Diameter Accounting-Request message as used for 3GPP offline charging.

Table 6.2.2: 3GPP Accounting-Request Message Contents

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Destination-Realm
	M
	This field contains the realm of the operator domain. The realm will be addressed with the domain address of the corresponding public URI.

	Accounting-Record-Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging.

	Accounting-Record-Number
	M
	This field contains the sequence number of the transferred messages.

	Acct-Application-Id
	OM
	The field corresponds to the application ID of the Diameter Accounting Application and is defined with the value 3.

	Vendor-Specific-Application-Id
	-
	Not used in 3GPP.

	
Vendor-Id
	-
	Not used in 3GPP.

	
Auth-Application-Id
	-
	Not used in 3GPP.

	
Acct-Application-Id
	-
	Not used in 3GPP.

	User-Name
	OC
	 Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	Destination-Host
	OC
	This field contains the destination address of the CDF.

	Accounting-Sub-Session-Id
	-
	Not used in 3GPP.

	Accounting-Session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Acct-Interim-Interval
	OC
	

	Accounting-Realtime-Required
	-
	Not used in 3GPP.

	Origin-State-Id
	OC
	This field contains the state associated to the CTF.

	Event-Timestamp
	OC
	This field corresponds to the exact time the accounting is requested.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	Oc
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.

	Service-Context-Id
	OM 
	This field indicates the service and the corresponding 'middle tier' TS.

	Service-Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding ‘middle tier’ TS.

	AVP
	Oc
	


NOTE:
A detailed description of the AVPs is provided in clause 7.

	Third change


7.1
Diameter AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Protocol is specified in clause 6.2 for offline charging and in clause 6.4 for online charging. The information is summarized in the table 7.1 in alphabetical order. Detailed specification of some of these AVPs is available after the table and for the others can be found from IETF RFC 3588 [401], IETF RFC 4006 [402] and and IETF RFC 4005 [407].
Those Diameter AVPs that are used are marked ”M”, “OM“or “Oc” in the following table. This implies that their content can be used by the CDF for offline and by the OCF for online charging purposes. Those Diameter AVPs that are not used are marked "-" in the following table. 

Table 7.1: Use Of IETF Diameter AVPs 

	AVP Name
	AVP 

Code
	Used in
	Value 

Type
	AVP Flag rules

	
	
	ACR
	ACA
	CCR
	CCA
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Accounting-Input-Octets
	363
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Output-Octets
	364
	OC
	-
	-
	-
	Unsigned64
	M
	P
	-
	V
	Y

	Accounting-Realtime-Required
	483
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Accounting-Record-Number
	485
	M
	M
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	480
	M
	M
	-
	-
	Enumerated
	M
	P
	-
	V
	Y

	Accounting-Sub-Session-Id
	287
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	Acct-Application-Id
	259
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	N

	Acct-Interim-Interval
	85
	OC
	OC
	-
	-
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Multi-Session-Id
	50
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Acct-Session-Id
	44
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Auth-Application-Id
	258
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	N

	AVP
	*
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Called-Station-Id
	30
	OC
	-
	OC
	-
	UTF8String
	M
	P
	-
	V
	N

	CC-Correlation-Id
	411
	-
	-
	OC 
	-
	OctetString
	-
	P,M
	-
	V
	Y

	CC-Input-Octets
	412
	-
	-
	OC
	OC
	Unsigned64
	M 
	P
	-
	V
	Y

	CC-Money
	413
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	CC-Output-Octets 
	414
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Request-Number
	415
	-
	-
	M
	M
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Request-Type
	416
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	CC-Service-Specific-Units
	417
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Session-Failover
	418
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	CC-Sub-Session-Id
	419
	-
	-
	-
	-
	Unsigned64
	-
	-
	-
	-
	-

	CC-Time
	420
	-
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	CC-Total-Octets
	421
	-
	-
	OC
	OC
	Unsigned64
	M
	P
	-
	V
	Y

	CC-Unit-Type
	454
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Check-Balance-Result
	422
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Cost-Information
	423
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Cost-Unit
	424
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Credit-Control
	426
	-
	-
	-
	-
	Enumerated
	-
	-
	-
	-
	-

	Credit-Control-Failure-Handling
	427
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Currency-Code
	425
	-
	-
	-
	M
	Unsigned32
	M
	P
	-
	V
	Y

	Destination-Host
	293
	OC
	-
	OC
	-
	DiamIdent
	M
	P
	-
	V
	N

	Destination-Realm
	283
	M
	-
	M
	-
	DiamIdent
	M
	P
	-
	V
	N

	Direct-Debiting-Failure-Handling
	428
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Error-Message
	281
	-
	-
	-
	-
	UTF8String
	-
	-
	-
	-
	-

	Error-Reporting-Host
	294
	-
	OC 
	-
	-
	DiamIdent
	-
	P
	-
	V,M
	N

	Event-Timestamp
	55
	OC
	OC
	OC
	-
	Time
	M
	P
	-
	V
	N

	Exponent
	429
	-
	-
	-
	OC
	Integer32
	M
	P
	-
	V
	Y

	Failed-AVP
	279
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	N

	Filter-Id
	11
	-
	-
	-
	OC
	UTF8String
	M
	P
	-
	V
	Y

	Final-Unit-Action
	449
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	Y

	Final-Unit-Indication
	430
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Granted-Service-Unit
	431
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	G-S-U-Pool-Identifier
	453
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	G-S-U-Pool-Reference
	457
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Location-Type
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Location-Information
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Multiple-Services-Credit-Control
	456
	-
	-
	OC
	OC
	Grouped
	M
	P
	-
	V
	Y

	Multiple-Services-Indicator
	455
	-
	-
	OM
	-
	Enumerated
	M
	P
	-
	V
	Y

	Operator-Name
	IANA
	OC
	-
	OC
	-
	refer [403]
	
	
	
	
	

	Origin-Host
	264
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	296
	M
	M
	M
	M
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	278
	OC
	OC
	OC
	-
	Unsigned32
	M
	P
	-
	V
	N

	Proxy-Info
	284
	OC 
	OC 
	OC
	OC
	Grouped
	M
	-
	-
	P,V
	N

	Proxy-Host
	280
	M
	M
	M
	M
	DiamIdent
	M
	-
	-
	P,V
	N

	Proxy-State
	33
	M 
	M 
	M
	M
	OctetString
	M
	-
	-
	P,V
	N

	Rating-Group 
	432
	OC
	-
	OC
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Redirect-Address-Type
	433
	-
	-
	M
	M
	Enumerated
	M
	P
	-
	V
	Y

	Redirect-Host
	292
	-
	-
	-
	OC
	DiamURI
	M
	P
	-
	V
	N

	Redirect-Host-Usage
	261
	-
	-
	-
	OC
	Enumerated
	M
	P
	-
	V
	N

	Redirect-Max-Cache-Time
	262
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	N

	Redirect-Server
	434
	-
	-
	-
	OC
	Grouped
	M
	P
	-
	V
	Y

	Redirect-Server-Address
	435
	-
	-
	-
	M
	UTF8String
	M
	P
	-
	V
	Y

	Requested-Action
	436
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Requested-Service-Unit
	437
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	Restriction-Filter-Rule
	438
	-
	-
	-
	OC
	IPFilterRule
	M
	P
	-
	V
	Y

	Result-Code
	268
	-
	M
	-
	M
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	282
	OC 
	-
	OC
	OC
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	461
	OM
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Service-Identifier
	439
	OC
	-
	OC
	OC
	 Unsigned32
	M
	P
	-
	V
	Y

	Service-Parameter-Info
	440
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-

	Service-Parameter-Type
	441
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Service-Parameter-Value
	442
	-
	-
	-
	-
	OctetString
	-
	-
	-
	-
	-

	Session-Id
	263
	M
	M
	M
	M
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id
	443
	OC
	-
	OM
	-
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	444
	M
	-
	M
	-
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	450
	M
	-
	M
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Change-Usage
	452
	-
	-
	OC
	-
	Enumerated
	M
	P
	-
	V
	Y

	Tariff-Time-Change
	451
	-
	
	-
	OC
	Time
	M
	P
	-
	V
	Y

	Termination-Cause
	295
	-
	-
	OC
	-
	Enumerated
	M
	P
	
	V
	Y

	Unit-Value
	445
	-
	-
	-
	M
	Grouped
	M
	P
	-
	V
	Y

	Used-Service-Unit
	446
	-
	-
	OC
	-
	Grouped
	M
	P
	-
	V
	Y

	User-Equipment-Info
	458
	OC
	-
	OC
	-
	Grouped
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Type
	459
	OM
	-
	M
	-
	Enumerated
	-
	P,M
	-
	V
	Y

	User-Equipment-Info-Value
	460
	OM
	-
	M
	-
	OctetString
	-
	P,M
	-
	V
	Y

	User-Name
	1
	OC
	OC
	OC 
	-
	UTF8String
	M
	P
	-
	V
	Y

	Value-Digits
	447
	-
	-
	-
	M
	Integer64
	M
	P
	-
	V
	Y

	Validity-Time
	448
	-
	-
	-
	OC
	Unsigned32
	M
	P
	-
	V
	Y

	Vendor-Id
	266
	-
	-
	-
	-
	Unsigned32
	-
	-
	-
	-
	-

	Vendor-Specific-Application-Id
	260
	-
	-
	-
	-
	Grouped
	-
	-
	-
	-
	-


NOTE:
Result-Code AVP is defined in Diameter Base Protocol [401]. However, new values are used in offline and online charging applications. These additional values are defined below.

	End of changes


