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1
Decision/action requested

Discuss and approve on the text proposal.
2
References

[1]
TR 32.841, v1.0.0, “Study on WLAN Management” (Release 12)

3
Rationale

This contribution proposes WLAN requirements be be added to [1] to support WLAN use cases.
4
Detailed proposal
	1st Modified Section


5
Use cases

5.2       WLAN alarm reporting

Table 5.2-1 WLAN Alarm Reporting
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	WLAN AP alarm reporting 
	

	Actors and Roles (*)
	IRPManager as user
	

	Telecom resources
	The WLAN AP, IRPAgent, and IRPManager.
	

	Assumptions
	IRPAgent is able to receive or get WLAN AP alarms.
	

	Pre conditions
	The WLAN AP is up and running.
	

	Begins when 
	A fault in a WLAN AP causes the WLAN air interface link to go down. 
	

	Step 1 (*) (M)
	IRPAgent receives an alarm from WLAN AP as the result of state change (e.g. ifOperStatus (RFC 2863) is transitioned from up(1) to down (2))
	

	Step 2 (*) (M)
	IRPAgent maps this alarm received from WLAN AP to a state change notification over Itf-N.
	

	Step 3 (*) (M)
	IRPAgent sends the state change notification to the IRPManager over Itf-N.
	

	Ends when (*)
	The IRPManager receives the state change notification.
 
	

	Exceptions
	FFS.
	

	Post Conditions
	
	

	Traceability (*)
	
	


Note: 
1. Whether the WLAN AP state change notification is an alarm notification is subject to FFS.
2. “IRPAgent sends the state change notification to the IRPManager over Itf-N” is FFS.  
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6.         Potential Requirements

The IRPAgent should provide the capability to the IRPManager to retrieve the performance measurements of the WLAN AP using an existing Interface IRP, such as File Transfer IRP.

The IRPAgent should support the capability of reporting alarms of the WLAN AP to the IRPManager by using an existing Interface IRP.

Editor’s note: Which IRP to be used is FFS.

The IRPAgent should support the capability of allowing the IRPManager to retrieve the alarms of the WLAN AP by using the existing Interface IRP.
Editor’s note: 
1. Which IRP to be used is FFS.
2. Whether there is a need to report alarms for IETF defined events or traps is FFS.
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