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1
Decision/action requested

Define requirement for DNS names for initial MvPnP lookup.
2
References

[1]
S5-131057, Post-SA5#89 stand of MUPPET Super-CR to 32.501
[2]
http://www.ip-adress.com/whois/3gppnetwork.org

3
Rationale

Steps 2 and 3 in the Use Case of the Super CR [1] read:

	Step 2 (M)
	The eNB acquires its IP address through stateful or stateless IP autoconfiguration. This may provide 0 or more DNS server addresses.
	

	Step 3 (M)
	The eNB acquires the IP address of the CA/RA server. The FQDN of the CA/RA server may be pre-configured in the eNB or the FQDN or IP address of the CA/RA server may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary.
	


The Editor’s note below the Use Case reads:

Editor’s note: The CA/RA server itself may be protected by a SeGW.

The DNS name of the CA/RA server (and the DNS name of the SecGW, in the case of the CA/RA server being protected by a SecGW) need to be configured in the DNS server in the Non-Secure Operator Network or the Extrernal network. These names to be sufficiently fixed to allow multi-vendor interoperability, but at the same time be flexible enough to allow vendor differentiation.
Also, the FQDNs shall not conflict with other services on these networks.

In other 3GPP specifications, the suffix “.3gppnetwork.org” is often used. This suffix is typically used in DNS servers within transport networks which the operator can influence, and not in the public Internet.
By combining DNS names consisting of:

1. one part defining that  a RA/CA server or SecGw is to be used,
2. one part defining that the DNS name is to be used for MvPnP,

3. one part being vendor specific, and

4. one part tying the DNS name to 3GPP network operation,

we can achieve this.

Possible examples of names are

· ra-ca.<vendor>.mvpnp.3gppnetwork.org, and

· secgw.<vendor>.mvpnp.3gppnetwork.org.
The domain “3gppnetwork.org” is owned by GSM Alliance [2], and shoud SA5 reuse this domain, SA5 should formally register our intention to use the subdomain “mvpnp” with them.

In order to ensure clash-free <vendor> parts, SA5 needs to coordinate the use of this part. This can either be done by creating a registrar for this purpose, or to specify rules which ensure no clashes between vendor names.

Each vendor needs to coordinate the use the internal structure of the <vendor> part. This is out of scope of  3GPP.

4
Detailed proposal

We propose the following changes to the MUPPET Super CR for 32.501 [1].
	First Modified Section


6.5.3
Specification Requirements for Multi-Vendor Plug and Play eNB connection to network

REQ_PnP_FUN_1
The establishment of secure tunnels from the eNB to the OAM or Core Network(s) shall support NAT traversal.
REQ_PnP_FUN_2
For initial DNS lookup in the external network, the DNS name of the RA/CA server or SecGW shall contain a fixed suffix “3gppnetwork.org”, a part specifying MvPnP service, a vendor specified part, and a part indicating that the DNS name points to a RA/CA server or a SecGW.
	End of Modifications


