Session details:

Break-out session was held during 3rd quarter on August 29th, 2013

Attendees:
· ERICSSON (Per Elmdahl, Robert Petersen)

· ALCATEL-LUCENT (Padma Sudarsan)

· HUAWEI (Zhan Kai)

· NSN (Anatoly Andrianov)

· NEC (Hassan Al-kanani)

Minutes of the discussion:
· ERICSSON: how can we convey to SA that the super CR being sent is not 100% complete?
· MCC: a super CR is just a CR and there is no such concept as partially complete CR

· ALCATEL-LUCENT: are the UCs (in TS) normative or informative?
· NSN: all text in the TS is normative by definition unless explicitly marked as informative
· ERICSSON: we believe, that additional use cases may potentially be added to the Stage 1 TS. The amount of work on these additional UCs is estimated greater than just 20% "missing" in a CR ready to be sent to SA for approval… Therefore we don't agree to send the super CR to SA for approval.

· ALCATEL-LUCENT: one of our potentially proposed UCs is full alignment with Home eNB procedures (initial EM, then serving EM, etc...)
· NSN: this is already supported in the agreed UC (via loops in EM connection… connect to EM then go back to SeGW connection and/or EM connection, etc…) - no need for a completely new UC

· ALCATEL-LUCENT: the second potential UC is to use the specific tagged VLAN for Plug and Play operations

· NSN: this could be implemented in a different way - e.g. add a note if eNB does not know VLAN to use for OAM, then use the untagged traffic - no need for a completely new UC

· ERICSSON: similar comment about CA/RA - if operator's certificate has already been provided to the eNB (a comment can be added that eNB does not need to do certificate enrollment again

· ERICSSON: we are really concerned about security of CMPv2 over the public internet and insist on adding additional layer of protection for the security enrollment procedure

· NEC: we interpret ALCATEL-LUCENT comment that adding a new option (such as proposed by ERICSSON) is opening a door for a huge number of unnecessary options

· ERICSSON:  the potential issue with CMPv2 security has been documented in the agreed stage 1 and we do need input from SA3 to resolve it. A potential way forward could be LS to SA3 asking for guidance on whether CMPv2 requires additional protection by IPsec and MUPPET feature has to implement it. 
· ERICSSON: if the LS process to SA3 is followed, we agree to send the super CR for approval and stage 2 TS for information from this meeting (for approval from the next meeting)

Conclusion:

· Send Super CR to SA for approval (AI - Rapporteur)

· Send the Stage 2 TS to SA for information (AI - Rapporteur)

· Send an outgoing LS to SA3 requesting expert opinion on the need of additional security protection (IPsec) of CMPv2 used for certificate enrollment procedures in MvPnP (AI - Ericsson)

