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1
Decision/action requested

This discussion paper intends to re-open the “support for E.164 representation of the other party identity” topic as requested by GSMA, in order to provide answer.
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Rationale
 During SA5#84, SA5 has discussed the incoming  LS S5-121671 from GSMA, and  as output from this discussion, concluded that for the particular expressed operator requirement on “ Support for E.164 representation of the other party identity”, CT1 investigation was needed, and therefore the LS S5-122029  answer to GSMA incorporated  CT1 in the loop.
When discussed in CT1 during CT1#79 meeting, the LS was Noted, based on comment that some of the topics addressed were beyond the scope of standardization, and input would be required from SA5 if needed.

This discussion paper intends to re-open the discussion in SA5, on this “availability of the E.164 representation on the charging data is required”.  
Current status in IMS description (high level)
This clause provides a high level description of IMS handling of subscribers identities, in order to identify situations where E.164 representation may not be available for charging. 
1) Availability of E.164 representation within a PLMN
It is possible for an IMS user to have only an alphanumeric SIP URI, and not an equivalent tel URI, this is fixed by how an operator configures users onto their network. In this case, such users cannot be reached from the CS domain, and cannot be identified with E.164 representation within its IMS HPLMN, therefore such representation cannot be provided in any charging records produced by the HPLMN.

Both SIP URIs and Tel URIs can be used to convey E.164 [26] numbers (see chapter 13.4 TS 23.203) as Public User Identities, but for the sake of simplicity, this representation is indicated as a tel URI in this paper.
As a minimum these subscribers needs to be provisioned with a tel URI. 

It is proposed that GSMA mandates VoLTE subscription profile to include a tel URI. 
2) Roaming case

When a user registers, the P-CSCF receives the set of URIs that are permitted to identify that user from the HPLMN, and the identities for all calls are checked against this list. Further, this list identifies the SIP URIs that corresponds to tel URIs and vice versa, and the P-CSCF inserts whatever is missing in all outgoing call attempts. If the call is interworked with the CS domain, the tel URI is used.
It can be assumed, if a tel URI si available for the subscriber in HPLMN, it is always provided to the VPLMN during registration, assuming trusted relationship exists between HPLMN and VPLMN. 

Therefore, it can be assumed, the tel URI is always available:

· In the VPLMN P-CSCF for the calling party during Originating call

· In the VPLMN P-CSCF for the called party during the Terminating call. 
3) Interconnect Case
IM CN subsystem is specified with functionalities such as, when SIP signalling crosses the boundary of the trust domain, i.e need to determine whether to remove a number of header fields. Such subscriber identities (especially the P-Asserted-Identity header) are subject to a trust domain, therefore subject to be removed: e.g the calling party removed by the originating network if it does not trust the terminating network on sending, or by the terminating network if it does not trust the originating network on receiving.
It is also understood that SIP functional entities that belong to a network for which there is an interconnect agreement are part of the trust domain.
Therefore, it is assumed, identities conveyed in P-Asserted-Identity header are made available to the Other Network during interconnection when trust relationship exists, and tel URI is part of these identities since provisioned in HPLMN subscriber.
It is understood that availability of identities across inter-PLMN interfaces cannot be enforced by the IM functionalities, for security reasons, but rather rely on trusted relationship between PLMNs.    

Current status in Charging description 

For the sake of simplicity, only P-CSCF and S-CSCF CDRs are considered here, as they are seen as the two representative elements of the IMS architecture, for the HPLMN and VPLMN respectively.

Both P-CSCF and S-CSCF CDRs are described with following information:

· List Of Calling Party Address: contains the Public User ID (SIP URI or tel URI). In the case of no P-Asserted-Identity is known, this list shall include one item with the value “unknown”. 
· Called Party Address: contains the address of the party (Public User ID (SIP URs or TEL URI)) to whom the SIP transaction is posted. 

· List of Called Asserted Identity: contains the address or addresses of the final asserted identities. Present if the final asserted identities (P-Asserted-Identity) are available in the SIP 2xx response.

In a context of session establishment on Originating and Terminating sides, here are the conditions where no tel URI will be available in these fields:

	
	P-CSCF Originating

VPLMN
	S-CSCF Originating

HPLMN
	S-CSCF Terminating
HPLMN
	P-CSCF Terminating VPLMN

	List Of Calling Party Address
	If tel URI is not provisioned as one Public User ID for calling in calling HPLMN or
 if provisioned and not provided during Registration.
	If tel URI is not provisioned as one Public User ID for calling. 
	If calling tel URI is not received in incoming request or
If calling P-Asserted-Identity is not received in incoming request or if received but does not contain a tel URI
	If calling tel URI is not received in incoming request or
If calling P-Asserted-Identity is not received in incoming request or if received but does not contain a tel URI

	Called Party Address
	If called Public User ID is not provided as tel URI in the outgoing request
	If called Public User ID is not provided as tel URI in the outgoing request
	If called not Public User ID is provided as tel URI in the incoming request
	If called Public User ID is provided not as tel URI in the incoming request

	List of Called Asserted Identity
	If called P-Asserted-Identity is not received in SIP 2xx response of outgoing request or 

if received but does not contain a tel URI. 
	If called P-Asserted-Identity is not received in SIP 2xx response of outgoing request or 

if received but does not contain a tel URI.
	If tel URI is not provisioned as one Public User ID for called
	If tel URI is not provisioned as one Public User ID for called in called HPLMN or

 if provisioned and not provided during Registration.


It appears the different conditions in which a tel URI for a party may not be available in the Node for being captured in CDRs are no more valid if we assume the tel URI is always available in HPLMN (provisioned), in VPLMN when roaming (provided during registration), and in the other Network when interconnect (provided in answer 2xx within trust relationships) and will be included in the following fields:
	
	P-CSCF Originating

VPLMN
	S-CSCF Originating

HPLMN
	S-CSCF Terminating
HPLMN
	P-CSCF Terminating VPLMN

	List Of Calling Party Address
	Calling tel URI
	Calling tel URI
	Calling tel URI
	Calling tel URI

	List of Called Asserted Identity
	Called tel URI
	Called tel URI.
	Called tel URI
	Called tel URI


It can be noted the following categories are associated to the fields in CDRs description:

· “List Of Calling Part Address” is specified with a category “per-Operator mandatory parameter (Om)”, i.e mandatory  if provisioned by Operator to be mandatory
· “List of Called Asserted Identity” is specified with a category “per-Operator Conditional parameter (Oc)”, i.e conditional if provisioned by Operator to be conditional. This has to be interpreted as the parameter is mandatory when conditions are met. The condition defined per-Operator can be availability of the P-Asserted-Identity in the Node.

4
Proposal

It is proposed to collect the view of the group on the description of the expected content of fields in S-CSCF and P-CSCF, based on the high level description of IMS behaviour on identities.
If the group shares the same understanding on this expected content, and especially that E.164 representation will be available in CDRs based on the described assumptions, it is propose to provide corresponding answer to GSMA, and to ask GSMA to confirm whether these assumptions are realistic, i.e: 
· a tel URI mandatorily provided as part of  VoLTE subscription profile. 

· Agreement on Trusted relationship between Operators for such tel URI to be made available during inter-PLMN exchanges
 and could be part of GSMA IMS profile(s).
If the approach is accepted, it is proposed to send the LS S5-131316 to GSMA (RCPG, IREG and IWG so it can be dispatched to the appropriate sub-WGs).

