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1
Decision/action requested
SA5 is asked to discuss the proposals and converged into TS 28.401
2
References
[1]  3GPP TS 23.234: 3GPP system to Wireless Local Area Network (WLAN) interworking; System description
3
Rationale
TS 23.234 described the basic authentication process in I-WLAN environment. It’s a important role in the interworking system. This pCR is targeted to add AAA authentication mesurment to TS 28.401.
4
Detailed proposal
Text Proposal for TS 28.401
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.600: "Telecommunication management; Configuration Management (CM); Concept and high-level requirements".
[2]
3GPP TS 32.404: "Performance Management (PM); Performance measurements - Definitions and template". 
[3]
3GPP TS 32.401: "Telecommunication management; Performance Management (PM); Concept and requirements".
[4]
3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description"
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3
Definitions and abbreviations
3.1
Definitions

The measurement names defined in the present document are all beginning with a prefix containing the measurement family name. This family name identifies all measurements which relate to a given functionality and it may be used for measurement administration (see TS 32.401 [3]).

The list of families currently used in the present document is as follows:

-
AAA (measurements related to AAA Authentication)
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6
Measurements related to PDG
6.1
AAA Authentication measurements

The performance counters presented in this subclause are mainly intended to:

· monitor the AAA server performance;

· monitor the network connectivity.

These counters are associated to the AAA server, which is playing a important role in I-WLAN environment, and is defined in TS 23.234 [4]. 
The measurements types defined in subclauses 6.x are subject to the "2 out of 3 approach".
The figure below presents the message sequence during an AAA authentication procedure initiated by the PDG.
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Figure: AAA authentication procedure initiated by PDG
6.6.1
Attempted Authentication, per W-APN

a) This measurement provides the number of attempted authentication procedures per W-APN.

b) CC
c) Transmission by the PDG of an AAA authentication request message to the AAA server. W-APN being requested by the WLAN UE is contained in the message.
d) A single integer value.

e) AAA.AttAuthQuery.WApn
where WApn is used to identify a specific IP network and a point of interconnection to that network (Packet Data Gateway) 
f) PdgFunction
g) Valid for packet switched traffic.

h) UMTS
6.6.2
Successful Authentication, per W-APN

a) This measurement provides the number of successful authentication procedures per W-APN.

b) CC
c) Receipt by the PDG of an AAA successful authentication response message from the AAA server. W-APN being requested by the WLAN UE is contained in the message.
d) A single integer value.

e) AAA.SuccAuthResp.WApn
where WApn is used to identify a specific IP network and a point of interconnection to that network (Packet Data Gateway).

f) PdgFunction
g) Valid for packet switched traffic.

h) UMTS
6.6.3
Failed Authentication, per W-APN

a) This measurement provides the number of failed authentication procedures per W-APN.

b) CC
c) Receipt by the PDG of an AAA authentication reject message from the AAA server. W-APN being requested by the WLAN UE is contained in the message.
d) A single integer value.

e) AAA.SuccAuthResp.WApn
where WApn is used to identify a specific IP network and a point of interconnection to that network (Packet Data Gateway).

f) PdgFunction

g) Valid for packet switched traffic.

h) UMTS
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Annex A:
Use cases for performance measurements definition
The present annex provides the concrete use cases for the interworking system performance measurements defined in clause 4.
A.1
Use case for AAA authentication measurements
WLAN Access Authorization is used in 3GPP AAA Server to verify whether WLAN Access should be allowed to a subscriber and deciding what access rules/policy should be applied to a subscriber. It is the stage after access authentication, but before service authorisation and WLAN UE's local IP address allocation. If the Authentication success rate is very low, user experience will be affected, such as user will wait for a long time or even be rejected to access the network. Therefore it is important to define attempted and successful authentication information performance measurements to calculate authentication information retrieval success rate. The failed authentication ratio could be calculated according to the attempted authentication and successful authentication. It’s useful to facilitate trouble shooting.
