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1
Decision/action requested

To agree to the addition of the proposed requirements.
2
References

[1]
S5-130283, Post-SA5#87 stand of MUPPET Super-CR to 32.501, Rapporteur

3
Rationale

This contribution suggests the addition of requirements to support eNB connectivity via residential accesses.
4
Detailed proposal

We propose the following changes:
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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CA
Certification Authority

CMP
Certificate Management Protocol

DHCP
Dynamic Host Configuration Protocol

DNS
Doman Name System

EM
Element Manager

FQDN
Fully Qualified Domain Name

IP@
IP address

MvPnC
Multi-vendor Plug and Connect

MvPnP
Multi-vendor Plug and Play
NAT
Network Address Translation
PnC
Plug and Connect

PnP
Plug and Play
RA 
Registration Authority

SC
Self Configuration
SGW
Security GateWay

TLS
Transport Layer Security

VLAN
Virtual LAN

VM
Vendor Mediator
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5.2
Business Requirements for Multi-Vendor Plug&Play eNB connection to network

REQ_PnP_CON_1 
Plug and Play for an eNB´s connection to the network shall use standard protocols.

REQ_PnP_CON_2 
VPN tunnels needed for Plug and Play for an eNB´s connection to the network shall be set-up automatically.

REQ_PnP_CON_3 
The complete key management during Plug and Play for an eNB´s connection to the network shall be a full automatic secure procedure, based on procedures defined by 3GPP SA3.

REQ_PnP_CON_4 
After Plug and connect an eNB and potentially additional self-configuration of the eNB it shall be possible to bring an eNB into service

REQ_PnP_CON_5 
As a result of Plug and Play for an eNB´s connection to the network and potentially additional self-configuration of the eNB, the newest software and parameter settings as defined by the network operator shall be used in the eNB.

REQ_PnP_CON_6:
It shall be possible to perform the MvPnP procedures using secure protocols and procedures between the eNB and OAM.

REQ_PnP_CON_7 

eNB shall be able to get its own IP addresses and EM IP address without manual configuration.

REQ_PnP_CON_8 

For Plug and Connect the Element Manager shall only be accessible by authenticated and authorized eNBs.
REQ_PnP_CON_9 

For Plug and Connect the initial and final configuration of the eNB (or the information how to retrieve them) shall only be accessible by authenticated and authorized eNBs.
REQ_PnP_CON_10 

The MvPnP solution shall be usable for IPv4-only networks, for IPv6-only networks and for dual stack IP networks.

REQ_PnP_CON_11
MvPnP procedures shall support Network Sharing including the connection of an eNB to multiple core networks and PLMNs.
REQ_PnP_CON_12
MvPnP procedures shall support connection of eNBs with and without NAT and via External Networks or Non-Secure Operator Networks.
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6.5.3
Specification Requirements for Multi-Vendor Plug&Play eNB connection to network
REQ_PnP_FUN_1
The establishment of secure tunnels from the eNB to the OAM or Core Network(s) shall support NAT traversal.
TBD
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